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P. J. Barrett
Auditor-General

The Honourable the President of the Senate
The Honourable the Speaker of the House of Representatives
Parliament House
Canberra   ACT
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1 Taken from the Consultation Draft released in 2000.
2 Auditor-General’s Report No.47, Survey of Fraud Control Arrangements in APS agencies, ANAO,

20 June 2000.

Summary

1. The prevention and management of fraud are important issues
for the Australian Public Service (APS).  Fraud is defined in the draft
Commonwealth Fraud Control Policy as dishonestly obtaining a benefit
by deception or other means.1  The importance of effective fraud control
arrangements has been recognised in legislative provisions in the Financial
Management and Accountability Act 1997 (FMA Act).

2. This audit of the Department of Family and Community Services
(FaCS) is one of a series of fraud control audits, including a survey of
fraud control arrangements in the APS2, undertaken by the Australian
National Audit Office (ANAO).  A list of these audits is at Appendix 1.
The audit discussed in this report is complemented by a separate audit
of fraud control arrangements in Centrelink which is planned to be tabled
later in 2001.

3. FaCS is a major purchaser of services from both government and
non-government providers.  Centrelink is the primary provider of
services on the department’s behalf.  FaCS also purchases services from
the Child Support Agency (CSA) and CRS Australia (CRS).  In addition,
FaCS has overall responsibility for the Family Assistance Office and the
purchase of its services from Centrelink, the Australian Taxation Office
and the Health Insurance Commission.  Table 1 illustrates the total
appropriations for each agency, as well as the arrangement by which the
department’s relationship with these agencies is governed.

Table 1
The department’s appropriations for, and arrangements with, government
providers

Agency Appropriation for 2000–01 Arrangements with FaCS
($ million)

Centrelink  43 000 Business Partnership
Agreement (BPA)

CRS Australia      102 Service Level Agreement (SLA)

Child Support Agency      211 Administrative Arrangements
Order

Family Assistance Office 10 100 The BPA with Centrelink and
SLAs with the other agencies.
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4. The department also directly administers funds for a number of
programs, predominantly through funding agreements with
Non-Government Organisations (NGOs), to provide services such as child
care and disability services.

5. Within FaCS, there were three cases of fraud reported in 1998–99,
with a total value of $190 000.  There were eight cases of fraud in
1999–2000.  However, these did not have a monetary value as they were
related to misuse of the Internet.

6. Centrelink reports as fraud only those cases successfully
prosecuted in a court of law.  There were 2881 convictions for welfare
fraud in 1999–2000 involving $27.1 million in debts.3

7. No cases of fraud have been reported in CRS in the last two
financial years.  In CSA, 72 cases were investigated in 1999–2000.  Many
of these involved unauthorised access to, or disclosure of, information.

Audit objective, scope and criteria
8. The objective of this audit was to assess whether FaCS had:

• implemented appropriate fraud control arrangements in line with the
Fraud Control Policy of the Commonwealth and that these
arrangements operated effectively in practice; and

• fulfilled its responsibilities as a purchaser of services in relation to
fraud control.

9. The scope of the audit included an examination of the
arrangements in place for the department to manage internal and external
fraud and the mechanisms that FaCS had established to obtain assurance
regarding the effectiveness of fraud control in those agencies which
deliver services and/or make payments on its behalf.  These are agencies
such as Centrelink, CSA and CRS.

10. In establishing the audit criteria, the ANAO had regard to the
better practice guide published by the Commonwealth Law Enforcement
Board, the Australian Standard on Risk Management (AS/NZS 4360:1999)
and the criteria applied in earlier fraud control audits, as well as to more
general principles of sound corporate governance.

3 Centrelink compliance measures are directed at both fraud and error in income support payments
and services.  For 1999–2000, Centrelink conducted approximately 2.3 million customer entitlement
reviews resulting in savings of almost $34.7 million per fortnight and debts of $293.1 million being
raised.
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Audit methodology
11. The audit fieldwork was undertaken between August and
December 2000.  Interviews were held with key staff at both National
Office and at the State Office in Victoria.  Reviews of relevant
documentation were conducted at National Office.  Discussions were
also held with relevant Centrelink, CSA and CRS staff at their respective
National Offices.

Overall audit conclusion
12. The ANAO concluded that FaCS had implemented appropriate
fraud control arrangements in line with the Commonwealth Fraud Control
Policy and better practice.  Within FaCS these arrangements operated
effectively in practice.

13. The ANAO concluded that FaCS had fulfilled its responsibilities
in relation to fraud control for Centrelink services, in that the BPA clearly
specified the roles and responsibilities of both FaCS and Centrelink.  As
well, the BPA clearly specified key performance indicators.  Reporting
against these indicators was undertaken regularly and the reports were
monitored.  However, the indicators focussed on inputs and processes,
that is the number of reviews undertaken, rather than measuring
reductions in the level of fraud and incorrect payment occurring.

14. FaCS has recognised the need to shift the focus to reducing fraud
and incorrect payment rather than just detecting it once it has occurred.
The agency is undertaking research to better understand the causes of
fraud and error as a first step in adopting a stronger preventative
approach.  The ANAO concluded that, deriving an estimate of the level
of fraud and error by income support payment type, could also assist
FaCS and Centrelink to develop more meaningful indicators to
demonstrate the impact of compliance activities and other factors on the
level of losses from fraud and error.

15. For services delivered by other providers, that is CRS, CSA and
NGOs, the ANAO concluded that FaCS had adequate arrangements in
place.  These were being developed further to ensure that FaCS receives
greater assurance about the fraud control arrangements in these agencies.
Arrangements in relation to fraud control in FAO were also appropriate.

Summary
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Key Findings

Fraud control policy, planning and risk assessment
16. The ANAO found that the department’s fraud control framework
had been developed in line with the Commonwealth Fraud Control Policy
and better practice, and included:

• a fraud control policy statement and related documents providing
guidance on fraud control;

• the use of the APS Code of Conduct, supported by values specific to
FaCS;

• appropriate training for the Fraud Control Officer as well as
awareness-raising sessions aimed at all staff.  FaCS had also provided
training for staff involved in managing contracts;

• a fraud risk assessment;

• a fraud control plan; and

• annual reporting to both Parliament and the Commonwealth Law
Enforcement Board.

17. The ANAO identified two areas for improvement in relation to
the department’s fraud control framework, as follows:

• enhancing contractors’ understanding the APS Code of Conduct and
FaCS ‘Core Values’ to ensure that contractors were aware of the
standard of behaviour expected from them; and

• improving the performance information in the Risk, Audit and
Compliance Branch business plan as well as introducing monitoring
of levels of fraud in FaCS by the Risk Assessment and Audit Committee
(RAAC).  The department has advised that reporting to the RAAC
has now commenced.

Controlling fraud and incorrect payment:
Arrangements between FaCS and Centrelink
18. The BPA between FaCS and Centrelink contains many of the
elements necessary for effective fraud control, for example, it clearly
identifies roles and responsibilities of the parties and specifies
performance requirements.
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19. The ANAO found that the current performance indicators for
review activity in the 2000–2001 BPA were an improvement on indicators
contained in earlier BPAs as it contains both qualitative and quantitative
targets.  However, the performance indicators continued to place too
much emphasis on the number of reviews conducted rather than on the
results of reviews and the effect of review activity.  As a consequence,
the primary focus has been on discovering fraud rather than reducing
fraud.  As well, the new indicators that have been developed offer little
incentive for Centrelink to reduce fraud and error through preventative
measures and do not encourage the pursuit of those more complex frauds
which are more time consuming and difficult to prove.  Work being
undertaken by FaCS into voluntary compliance and the results of random
sample surveys have the potential to provide useful management
information to address these issues.

20. The ANAO considers that deriving an estimate on the level of
fraud and error by income support payment type could also assist FaCS
and Centrelink to develop more meaningful indicators to demonstrate
the impact of compliance activities and other factors on the level of losses
from fraud and error.  Changes over time in this estimate may be useful
in showing that compliance strategies are influencing customer behaviour,
although the ANAO acknowledges that other factors may also affect the
levels of losses from fraud and error.

21. Reporting requirements are clearly specified by the BPA.
However, responsibility for analysing the information provided by
Centrelink to FaCS in performance reports has not been clearly identified.
The ANAO found that there was scope to use the information more
effectively to inform fraud control strategies.

22. Current efforts to improve the rigour of the performance
assessment framework for services delivered by Centrelink, underpinned
by appropriate independent assurance, should provide FaCS with a
greater degree of assurance regarding Centrelink controls to that
provided by process monitoring.  This should also contribute to the
redevelopment of the performance indicator framework and allow FaCS
to better monitor the achievement of agreed outcomes.  This approach is
appropriate and has the potential to deliver efficiency benefits to both
organisations.

Key Findings
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Managing fraud control in relationships with other
providers
23. The ANAO found that FaCS has put in place some elements of an
appropriate framework for monitoring the performance of CSA and CRS
in relation to fraud control although the arrangements with CRS were at
an early stage and did not therefore contain all the necessary elements.
Both are represented on the department’s Risk Assessment and Audit
Committee, and are covered by the department’s program of internal
audits.  To further improve fraud control arrangements, FaCS is
considering developing the links between the fraud control frameworks
of each agency.

24. The roles and responsibilities of each of the partners of the Family
Assistance Office are clearly specified in relation to fraud control.
Appropriate arrangements have also been established to monitor the
effectiveness of the fraud control framework as well as ensuring fraud
risks are minimised.  These arrangements are considered to be
appropriate.

25. In relation to funding agreements with NGOs, the ANAO found
that the FaCS is also applying better practice.  The ANAO also noted that
a project aimed at harmonising business processes currently being
undertaken by FaCS should ensure greater consistency between branches.
Appropriate practices have been adopted when deciding whether cases
of mismanagement should be pursued as fraud.
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Recommendations

Set out below are the ANAO’s recommendations with the Report paragraph
reference.  Given that there are only two recommendations, the ANAO considers
that they should both be implemented as soon as practicable.

The ANAO recommends that FaCS, in consultation
with Centrelink, develop in a timely manner, an
estimate on the level of losses from fraud and error
by income support payment type in order to better
assess the impact of compliance activities and other
factors on the level of losses from fraud and error.
The estimate should distinguish between losses from
Centrelink error and those resulting from customer
error and fraud.

FaCS response: Agreed

Centrelink response: Agreed

To facilitate more effective targeting of compliance
to areas of highest risk, the ANAO recommends that
FaCS, in consultation with Centrelink, develop
performance indicators that provide more incentive
for Centrelink to reduce losses from fraud and error
as well as discovering fraud.

FaCS response: Agreed

Centrelink response: Agreed

Recommendation
No.1
(Para. 3.23)

Recommendation
No.2
(Para. 3.24)
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1. Introduction

This chapter describes the background to the audit and sets out the objective and
methodology for the audit.  It also outlines the department’s arrangements for
fraud control.

Background
1.1 The Australian Public Service (APS) has a broad client base and
large levels of expenditure, making the prevention and management of
fraud an important issue.  The Federal Government has demonstrated
its ongoing commitment to the protection of its revenue, expenditure
and property from fraudulent activity through the release of a Fraud
Control Policy for the Commonwealth4 (the Commonwealth Fraud Policy).
The first policy was released in 1987 with a subsequent update in 1994,
while a Consultation Draft has been circulated for comment.  Fraud is
defined as dishonestly obtaining a benefit by deception or other means.5

1.2 The importance of agencies establishing effective fraud control
arrangements has been recognised in legislative provisions in the Financial
Management and Accountability Act 1997 (FMA Act).  Under section 45 of
the FMA Act, Chief Executive Officers (CEOs) are responsible for the
implementation of a fraud control plan and for reporting to the Portfolio
Minister on fraud control within their agencies.

1.3 This audit of the Department of Family and Community Services
(FaCS) is one of a series of fraud control audits, including a survey of
fraud control arrangements in the APS6, undertaken by the Australian
National Audit Office (ANAO).  A list of these audits is at Appendix 1.
The audit discussed in this report is complemented by a separate audit
of fraud control arrangements in Centrelink which is planned to be tabled
in Parliament later in 2001.

4 Fraud Control Policy of the Commonwealth in Best Practice for Fraud Control, Canberra, 1994.
5 Taken from the Consultation Draft released in 2000.
6 Auditor-General’s Report No.47, Survey of Fraud Control Arrangements in APS agencies, ANAO,

20 June 2000.
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Department of Family and Community Services
1.4 FaCS is the core department in the Family and Community
Services Portfolio.  It is the principal policy formulation and advising
body within the Portfolio and has a total appropriation of $55.1 billion
for 2000–01.7  Its purpose is to deliver social policy outcomes for Australian
families, communities and individuals.  It achieves this through policy
advice to the Government and managing services delivered on its behalf
by a range of service providers8, including:

• Centrelink;

• the Child Support Agency (CSA); and

• CRS Australia (CRS).9

1.5 Centrelink delivers the majority of FaCS’ payments and services,
that is, approximately $43 billion each year.  Centrelink reports to FaCS
regularly on funds it administers on behalf of the department and provides
reports against specified performance information, including prosecutions
and compliance activities aimed at detecting and minimising the incidence
of welfare fraud.  Under the FaCS/Centrelink partnership arrangements,
Centrelink undertakes to develop and implement all fraud control
measures in relation to fraud against the Social Security Act 1991, the
Social Security (Administration) Act 1999 ,  the Family Assistance
(Administration) Act 1999 and the Child Care Act 1972.  Centrelink has a
fraud control plan for 2000–01 and provides a separate annual report to
Parliament each year.

1.6 The CSA and CRS operate within the department’s overall
management and accountability framework but set their own policies
and practices within this framework.  CSA had a total appropriation of
$211 million for 2000–01.10  It is responsible for its own fraud control
arrangements and these are provided to it by the Australian Taxation
Office (ATO) under a Service Level Agreement (SLA).  CRS had a total

7 Taken from the Portfolio Budget Statement for Family and Community Services 2000–01.
8 Other agencies include the Australian Institute for Family Studies (AIFS), and the Social Security

Appeals Tribunal (SSAT).  The AIFS is an independent statutory authority established in 1980 to
promote the identification and understanding of factors affecting marital and family stability.  The
SSAT is an independent statutory body established under the Social Security Act 1991.  It
operates independently of Centrelink, FaCS and other agencies for which it has the powers to
review decisions.  Both agencies provide separate annual reports to Parliament each year and
their operations are not discussed in this report.

9 CRS Australia was formerly known as the Commonwealth Rehabilitation Service.
10 FaCS Portfolio Budget Statement 2000–01.
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appropriation of $102.33 million in 2000–01.  It is considered to have
unique corporate needs from the department and approval was obtained
from the Attorney-General’s Department for CRS to develop a separate
risk assessment and fraud control plan.  In CRS, responsibility for fraud
control matters lies with the fraud control officer.  Details of CSA and
CRS performance are included in the FaCS Annual Report.

1.7 FaCS also has overall responsibility for the Family Assistance
Office (FAO) and the purchase of its services from Centrelink, the ATO
and the Health Insurance Commission (HIC), using existing infrastructure.
The FAO delivers family assistance payments which has a total
administered appropriation of $10.1 billion.11  In addition to its
responsibilities associated with developing policy for family assistance,
FaCS has responsibility for the development of appropriate management
plans, including fraud control arrangements and reporting to Parliament.

1.8 The department also directly administers funds for a number of
programs predominantly through funding agreements with
Non-Government Organisations (NGOs), to provide services such as child
care and disability services.

1.9 To assist with implementing government policy to best meet the
needs of different geographical areas, build strong stakeholder relations
and understand local factors, FaCS has an office in each State and Territory
capital.

Operating environment
1.10 As is the case for many APS agencies, the environment in which
FaCS operates and its administrative arrangements have been subject to
substantial change over the last few years.  In July 1997, with the
establishment of the Commonwealth Services Delivery Agency
(Centrelink), the then Department of Social Security’s (DSS) focus became
the provision of policy advice and purchasing services rather than actual
service provision.

Introduction

11 ibid.
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1.11 Under the October 1998 Administrative Arrangements Order, the
FaCS department was created from an amalgamation of two agencies
and defined areas within two other agencies:

• the former DSS;

• the Childcare Assistance and Services, Family Services, Crisis
Assistance, Partnership and Disability Services sections of the former
Department of Health and Family Services12 (including CRS);

• the Family Relationships area of the Attorney-General’s Department;
and

• the CSA, formerly part of the ATO.

1.12 In July 2000, the FAO became operational, delivering the new
family assistance payments, including Family Tax Benefits, Child Care
Benefit, Maternity Allowance, the Maternity Immunisation Allowance and
the Family Adjustment Payment Scheme.

1.13 The delivery of the majority of services for which FaCS is
responsible is undertaken by providers through arrangements established
in Business Partnership and Service Level Agreements (SLAs).

Levels of fraud
1.14 Within FaCS, there were three cases of fraud reported in 1998–99,
with a total value of $190 000.  There were eight cases of fraud in
1999–2000.  However, these did not have a monetary value as they were
related to misuse of the Internet.

1.15 Centrelink reports as fraud only those cases successfully
prosecuted in a court of law.  There were 2881 convictions for welfare
fraud in 1999–2000 involving $27.1 million in debts.13

1.16 No cases of fraud have been reported in CRS in the last two
financial years.  In CSA, 72 cases were investigated in 1999–2000.  Many
of these involved unauthorised access to, or disclosure of, information.

12 Now the Department of Health and Aged Care.
13 Centrelink compliance measures are directed at both fraud and error in income support payments

and services.  For 1999–2000, Centrelink conducted approximately 2.3 million customer entitlement
reviews resulting in savings of almost $34.7 million per fortnight and debts of $293.1 million being
raised.
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Audit objective, scope and criteria
1.17 The objective of this audit was to assess whether FaCS had:

• implemented appropriate fraud control arrangements in line with the
Fraud Control Policy of the Commonwealth and that these
arrangements operated effectively in practice; and

• fulfilled its responsibilities as a purchaser of services in relation to
fraud control.

1.18 In order to assess FaCS’ fraud control arrangements, the ANAO
examined the following:

• fraud control policy and planning;

• the effectiveness of existing fraud prevention and detection
mechanisms, particularly in relation to the administration of funding
agreements; and

• the department’s framework for assessing the performance of
Centrelink and other agencies with which FaCS has business/service
agreements, in meeting their obligations under the agreements.

1.19 The scope of the audit included an examination of the
arrangements in the department to mange internal and external fraud
and the mechanisms that FaCS14 had established to obtain assurance
regarding the effectiveness of fraud control in those agencies which
deliver services and/or make payments on its behalf.

1.20 In establishing the audit criteria, the ANAO had regard to the
better practice guide published by the Commonwealth Law Enforcement
Board (CLEB), the Australian Standard on Risk Management15

(AS/NZS 4360:1999) and the criteria applied in earlier ANAO fraud control
audits, as well as to more general principles of sound corporate
governance.

Methodology
1.21 The audit fieldwork was undertaken between August and
December 2000.  Interviews were held with key staff at both National
Office and at the State Office in Victoria. Reviews of relevant
documentation were conducted at National Office.  Discussions were
also held with relevant Centrelink, CSA and CRS staff at their respective
National Offices.

1.22 This audit was conducted in accordance with ANAO auditing
standards at a cost of $176 000.

Introduction

14  Throughout this report, the terms FaCS, the department and FaCS core are used interchangeably
to mean only the department, excluding CRS and CSA.

15 Standards Australia and Standards New Zealand, AS/NZS4360:1999, Risk Management, April 1999.
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Departmental arrangements for fraud control
1.23 The Risk Assessment and Audit Committee (RAAC) within FaCS
has overall responsibility for ensuring that the department’s approach to
the implementation of its control framework is effective.  It functions in
an oversight, review and advisory role. The RAAC’s charter specifically
refers to the need to ‘satisfy itself that the Centrelink control framework
addresses significant risks to outlays and contracted outcomes delivered
on the department’s behalf’.16  At the time of the audit fieldwork the
charter did not specifically refer to CRS or CSA.  However, FaCS advised
that the General Managers of both CRS and CSA are members of the
Committee.17

1.24 Operational responsibility for fraud control in FaCS lies with the
Risk, Audit and Compliance Branch (RACB).  A Fraud Control Officer,
with specific responsibility for fraud control within FaCS, was appointed
in May 1999.  The Fraud Control Officer’s main duties are establishing
the department’s framework for fraud control and investigating cases of
suspected fraud as they arise.  The Fraud Control Officer also plays an
advisory role in relation to both allegations and the application of the
fraud control policy.

1.25 The RACB also has responsibility for compliance issues relating
to the department’s SLAs with its provider agencies.

1.26 As well as any arrangements that FaCS has in place, there are
three external agencies which have very specific roles and responsibilities
in relation to fraud control.  These are CLEB, the Australian Federal
Police and the Director of Public Prosecutions.  Each of these is discussed
briefly below.

Commonwealth Law Enforcement Board (CLEB)
1.27 CLEB is a non-statutory body which was established in 1994 with
the aim of:

• improving the quality of policy for law enforcement and information
and related advise to government;

• improving communication and priority setting between government
and law enforcement agencies;

16 FaCS RAAC Charter, p. 2.
17 The General Manager of CSA was appointed to the RAAC late in 2000, while the General Manager

of CRS has been a long-standing member of the RAAC.
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• providing standards to enhance the management and performance of
government law enforcement agencies; and

• facilitating improvements in coordination between agencies.

Australian Federal Police (AFP)
1.28 The AFP has the responsibility for the investigation of serious
fraud against the Commonwealth and, as the Commonwealth’s primary
law enforcement agency, also provides police services in relation to:

• laws of the Commonwealth;

• property of the Commonwealth, including places;

• the safeguarding of Commonwealth interests; and

• anything incidental or conducive to the performance of its functions.

Director of Public Prosecutions (DPP)
1.29 The primary responsibility of the DPP is to prosecute people who
commit offences against Commonwealth law, including Corporations law,
and to conduct related criminal assets recovery.  All prosecutions and
related decisions are made in accordance with the guidelines set out in
the Prosecution Policy of the Commonwealth.

1.30 The DPP conducts all  prosecutions for offences against
Commonwealth law except for purely private prosecutions.  The DPP
can provide advice on investigations, questions of law, the sufficiency of
evidence and proceedings to recover the proceeds of crime.

This report
1.31 Chapter 2 discusses the department’s fraud control policy and
planning framework, including risk assessment.  It also examines the
performance information, monitoring and reporting framework in
relation to the fraud control framework in FaCS.

1.32 Chapter 3 examines the department’s arrangements to fulfil its
fraud control obligations as a major purchaser of government services
from Centrelink and Chapter 4 discusses the department’s fraud control
arrangements in relation to its other providers, that is CRS, CSA, HIC
and the ATO as well as non-government organisations.

Introduction
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2. Fraud Control Policy, Planning
and Risk Assessment

This chapter discusses fraud control policy and planning, including risk
assessment. The creation of an ethical workplace is discussed, including the
provision of appropriate training to both staff and contractors.  The chapter also
discusses performance information.

Introduction
2.1 Key elements of sound corporate governance for fraud control
include the need for each agency to have an overall policy and planning
regime in place. These elements are set out in the Commonwealth Fraud
Policy.18

2.2 The ANAO therefore assessed whether FaCS had:

• a specific policy on fraud control relevant to the agency’s business
operations;

• codes of conduct and ethics to foster an ethical climate, including for
contractors and third party providers;

• fraud awareness raising and training initiatives;

• a risk assessment undertaken on a regular basis to underpin planning;

• an agency-wide fraud control plan based on the fraud risk assessment
and reflective of agency (and overall Commonwealth) policy in relation
to fraud control.  This plan should include treatment for those areas
of higher risk identified by the risk assessment;

• guidance on the operational aspects of fraud control which should be
provided to all staff; and

• performance monitoring and reporting in relation to fraud control
within the department.  Monitoring arrangements for the department’s
service providers is discussed in Chapters 3 and 4.

2.3 Each of these matters is discussed under separate headings below
and an overall conclusion is provided at the end of this chapter.

18 Fraud Control Policy of the Commonwealth, op. cit. pp. 2, 5.
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Fraud control policy
2.4 An agency’s policy on fraud prevention and control should clearly
articulate its commitment to fraud control and should be available to all
staff.

2.5 FaCS has in place a policy that clearly sets out the department’s
commitment to fraud control.  The policy outlines the responsibilities of
individual staff members, as well as the roles and responsibilities of the
relevant groups with operational and review responsibilities.  The
department’s policy also contains a clear definition of fraud, using the
definition given in the Commonwealth Fraud Policy current at the time
the FaCS policy was developed.

2.6 The policy is available to staff on the Intranet and is linked to the
Chief Executive Instructions (CEIs)19 to enable staff to find out more
detailed information on fraud control arrangements in the department.
The CEIs on fraud clearly outline the responsibility of all staff members
to familiarise themselves with the policy and its application, and to
‘contribute to sound financial, legal and ethical practices’.  The CEIs also
indicate the need for prompt reporting of any suspected fraud.

2.7 A practical guide to fraud control and management is linked to
the CEIs on fraud control and is available to all staff on the Intranet.
The practical guide is a high-level document, which outlines:

•  the need for a fraud control plan;

• the delegate responsible for the preparation of the fraud control plan;

• contact officers for reporting fraud;

• the process for handling reports of fraud; and

• where to seek further information.

2.8 The CEIs and the practical guide to fraud control and management
provide staff with a reference for making decisions consistent with
departmental policy.  The Fraud Control Officer is responsible for keeping
the fraud control CEIs and practical guide up-to-date.

2.9 The ANAO considered that the policy statement and related CEIs
on fraud control met CLEB guidelines and represented sound practice
generally.

Fraud Control Policy, Planning and Risk Assessment

19 The CEIs were launched by the Secretary of FaCS in July 2000.
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Code of conduct
2.10 Agencies should have in place a code of conduct/ethics that
establishes the basic principles under which officers should act and make
decisions and these standards should be widely communicated.

2.11 FaCS uses the APS Code of Conduct, which was released in
December 199920 and which is applicable to all APS staff.  The ANAO also
found that FaCS had established its own set of ‘Core Values’, as follows:

• professionalism, which includes exercising responsibility and
accountability, acting with integrity, and being fair, ethical, impartial
and honest;

• collaboration;

• openness to new ideas and to learning; and

• creativity and adaptability.

2.12 These Values are widely publicised throughout the department
and are displayed as wall posters in many offices.  The Core Values are
also included as a leaflet inserted into the FaCS ‘tool kit’, a collection of
relevant information provided to all staff, and are incorporated in the
department’s strategic plan.  In addition, the Values are promoted to
new staff as part of the fraud control and protective security component
of induction training.

2.13 A recent staff survey evaluated staff members’ perception of the
worth of the Core Values.  Between two thirds and three quarters of
staff believed that FaCS as an organisation practised these Values.

2.14 As well as ensuring that values and ethics are well understood
by the department, it is important that services delivered through external
service providers are conducted in line with relevant public sector values
and ethical standards.

2.15 In its standard contracts used for purchasing services to be
provided to the department (as opposed to services purchased by the
department and provided to third parties) FaCS includes various clauses
outlining expected standards of behaviour in relation to matters such as
protection of confidential information.  This aims to promote ethical
behaviour by contractors.

20 APS Code of Conduct, Public Service and Merit Protection Commission, released in its most
recent form in December 1999.
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2.16 However, FaCS does not advise these service providers of APS
values or ethics or provide them with information on managing conflicts
of interest.  Given the increasing use of external service providers by
FaCS, the ANAO considers that the department could enhance awareness
by the parties of their contractual obligations and ethical responsibilities
further when providing services under contract with the Government.
These measures should also ensure that external service providers are
aware of the standards of accountability that are required when public
money is involved.  Examples of this include:

• providing information regarding relevant APS values and standards
of conduct in tender documents; and

• providing the agency fraud control policy to external service providers.

2.17 As well as contractors understanding APS values it is important
to address conflicts of interest, which can be described as a conflict arising
between duty and interest.21  The standard FaCS contracts contain clauses
on declaring conflicts of interest, both at the time of signing the contract
and should a conflict arise during the term of the contract.  Similar
conditions apply to FaCS staff under the department’s code of conduct
for purchasing officers.

2.18 The ANAO considered that the use of the APS Code of Conduct
supported by values specific to FaCS represents sound practice to assist
the development of an ethical workplace culture.  The evaluation of the
utility of core values also helps to identify whether further action in this
area is needed.  Awareness by external service providers of their
responsibilities in relation to fraud control would be improved by
providing instruction on the APS Code of Conduct and the Commonwealth
fraud control policy.  Notwithstanding this, the ANAO found that
arrangements regarding conflict of interest were satisfactory.

Awareness raising and training
2.19 To facilitate staff involvement in fraud control, agencies should
provide information and conduct awareness raising sessions on an
ongoing basis in order to ensure visibility and awareness of fraud issues
is maintained.  The ANAO assessed whether FaCS had conducted:

• awareness raising and training for all staff; and

• training and support for officers with specific responsibility for fraud
or in high risk areas.

Fraud Control Policy, Planning and Risk Assessment

21 NZ Netherlands Society v Kuys [1973] 2 AC 46.  Conflicts of interest are discussed in detail in
Report No.42 of 1999–2000, Magnetic Resonance Imaging Services—effectiveness and probity
of the policy development process and implementation, ANAO, 10 May 2000.
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2.20 A presentation on fraud awareness is included in induction training
for new FaCS staff.  This presentation covers such issues as:

•  the APS Code of Conduct and the FaCS Core Values;

• ethical behaviour;

• the definition of fraud, including a basic test for determining whether
an action constitutes fraud.  This test includes questions about whether
deceit was employed, whether the action was lawful, and whether it
resulted in the receipt of money or benefits to which the person or
entity was not entitled; and

• where employees can seek further information on fraud and other
related issues.

2.21 The presentation also incorporates information on protective
security, including the responsibilities of both the relevant groups with
operational and policy responsibilities in relation to protective security,
and the responsibilities of individual members of staff.

2.22 The induction training is available to all staff.  It has new starters
as its particular focus, but is also available to those staff members wishing
to undertake a ‘refresher course’.  The training is advertised both via
the Intranet and through the department’s Change Agent network.22  A
‘poll’ of participants is conducted after each session to assess how
participants viewed the effectiveness of the course.

2.23 The Fraud Control Officer has appropriate training in order to
undertake the duties of his position effectively, that is Certificate IV
training.23

2.24 The department also provides training to staff involved in
managing contracts.  This training covers the contract management
process, including developing and negotiating contracts, planning and
managing the tendering process and developing strategies to assist in
future contract management activities.  It is available to all staff.  The
department has identified contract management as a priority skill and
also offers a purchaser/provider workshop to staff.  Training provided
to staff managing funding agreements is discussed in Chapter 4.24

22 The Change Agent network was established by the department to facilitate the dissemination of
information to all staff.  Each Branch has a Change Agent, a contact point who is responsible for
broadcasting information to the rest of the Branch.

23 The Commonwealth Fraud Policy states that CEOs are to ensure that all personnel engaged in
the prevention, detection and investigation of fraud receive appropriate fraud control training.
Certificate IV meets the current prescribed standard.

24 The department makes the distinction between ‘contracts’, which are used to engage providers
to deliver services to the department, and ‘funding agreements’, which are contracts used to
engage providers to deliver services to third parties on the department’s behalf.
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2.25 The ANAO considers that FaCS provides appropriate fraud
awareness raising and training to its staff members.  In addition, the
Fraud Control Officer has been trained to an appropriate standard.

Fraud risk assessment
2.26 An agency’s fraud risk assessment process should be sufficiently
robust to enable all key fraud risks to be identified.  Risk assessments
should address both the internal and external environments for the agency
and they should cover all functions and operations to establish the level,
nature, form and likelihood of risk exposures.

2.27 The process of risk assessment should be:

• undertaken on a regular basis and as necessitated by changing
conditions; and

• based on a sound methodology.

Timing and changing conditions
2.28 A fraud risk assessment was undertaken in June 2000 to replace
the previous risk assessment, which was completed in October 1998.  FaCS
had therefore complied with the biennial time-frame set out in the
Commonwealth Fraud Policy which applied at that time.

2.29 However, the risk assessment completed in October 1998
considered only those areas which had been the responsibility of the
former DSS.  Given the significant changes which occurred as a result of
the Administrative Arrangements Order in October 1998, the department
should have reviewed its risk assessment to take account of the changed
arrangements.  The ANAO acknowledges that there would have been
many issues requiring priority attention but an up-to-date-risk assessment
is a fundamental element of sound governance.  The department has
subsequently completed a risk assessment addressing all its areas of
responsibility.

Fraud risk assessment methodology
2.30 The current fraud risk assessment was based on the method
outlined in AS/NZS 4360:1999.  A questionnaire was designed and
circulated to both program and corporate areas as well as to State and
Territory offices for completion.  It addressed a wide range of issues,
including:

• information security;

• management of grant monies and funding arrangements;

• program management;

• policy development;

• physical security; and

• personal security.

Fraud Control Policy, Planning and Risk Assessment
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2.31 The questionnaire sought to:

• establish the context of the assessment.  This included rating the
importance of the successful management of the activity to the overall
operation of the section;

• identify, prioritise and analyse fraud risks.  These risks were
considered in the light of controls that already exist to mitigate the
risk; and

• treat the fraud risks.  This involved identifying further controls that
could be implemented to further reduce the risk.

2.32 Fraud risks were ranked using a qualitative ranking system.  An
explanation of this system was provided to the area or staff responsible
for completing the questionnaire.  In this way FaCS ensured consistency
between the rankings provided by each line area, which allowed it to
prioritise risks at an agency-wide level.  The results of the survey were
then consolidated into an overall risk assessment covering the entire
department.  Subsequently the rankings of some risks were adjusted to
take into account their impact at a departmental level.

2.33 The ANAO noted that FaCS had specifically considered the fraud
risks to policy development.  This represents good practice given that
policy development is the core function of the department and a significant
public sector activity.  We also noted that the risk assessment also covered
those areas in which fraud had been reported.

2.34 The ANAO considered that the risk assessment was based on a
sound methodology appropriate to the needs of the department, although
FaCS should ensure that when significant change occurs, a risk assessment
is conducted in a timely manner to respond to changing conditions.

Fraud control plan
2.35 A fraud control plan is a specific requirement of both the
Commonwealth Fraud Policy and the FMA Act.25  The fraud control plan
provides a mechanism for outlining an agency’s overall approach to fraud
control and should26:

• reflect the risks identified in the fraud risk assessment;

• present strategies to rectify shortcomings identified in the risk
assessment;

• provide a timetable for implementation of the strategies;

25 Section 45 of the FMA Act requires CEOs to implement an agency wide fraud control plan that
includes and addresses fraud by external parties as well as internal fraud.

26 Taken from Best Practice for Fraud Control, Fraud Control Policy of the Commonwealth, CLEB,
1994, pp. 21–22.  This was current at the time that the department developed its Fraud Control
Plan.
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• nominate action areas responsible for implementing each strategy; and

• be linked to other relevant plans and internal audit and protective
security arrangements.

2.36 The results of the ANAO’s assessment of the department’s fraud
control plan against these criteria are contained in Table 2.

Table 2
Fraud control plan assessment

Criterion Met criterion ANAO comments
Yes N o

Reflects risks identified in risk ü The fraud control plan was
assessment appropriately linked to the results

of the fraud risk assessments.

Includes strategies to rectify ü Program areas assessed as being
shortcomings identified in the ‘medium’ or ‘significant’ risk through
risk assessment the risk assessment had strategies

developed and included in the plan.

Provides timetable for ü Several strategies contained in the
implementation of strategies plan had commenced or been

completed by the time the fraud
control plan was developed.
However, the timing for a number of
strategies was ‘ongoing’ and did
not provide a date by which the
action should have been
commenced.  Where appropriate,
specifying a date for the
commencement of action assists
the monitoring of its
implementation.

Nominates action areas ü Relevant program areas were
responsible for developing and identified as being responsible
implementing each strategy for developing and implementing

strategies included in the plan.

The plan is linked to other ü The fraud control plan is linked to
relevant plans and internal audit both the Strategic Plan and the
and protective security RACB’s business plan.  The review
arrangements of both fraud and protective security

of both fraud and protective security
was undertaken together.  Internal
audit examines both areas of risk
and controls as part of its audit
program.

2.37 The department’s fraud control plan also outlined progress with
implementing the previous plan.  If a strategy was not implemented, the
reasons were documented.  For example, in some cases the significance
of the risk had been reduced, while in another case an alternative strategy
which achieved the appropriate objective was implemented.

Fraud Control Policy, Planning and Risk Assessment
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2.38 The fraud control plan was comprehensive as it also included a
discussion of the mechanisms in place to assure FaCS that Centrelink had
adequate measures in place to control fraud against payments delivered
on behalf of the department.  However, while reasons were given for
not including CSA and CRS in the conduct of the department’s risk
assessment and fraud control plan, no assurance was given about these
agency’s plans or their fraud control arrangements.27  The department
has advised that, if both of these agencies continue to have separate fraud
control arrangements, it will provide commentary on the fraud control
arrangements in both CSA and CRS in the next fraud control plan.

2.39 The ANAO considered that the department’s fraud control plan
met the requirements of the Commonwealth Fraud Policy. As well, the
review of the previous fraud control plan is a useful practice, as it
identified areas that may need to be considered as part of the next fraud
control plan.

Operational guidance for dealing with fraud
2.40 Procedures should be developed by agencies to provide detailed
guidance on how to prevent fraud and deal with allegations and instances
of fraud, especially for those officers with direct fraud control
responsibilities.  Information on how to report suspected fraud should
be available to all staff.

2.41 FaCS has established appropriate fraud control guidelines28 which
detail comprehensively the steps to be undertaken when dealing with
fraud-related matters such as:

• identifying and detecting fraud;

• reporting fraud;

• receiving and handling allegations of fraud;

• distinguishing between minor and major incidents;

• the role of external agencies;

• writing off proven or suspected debts; and

• other fraud-related issues such as the receipt of gifts and benefits, the
department’s internet policy and public interest disclosures and
whistleblowing.

27 The ANAO notes that at the time that the department’s fraud control plan was developed, neither
CSA nor CRS had completed the development of their plans.  However, FaCS could have
indicated in its plan that it was aware of this situation.

28 These guidelines were released in April 2001.
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2.42 The guidelines included a form for use when making an allegation
of fraud.  A number of alternative channels to report fraud are listed;
this is particularly important should a person to whom the report can be
made happen to be the subject of the allegation.  The guidelines detail
steps to be undertaken when a written report or allegation29 is received,
including consideration by an appropriate officer.  In this way they provide
a useful resource for staff.

2.43 The guidelines are aimed at all staff within FaCS, are available on
the Intranet and are linked to the fraud control plan.  They have also
been publicised through the Executive Assistant network and the
department’s newsletter, Getting to the FaCS.

2.44 The ANAO considers that the guidelines are comprehensive and
therefore provide a useful resource for any staff member who suspects
they have identified fraud, as well as for those officers with specific
fraud control duties.

Performance information, monitoring and reporting
2.45 Performance assessment arrangements in relation to fraud control
are a valuable part of an agency’s accountability to key stakeholders such
as the Minister, clients and the public.  As discussed in Chapter 1, CEOs
have particular responsibilities in relation to fraud under the FMA Act
which serves to increase the importance of monitoring of fraud related
matters.

2.46 Performance assessment arrangements for fraud should set out a
balanced range of indicators to measure key aspects of performance.  As
well, agencies need to establish monitoring arrangements, including
appropriate reporting on fraud matters.

Performance information
2.47 The business plan for the RACB lists a number of ‘measures of
success’ for its fraud control function.  These focus on actions to be
achieved within a set time frame, such as the development of the
department’s fraud control plan.  The measures of success are linked to
the key outcome, which is to provide an effective fraud control framework
in accordance with the Commonwealth Fraud Policy.  This link is important
to ensure that the implementation of the activity included in the plan can
be monitored effectively.

Fraud Control Policy, Planning and Risk Assessment

29 The guidelines specify that all reports of suspected fraud are to be made in writing.
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2.48 However, the ANAO considered that the Business Plan would
benefit from the inclusion of a number of additional performance
measures.  For example, the business plan could specify that the fraud
risk assessment should meet AS/NZS 4360:1999 and that the fraud control
plan should meet the requirements of the Commonwealth Fraud Policy
and be based on the risk assessment.  This would improve the
department’s ability to monitor the performance of its fraud control
function against legislative requirements and better practice.

2.49 As well, performance indicators which include the number of
allegations or cases of fraud and which set standards for the quality30

and timeliness of investigations had not been incorporated into the
business plan.  Such measures should be considered for inclusion in the
business plan, as they would assist monitoring and reporting of the
department’s processes, as well as enabling the identification of fraud
trends.

2.50 The ANAO concluded that the performance information set out
in the RACB’s business plan could be improved by the inclusion of
indicators on the quality of the risk assessment process and the fraud
control plan.  As well, standards for handling allegations and cases of
fraud could be established.  This would allow for more effective
monitoring of the fraud control framework.

Monitoring
2.51 An effective monitoring framework should provide assurance that
agreed goals are being met as well as promoting accountability in
responsible areas by providing information that demonstrates their
contribution towards achieving corporate goals.

Implementation of the fraud control plan
2.52 The ANAO sought to establish whether action had been taken to
implement the fraud control plan.

2.53 The department advised that the Fraud Control Officer is
monitoring implementation of the current plan.  The current plan states
that a report is to be provided to the RAAC quarterly, in order to provide
assurance regarding the implementation of the strategies put forward
by the plan.  This establishes more formal monitoring arrangements and
enhances accountability of the responsible areas for implementation of
the strategies.
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Allegations/cases of fraud
2.54 As well as monitoring plans, agencies also need to ensure that at
an operational level, allegations of fraud are recorded and monitored,
to ensure both that appropriate action is taken on them and that trends
and risk areas can be identified.  Section Heads or Managers are given
responsibility for deciding whether further action is warranted on an
allegation.  All allegations must be reported to the Fraud Control Officer.
The Fraud Control Officer maintains an allegations register on an Excel
spreadsheet.

2.55 However, at the time that the audit fieldwork was conducted,
there was no regular reporting of fraud allegations or cases to the RAAC.
It is important that the RACB provide at least a brief report that indicates
the number of allegations cases of fraud reported, even if no allegations
were made during the reporting period, in order to assure the RAAC
about the effectiveness of fraud control arrangements in the department.
This would also maintain the visibility of the fraud control framework
function and reinforce the message that effective fraud control is an
important aspect of the department’s corporate governance arrangements.
Following the completion of audit fieldwork, the RAAC endorsed a
quarterly risk management framework.  The department advised that
reporting to the RAAC on the levels of fraud commenced in March 2001
and includes reports of fraud incidents (including nil responses).

Reporting

Annual reporting
2.56 The Department of Prime Minister and Cabinet issues
departmental annual report requirements to assist departments to
provide sufficient information in their annual reports for Parliament to
make a fully informed judgement on departmental performance, including
in relation to fraud control.  The 1999–2000 Annual Report for FaCS
focused on a broader risk management framework, but reports that the
fraud and protective security risk assessment was undertaken.

2.57 Agencies are required to report annually to the Attorney-General’s
Department on fraud-related matters.  FaCS provided an annual report
for 1999–2000 in February 2001.  This involved completing a pro forma
to indicate whether particular activities had been undertaken.  The pro
forma covered for example, the conduct of risk assessments, the existence
of a fraud control plan and information on referrals, prosecutions and
staff awareness.  The ANAO noted that eight investigations were carried
out during the period July 1999 to June 2000 and all resulted in either
counselling being provided or in administrative action being taken against
the staff involved.

Fraud Control Policy, Planning and Risk Assessment
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2.58 The Commonwealth Fraud Policy requires agencies to advise their
Minister of the fraud control process, that is the risk assessment, fraud
control plan and review.  FaCS advised that it was currently preparing
to inform the Minister about its fraud control arrangements.  The ANAO
notes that the Secretary had only recently signed off on the fraud control
plan.

2.59 The ANAO considers that FaCS has met its annual reporting
obligations so far, but must ensure that the Minister is informed of the
new fraud control arrangements as soon as practicable.

Overall conclusion
2.60 The ANAO concluded that the department’s fraud control policy
and planning arrangements, including the fraud risk assessment, reflected
sound practice. The framework FaCS proposes to implement for
monitoring fraud allegations and cases should provide the RAAC with a
greater level of assurance than it currently receives.

2.61 The conclusions drawn in this chapter are summarised in Table 3.

Table 3
FaCS achievements against audit criteria

Criterion Met criterion? Comment

Fraud control policy ü The policy was consistent with the
Commonwealth Fraud Policy and
was supported by the CEIs.

Code of Conduct and APS values ü FaCS used the APS Code of
Conduct but also has in place its
own ‘Core Values’.

Information for service providers partial  achievement Standard contracts contained
clauses on expected behaviours but
FaCS did not provide any training to
contractors.

Awareness raising and
training

Fraud control ü Induction training incorporating
information on both protective
security and fraud control was
provided to staff.

Risk management partial  achievement General risk assessment training
has been provided to staff.

Contract management ü Training has been provided to staff
involved in contract management.
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Criterion Met criterion? Comment

Risk assessment

Timely ü The risk assessment was
undertaken within two years of the
previous assessment.  However,
there were considerable changes in
the department during this time.
Updating the risk assessment earlier
would have assisted the department
to identify any additional fraud risks
sooner.

Sound methodology The risk assessment was consistent
with AS/NZS 4360:1999.

Fraud control plan ü The fraud control plan was
consistent with the Commonwealth
Fraud Policy and reflected the risks
identified by the risk assessment.

Fraud control guidelines ü The guidelines were
comprehensive and provided a
useful resource for staff.

Performance assessment

Performance information partial achievement The performance information
specified in the RACB’s business
plan could contain additional
performance measures that would
improve the department’s ability to
monitor the performance of its fraud
control function against legislative
requirements and better practice.  In
addition, standards for the quality
and timeliness of investigations
could be established.

Monitoring partial achievement Reports could be made to the RAAC
to assure it of progress against the
fraud control plan.  FaCS should
also consider providing regular
reports to the RAAC regarding the
number of allegations of fraud made,
even if this number is nil.

Reporting ü FaCS met its reporting requirements
to both Parliament and the Attorney-
General’s Department.
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3. Controlling Fraud and Incorrect
Payment: Arrangements
Between FaCS and Centrelink

This chapter discusses the means by which the control of both fraud, and incorrect
payment more generally, is managed in the relationship that FaCS has with
Centrelink, the primary provider of FaCS services.  As well, the chapter examines
the business arrangement governing the relationship.

3.1 Centrelink is a major provider of services on behalf of FaCS.  The
funding for these services is appropriated to FaCS, which is therefore
accountable for these funds under the FMA Act.  For this reason it is
important that FaCS is able to assess the overall service performance of
Centrelink against desired outcomes.  These outcomes should include
effective measures to prevent, detect and treat fraud in order to maintain
the integrity of the social security system.

3.2 Centrelink compliance measures are directed at both fraud and
error in income support payments and services.31  Therefore, it was not
possible for the ANAO to consider fraud in income support payments
and services separately from the broader compliance effort in Centrelink
aimed at ensuring customers receive their correct entitlements.32

3.3 For reporting purposes, Centrelink defines as fraud only those
cases which are successfully prosecuted as fraud in a court of law.  There
were 2881 convictions for welfare fraud in 1999–2000, involving
$27.1 million in debts.

3.4 The discussion in this chapter refers to the arrangements FaCS
has in place to gain assurance that Centrelink has an appropriate
framework to minimise losses from fraud and error.

3.5 Key elements of a sound assurance framework include:

• clear identification of roles and responsibilities;

• specification of performance indicators; and

• sound reporting and monitoring arrangements.

31 For 1999–2000, Centrelink conducted approximately 2.3 million customer entitlement reviews
resulting in savings of almost $34.7 million per fortnight and debts of $293.1 million being raised.

32 The ANAO report on fraud control arrangements in Centrelink is due to be tabled in July 2001.  It
will discuss Centrelink’s fraud control measures in more detail.
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3.6 The relationship between FaCS and Centrelink regarding fraud
control is discussed against these criteria under separate headings below.

Roles and responsibilities
3.7 The relationship between FaCS and Centrelink is governed by a
Business Partnership Agreement (BPA) which acknowledges shared
responsibility for performance.  The BPA is comprised of three
components, that is a core agreement, a series of protocols and a number
of output specifications.  These documents specify where responsibility
lies for performance, standards of performance, reporting requirements
and dispute resolution mechanisms.

3.8 In relation to the management of fraud, the ANAO found that
the BPA clearly outlines the roles and responsibilities of the two parties.
The core agreement stipulates that FaCS will provide to Centrelink
appropriate policy advice, direction and support to enable effective service
delivery under this agreement at the specified standards.33  This includes
setting proof of identity policy and debt recovery policy for payments
delivered by Centrelink.  While FaCS and Centrelink jointly set compliance
priorities, Centrelink is responsible for implementing effective strategies
for payment control as part of its approach to service delivery.

3.9 To support the core agreement, there is a specific protocol
‘Outcomes, Strategies and Performance Protocol’ (the protocol)34 and an
output specification ‘Correctness of payments and outlays’ (the
specification) that provide more detailed information on fraud-related
matters.35  For example, the protocol establishes that Centrelink is
responsible for developing, implementing and supporting systems and
procedures for the prevention, identification, investigation and deterrence
of incorrect payments and fraud by undertaking review activities as well
as activities in debt prevention, debt identification and prosecution.
Assurance of the correctness of payments and outlays is to be provided
by Centrelink through a number of strategies including the conduct of
random sample surveys, risk assessments of FaCS products and services
and the provision of performance information on the accuracy of
decisions.  In addition, as part of business development, Centrelink is to
‘continue to explore innovative ways to prevent, detect and deter incorrect payment
and fraud’.

Controlling Fraud and Incorrect Payment: Arrangements Between FaCS and Centrelink

33 Business Partnership Agreement 2000-2001, Section 2.1 at page 8.
34 In particular, Part 4.1 ‘A high level of correctness of payment’.
35 The protocol and specifications describe the services and payments to be delivered on behalf of

FaCS and the key performance indicators against which Centrelink will report to FaCS.



44 Management of Fraud Control

3.10 The ANAO concluded that the roles and responsibilities of the
FaCS and Centrelink are clearly defined in the BPA.

Performance indicators
3.11 For performance indicators to be useful, they should contain a
balance of input, process, output and outcome measures which address
both quantitative and qualitative aspects of performance.

3.12 The BPA specifies performance indicators related to incorrect
payments that cover:

• the number of reviews to be conducted (input, quantity);

• the percentage of compliance reviews in which incorrect payment is
identified (process, output); and

• the percentage of cases referred to the DPP that can be actioned
(output/outcome, quality).

3.13 An examination of the indicators found that there was an
appropriate balance of quantitative and qualitative indicators.

3.14 The ANAO found that the current performance indicators for
review activity were an improvement on indicators contained in earlier
BPAs.36  In particular, the replacement of savings targets for compliance
review activity with a focus on encouraging targeting of compliance
reviews (so that at least 30 per cent of reviews identify incorrect payment)
should improve the quality of review selections.  However, the ANAO
considered that the performance indicators place too much emphasis on
the number of reviews conducted, rather than offering an incentive for
Centrelink to reduce fraud and error through preventative measures.
This focus on the number of reviews undertaken does not encourage the
pursuit of more complex frauds which are more time consuming and
difficult to prove.  FaCS advised that under a joint working party with
Centrelink, it was continuing to refine the BPA and associated performance
measures with increasingly more attention being given to identifying
appropriate indicators that measure the achievement of desired outcomes.
The department has also advised that it will shortly commence an internal
audit of performance information in the BPA.

36 This finding was supported by a recent internal audit conducted by FaCS, which found that the
1999–2001 BPA contained a number of performance measures that related to process and that
FaCS program branches focussed heavily on monitoring Centrelink processes.  Department of
Family and Community Services, 1999, Audit of the management of the purchaser provider
relationship with Centrelink: Program Branches’ perspective, unpublished departmental Internal
Audit report.
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3.15 The current performance indicators do not include a measure to
indicate whether losses from fraud and error are increasing or decreasing.
A key issue is that the incentive regime for Centrelink, has to date, been
based on discovering fraud and error and not on reducing fraud and
error.  That is, the number of reviews conducted by Centrelink has at
times been seen as more important than the quality and effectiveness of
the reviews in both detecting and reducing fraud and error.37  This has
been recognised by both FaCS and Centrelink.

3.16 The ANAO considers that deriving an estimate of the level of
fraud and error in income support payments could assist FaCS and
Centrelink develop more meaningful indicators to demonstrate the impact
of compliance activities and other factors on the level of losses from fraud
and error.  Changes over time in this estimate may be useful in showing
that compliance efforts are influencing customer behaviour, although the
ANAO acknowledges that other factors may also affect the levels of losses
from fraud and error.38  This would nonetheless provide the basis for a
better indicator for the effectiveness of compliance activities than current
indicators which, despite the gradual shift away from a focus on inputs,
are still focused on the number of reviews conducted.39

3.17 It would be important for such an estimate to distinguish between
Centrelink error and customer fraud and error.  This would more
accurately reflect the compliance and fraud risks associated with programs
and services delivered by Centrelink as well as improvements over time
in voluntary compliance.

3.18 In 1998 FaCS began a rolling program of random sample surveys
to measure the level of incorrect payment.40  The surveys, which are
undertaken by Centrelink on behalf of FaCS, aim to derive a reasonable
measure of the percentage of incorrect payment for the selected programs
that are reviewed.  They also provide useful information on reasons for
incorrectness.

Controlling Fraud and Incorrect Payment: Arrangements Between FaCS and Centrelink

37 The ANAO’s report on fraud control arrangements in Centrelink, which is due to be tabled later in
2001, discusses these processes in more detail.

38 The level of fraud and error is not only affected by the effectiveness of Centrelink’s performance
in addressing fraud and error but also by other factors such as changes in program design and
policy as a result of government initiatives, changes in the underlying customer demographics
and changes in the macroeconomic environment.  Another factor is public perceptions of the
chances of fraudulent activity being detected and of the penalties likely to be imposed, which is
influenced by the amount and type of media coverage devoted to this issue.

39 An estimate of losses arising from fraud and error could also complement current risk assessment
practices and help to guide resource allocation to areas of highest risk and is therefore very
important if a more strategic approach to improving compliance is to be achieved.

40 Random sample surveys involve an in-depth review of entitlement to FaCS income support
payments.



46 Management of Fraud Control

3.19 Ongoing work conducted through the random sample surveys
may provide useful information to allow FaCS to revise the current suite
of performance indicators.  For example, estimates of the percentage of
benefits incorrectly paid that are derived from the random samples may
allow meaningful targets to be developed on reductions in losses from
fraud and error that should be achieved by Centrelink as a result of its
compliance activities.

3.20 Another result of the random sample surveys is to detect
incorrectness of payments that would not otherwise have been detected
by Centrelink controls.  This should assist to redirect review resources
to those areas.  This in turn should help to realign incentive structures
and funding arrangements for Centrelink away from the number of
reviews and towards the main goal of ensuring that only those people
that are entitled to receive benefits actually receive benefits and also
that they receive their correct entitlement.

3.21 The ANAO noted that random sampling is the review
methodology used in the United Kingdom (UK) to determine the incidence
and magnitude of customer error and fraud.  Notably, results from this
review work are published on an annual basis by the Department of
Social Security in the UK.41

3.22 The ANAO concluded that changes to the current performance
indicators are necessary if FaCS and Centrelink are to demonstrate that
they have been effective in reducing the total level of fraud and error in
income support payments in the longer term.  An estimate on the level of
fraud and error in income support payments would provide valuable
information to assist FaCS and Centrelink to redevelop the performance
indicator framework.  Importantly, any changes to performance indicators
may in fact result in fewer reviews being conducted by Centrelink than
are currently required under the BPA as the focus should be clearly on
the quality and effectiveness of reviews as opposed to the number of
reviews conducted and the savings achieved.

41 Analytical Services Division, Results of the Area benefit Review from April 1998 to March 1999
and Measurement of the Public Service Agreement; Fraud and Error in Income Support and
Jobseeker Allowance (2000), United Kingdom Department of Social Security, Government Statistical
Service, Leeds.
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Recommendation No.1
3.23 The ANAO recommends that FaCS, in consultation with
Centrelink, develop in a timely manner, an estimate of the level of losses
from fraud and error by income support payment type in order to better
assess the impact of compliance activities on the level of losses from fraud
and error.  The estimate should distinguish between losses from Centrelink
error and those resulting from customer error and fraud.

FaCS response: Agreed.

Centrelink response: Agreed.
Centrelink supports the development of estimates of the level of losses
from fraud and error in income support payments noting the range of
factors which can influence the level of losses from fraud and error.

Recommendation No.2
3.24 To facilitate more effective targeting of compliance to areas of
highest risk, the ANAO recommends that FaCS, in consultation with
Centrelink, develop performance indicators that provide more incentive
for Centrelink to reduce losses from fraud and error as well as discovering
fraud.

FaCS response: Agreed.

Centrelink response: Agreed.
Centrelink is happy to discuss with FaCS ideas for developing new
performance indicators which provide incentives for Centrelink to reduce
losses from fraud and error in particular areas and will do so in the
context of the new BPA negotiations.

Reporting and monitoring
3.25 A rigorous monitoring and reporting framework is important to
assure FaCS in its role as purchaser that Centrelink has an appropriate
fraud control framework in place.  This framework should include:

• clear specification of reporting requirements, with reporting
undertaken on a regular basis; and

• monitoring of performance against stated indicators as well as
mechanisms to assure FaCS of the quality and accuracy of the
information it receives.

Controlling Fraud and Incorrect Payment: Arrangements Between FaCS and Centrelink
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Reporting
3.26 Reporting requirements are clearly specified in the BPA.  Under
the BPA Centrelink is to provide FaCS with a bimonthly performance
report for all FaCS services that are delivered by Centrelink.  The ANAO
found that these reports have been provided as required and contain the
information prescribed in the BPA.  These reports are distributed to
relevant program areas in FaCS and are used to assess the effectiveness
of programs and to inform policy development.  However, these
performance reports are the only ongoing performance reporting
mechanism.  Other issues are raised on an ad hoc basis.

3.27 Performance reports provided by Centrelink to FaCS contain a
significant amount of information on the results of compliance activities.
However, the ANAO found that responsibility for analysing this
information had not been clearly identified in the BPA.  Consequently,
there was only limited analysis of this information provided in the reports
and there was scope to make better use of the information.  To address
this issue, FaCS is conducting ongoing negotiations with Centrelink to
define more clearly the responsibilities for both information gathering
and analysis.

Monitoring and assurance
3.28 The BPA requires Centrelink to prepare an annual assurance
statement on the effectiveness of its internal controls and that it has
complied with the requirements contained in the BPA.  Broadly, Centrelink
documents the risks to the services it delivers on FaCS’s behalf and the
controls it has in place to manage those risks.  The statement for 1999–2000
was provided to FaCS on 4 August 2000.  FaCS and Centrelink are
considering the most appropriate way to validate this statement.

3.29 FaCS program areas are also able to obtain additional assurance
on Centrelink controls by reviewing relevant Centrelink internal audit
reports or parts thereof (where a report also has elements sensitive to
another party or is of purely internal concern).  Provision for FaCS and
Centrelink to consult on audit matters is clearly identified in the BPA.
However, the process does not always work effectively in practice,
particularly where a FaCS program area is not in a position to assess the
relevance of Centrelink’s audit results.  The ANAO considers that FaCS
and Centrelink could improve this aspect of accountability.  To improve
the provision of relevant information, FaCS needs to obtain from
Centrelink a more strategic view of the risk to service delivery and the
confidence that Centrelink has in the controls in place.  This approach
would allow FaCS to request, and focus on, relevant internal audit results
from Centrelink.
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3.30 FaCS has in place a program of quality assurance for random
sample results to assure itself on the accuracy of results reported through
these reviews.  Given the central importance of these reviews in a number
of business improvement projects, this approach is necessary and proper.

3.31 Regular monitoring of performance reports and the annual
assurance statement should provide a solid basis for an effective
performance assessment framework.  However, as previous ANAO audits
have found, the quality of some of the performance information provided
by Centrelink to FaCS may be subject to error.42  These issues are being
addressed in the current BPA which requires FaCS and Centrelink to
jointly develop and agree on arrangements for FaCS to obtain appropriate
independent assurance of the adequacy of Centrelink’s control framework
and the accuracy of performance information provided by Centrelink.
FaCS can use a variety of means to obtain verification and can legitimately
rely on a Centrelink Internal Audit as one of the means.  FaCS can also
conduct third party audits of Centrelink activity that relates to FaCS
programs.  Such independent validation is recognised as better practice
in purchaser/provider arrangements.43

3.32 The ANAO concluded that measures contained in the current BPA,
including provision for appropriate independent assurance, provide a
sound framework for FaCS to assess the performance of Centrelink.  FaCS
should use this mechanism periodically to assure itself of the accuracy of
performance information and the effectiveness of Centrelink’s fraud
control framework.

Overall conclusion
3.33 The BPA between FaCS and Centrelink contains many of the
elements necessary for effective fraud control.  For example, it clearly
identifies roles and responsibilities of the parties and specifies
performance requirements.

Controlling Fraud and Incorrect Payment: Arrangements Between FaCS and Centrelink

42 Audit Report No.20, 1999–2000, Special Benefit, Centrelink and Family and Community Services;
Audit Report No.34, 2000–01, Assessment of New Claims for the Age Pension by Centrelink,
Centrelink.

43 Management Advisory Board/Management Improvement Advisory Committee (1197), MAB/MIAC
Report No.23, Before you sign on the dotted line … Ensuring contracts can be managed, AGPS,
Canberra; OECD (1997), PUMA policy brief No. 2, Best Practice Guidelines for Contracting Out
Government Services, OECD, Paris.
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3.34 The ANAO concluded that the current performance indicators
for review activity were an improvement on indicators contained in earlier
BPAs.  However, the ANAO considers that the performance indicators
continue to place too much emphasis on the number of reviews conducted
rather than on the results of reviews and the effect of review activity.  As
a consequence, the primary focus has been on discovering fraud rather
than reducing fraud.  As well, the new indicators offer little incentive
for Centrelink to reduce fraud and error through preventative measures
and do not encourage the pursuit of those more complex frauds which
are more time consuming and difficult to prove.  Work being undertaken
by FaCS into voluntary compliance and the results of random sample
surveys have the potential to provide useful information to address these
issues.

3.35 The ANAO considers that deriving an estimate on the level of
fraud and error by income support payment type could also assist FaCS
and Centrelink develop more meaningful indicators to demonstrate the
impact of compliance activities and other factors on the level of losses
from fraud and error.  Changes over time in this estimate may be useful
in showing that compliance efforts are influencing customer behaviour,
although the ANAO acknowledges that other factors may also affect the
levels of losses from fraud and error.

3.36 Reporting requirements are clearly specified in the BPA.
However, responsibility for analysing the information provided by
Centrelink to FaCS in performance reports has not been clearly identified.
The ANAO concluded that there was scope to make better use of this
information.

3.37 Current efforts to put in place a rigorous performance assessment
framework for services delivered by Centrelink, underpinned by
appropriate independent assurance, should provide FaCS with a greater
degree of assurance regarding Centrelink controls to that provided by
process monitoring.  This should also contribute to the redevelopment
of the performance indicator framework and allow FaCS to monitor the
achievement of agreed outcomes.  The ANAO considers that this approach
is appropriate and has the potential to deliver efficiency benefits to both
organisations.
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4. Managing Fraud Control in
Relationships with Other
Providers

This chapter discusses the mechanisms that FaCS has in place to manage fraud
control in its relationships with government providers, including CSA, CRS and
FAO as well as with Non-Government Organisations (NGOs).

4.1 Whether services are delivered by government or
non-government providers, it  is important that there is a clear
understanding between the purchaser and the provider on the rules
governing the relationship.  To this end, a business partnership or service
level agreement should exist between FaCS and government agencies
and formal contracts should be in place with NGOs.  These agreements
and contracts should include fraud control arrangements and identify
the roles and responsibilities of each party in relation to fraud control as
well as outlining a performance assessment framework.

4.2 For this report the ANAO is only discussing these matters in
relation to fraud control.  Fraud control arrangements in place with each
provider are discussed under separate headings below.

Child Support Agency (CSA)
4.3 The CSA has in place its own fraud control framework.  It recently
conducted a fraud risk assessment and developed a new fraud control
plan, in conjunction with the Australian Taxation Office (ATO).

4.4 The ATO provides fraud control services to CSA.  This relationship
is governed by a SLA between the ATO and CSA, which clearly specifies
the services that the ATO is to provide to CSA.  Under the SLA, the ATO
assists CSA in its fraud control planning, conducts investigations of alleged
fraud and provides training to CSA staff.  In addition, the ATO represents
CSA in external forums on fraud issues and provides advice and assistance
to CSA staff on fraud control matters.
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4.5 The SLA also outlines reporting requirements to be met and the
measures against which the ATO is required to report.  The ATO provides
periodic reports to CSA regarding fraud control activities.  These reports
cover the number of matters under investigation as well as the number
of briefs being prepared for the DPP or referred for disciplinary action.
The reports also provide a brief outline of each case reported or
investigated during the period in question.  Seventy-two cases of fraud
were investigated in 1999–2000. Many of these involved unauthorised
access to or disclosure of information.

4.6 However, these reports were not being provided to FaCS at the
time of audit fieldwork.  Therefore FaCS’s Risk Assessment and Audit
Committee (RAAC) has had little awareness of CSA’s fraud control
framework or its effectiveness in minimising the agency’s exposure to
fraud even though CSA has been part of the department since 1998.  While
FaCS has a copy of the SLA between CSA and the ATO, it has not
implemented appropriate measures that would provide it with assurance
about the quality and effectiveness of the services that the ATO provides.

4.7  More recently, however, FaCS has been able to gain assurance on
the general control environment through a program of internal audit
work commenced in 2000.44  As well, a representative of CSA, the General
Manager, was appointed to the RAAC last year.  For effective monitoring,
the RAAC should request regular reports on fraud control activity in
CSA so that it can be assured of the ongoing effectiveness of fraud control
arrangements in CSA.  FaCS has advised that a reporting and monitoring
framework is currently being developed, and that CSA has undertaken
to provide FaCS with regular reports on the ATO’s fraud control activities
in FaCS.

Conclusion
4.8 The ANAO noted that FaCS has recently been able to gain
assurance on the general control framework in CSA through the internal
audit function.  As well, the General Manager of CSA is now a member
of the RAAC.  If regular reports are provided to the RAAC, this should
allow FaCS to be more informed about the effectiveness of fraud control
arrangements in CSA.

44 FaCS provides internal audit services to CSA under a corporate services SLA.
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CRS Australia (CRS)
4.9 FaCS and CRS have a SLA covering the period of 1 July 2000 to
30 June 2001.45  This agreement has been in place since September 2000.
The agreement does not specifically refer to fraud control arrangements
and does not specify any requirements for notification or ongoing
reporting to FaCS by CRS on allegations or cases of fraud.

4.10 However, the General Manager of CRS is a member of the RAAC.
As well, internal audit work is undertaken by FaCS’s internal audit and
the reports are presented to the RAAC.  This provides a level of assurance
to FaCS on the control environment in CRS.  There was no fraud reported
in CRS in the last two financial years.

4.11 The ANAO’s discussions with CRS indicated that it had:

• employed a risk management officer who is conscious of the need to
establish appropriate fraud control arrangements;

• established a fraud control policy which provides a definition of fraud
and discusses responsibilities for fraud control;

• outlined an approach to risk assessment which encompasses
consideration of fraud risks.  FaCS advised that CRS had recently
commenced a risk assessment of both fraud and more general risks;
and

• developed a draft fraud control strategy which describes a
comprehensive range of steps that CRS will undertake to establish
appropriate fraud control arrangements.

4.12 At the time that fieldwork was conducted, CRS was preparing to
conduct risk assessments that focused on both fraud and more general
risks, with a view to then developing a fraud control plan.  This
methodology is consistent with AS/NZS4360:1999 and should provide a
more holistic view of business risks, including fraud risks.

Conclusion
4.13 While fraud control arrangements were at an early stage of
development in CRS, measures are in place to assure FaCS on their
effectiveness once implemented.  This includes the General Manager being
a member of the RAAC and a structured program of internal audit work
undertaken by FaCS of the CRS control environment.

Managing Fraud Control in Relationships with Other Providers

45 The Disability Service Reforms Branch is the signatory to the SLA on behalf of FaCS.
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Family Assistance Office (FAO)
4.14 From 1 July 2000, 10 types of assistance for families (including
Family Assistance) were combined through the tax and social security
systems into three new payments delivered through the FAO.  A summary
of these changes is at Appendix 2.  FaCS has overall management of FAO
and the purchase of its services from Centrelink, the ATO and HIC.  The
FAO was designed to enable families to deal with just one office and one
set of rules.  Working families are also able to choose whether they take
their financial assistance through fortnightly payments or through the
tax system.

4.15 The BPA for 2000–01 developed between Centrelink and FaCS
contains a specific FAO protocol.  There are also SLAs in place between
FaCS, HIC and the ATO. As well, Centrelink has an agreement with the
last two agencies in relation to such things as access to data.  Each of
these agreements clearly specify the roles and responsibilities of each of
the parties.

4.16 The BPA contains a schedule covering compliance issues for
benefits administered by the FAO.  In relation to fraud control, Centrelink
has responsibility for compliance issues for the FAO.  Full compliance
checks have only been undertaken where there are allegations of fraud,
as the focus in the early stages has been on education and outreach.  This
approach has been adopted to inform customers of the significant changes
implemented for family benefits and the impact of the changes on
payments.  The program of education aims to minimise overpayments
and debts incurred by customers caused by a lack of understanding of
the new payments.

4.17 As well as arrangements set out in the above agreements, an
internal fraud protocol has been developed for the FAO.  Under this
protocol the agencies delivering family assistance are each responsible
for any internal fraud occurring in their own agency.  The protocol is
comprehensive and covers:

• the procedures to be followed when an allegation of internal fraud
has been made;

• the procedures for communicating between agencies;

• time-lines for reporting internal fraud to the relevant program area
in FaCS; and

• requirements for reporting performance and management information.

4.18 Performance information in relation to external fraud and
compliance issues is addressed in the BPA.  The ANAO noted that some
of the performance targets which relate specifically to the FAO are initially
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set at a relatively low level and then increased on specified dates to
more challenging levels during the transition to FAO.  This is appropriate
as it takes into account changing conditions in service delivery
arrangements and the initial focus on customer education.

4.19 Monitoring arrangements are also in place to assess the
performance of FAO as well as the effectiveness of its fraud control
framework.  For example, National and Local Management Committees
have been established.  The role of the National Management Committee
is to ‘manage the performance and outcomes of the FAO’ and provide a forum
for partner agencies to raise high level strategic, policy or administration
issues for consideration.  The role of the Local Management Committees
is to support the National Committee and monitor the performance of
local FAO networks, resolve disputes or differences between agencies
and consider issues that are brought to its attention by local managers.
These committees should facilitate the exchange of information and
identification of issues, including those that are fraud related, which need
to be addressed.

4.20 As well, the annual business assurance statement provided to FaCS
by Centrelink is to contain a section relating solely to FAO.  This statement
is to be developed through discussions held jointly between FaCS and
Centrelink, as well as with the other FAO partners.  This statement should
provide additional assurance to FaCS on the effectiveness of Centrelink’s
control framework and business processes as they relate to the FAO.

Conclusion
4.21 The ANAO concluded that appropriate arrangements have been
implemented to ensure fraud risks are minimised in FAO.  The roles and
responsibilities of each of the joint venture partners are clearly specified
in relation to fraud control, while appropriate monitoring arrangements
have been established to monitor the effectiveness of the fraud control
framework.

Non-Government Organisations (NGOs)
4.22 As well as a range of services being delivered by government
providers, services are also delivered on behalf of FaCS by NGOs through
more than 6000 funding agreements between NGOs and FaCS.  These
services include:

• child care;

• family relationships;

• disability employment services;

• advocacy; and

• assistance to young people.

Managing Fraud Control in Relationships with Other Providers
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4.23 Where services are delivered by the private sector, agencies need
to ensure that agreements in place are managed appropriately to ensure
outcomes are achieved.  This should include, among other things, the
prevention of fraud and overpayments.  In particular, agencies should
make sure that agreements:

• include appropriate accountability measures;

• contain clauses relating to conflicts of interest, in order to ensure that
third party providers do not have interests that conflict with the use
of funds for their specified purposes;

• clearly specify expected behaviours and responsibilities to assist in
preventing accidental or intentional mismanagement of funds by
providers; and

• are monitored.  This is important to provide assurance to the agency
that the terms of the agreements are being met.46

4.24 Two areas in FaCS which use funding agreements are the
Disability Service Reforms Branch (DSRB) and the Child Care Services
Branch (CCSB).  Providers deliver a range of services on behalf of DRSB,
in particular employment services, to people with a disability.  The CCSB
provides support to the child care industry. Funding is also provided for
family day care and for Multifunctional Aboriginal Centres.

4.25 The ANAO examined whether the standard agreements used by
these branches met the criteria detailed above.  Table 4 illustrates the
findings against these criteria as well as examples of better practice
relating to the respective agreements.

46 These criteria are drawn from the ANAO Better Practice Guide Administration of Grants, as well
as from previous fraud control audits, including Report No.47 1999–2000 Survey of Fraud
Control Arrangements in APS Agencies.
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Table 4
Assessment of funding agreements

Criterion CCSB DSRB

Agreements should contain 4 All agreements require 4 NGOs are required to
appropriate accountability funded NGOs to create an provide an audited statement
measures annual budget or plan, provide to FaCS at the end of each

an accountability statement at financial year.  A pro forma
the end of each year and letter is given to service
provide an audited statement providers, setting out the
of expenditure. performance information

requirements, including
audited financial statements.
The NGOs are required to
provide this letter to an
independent auditor for
certification.

Agreements should contain 4 Standard agreements 4 Standard agreements
clauses on conflict of interest contain clauses requiring contain clauses requiring

providers to declare any providers to declare any
conflicts of interest that exist or conflicts of interest that exist or
which arise during the term of which arise during the term of
the agreement. the agreement.

Expected behaviours and 4 Standard agreements 4 DSRB has developed a
responsibilities should be specify the procedures for the brochure that outlines
specified use and acquittal of funds, the expected standards of conduct

need to provide an audited as well as contact information
statement at the end of each so that NGOs can seek
year and information assistance in relation to
disclosure and protection corporate governance
procedures. arrangements, including

financial management.  In
addition, the Disability Service
Standards Handbook specifies
service management
standards to be met by NGOs.

Agreements should be 4 Child Care service providers 4 Financial management
monitored supply an annual certified training has been provided to

statement to FaCS.  While all Branch staff so that they can
statements are examined, they better analyse the financial
are verified by CCSB on a risk information provided in the
management basis. annual audited reports by

NGOs.

Managing Fraud Control in Relationships with Other Providers
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4.26 The agreements used by both branches met the better practice
criteria for contracting NGOs, defined at paragraph 4.23.  However, as
the table above demonstrates, there are differences between the specific
content of the agreements used by each branch, as well as the way in
which the agreements are managed.  This is a result of the fact that FaCS
was created from areas drawn from a number of different departments,
each with its own established practices.  To address this lack of
consistency, FaCS has initiated a business harmonisation project which
seeks to identify better practice in managing funding agreements and
aims to create guidelines which identify a set of basic principles under
which agreements should be created and managed across the department.

4.27 During fieldwork the ANAO noted that there have been a number
of cases of mismanagement of funds by NGOs.  While the cases were not
treated as fraud by the responsible areas, advice was sought from the
Fraud Control Officer on the most appropriate course of action.  The
ANAO considers that this process is appropriate, as it provides a means
for assuring the department that cases of mismanagement of funds are
not inappropriately classified when they should have been considered
and treated as fraud.

Conclusion
4.28 In relation to funding agreements, the ANAO considers that the
FaCS is applying better practice.  The ANAO also noted that the business
harmonisation project currently being undertaken by FaCS should ensure
greater consistency between branches.  The ANAO considers that
appropriate practices have been adopted when deciding whether cases
of mismanagement should be pursued as fraud.

Canberra   ACT P. J. Barrett
5 June 2001 Auditor-General
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Appendix 1

Previous audit reports dealing with fraud control arrangements

 Agency Report Focus Prevention Planning Detection Investigation Performance Key Findings
Number reporting

(Internal/ (Ethics, (Risk assessment, (including quality
External) Training) fraud control plan) assurance)

EETYA No.4 of Internal 4 4 EETYA requires effective links in
1999–2000 planning processes.  Broad range of

performance indicators needed to
provide a balanced assessment

HAC No.6 of Internal 4 4 New risks require new approaches to
2000–01 manage fraud risks (for example, risk

assessment methodologies need to
be tailored).  Developing an ethical
workplace culture is an important
prevention strategy.

ISR No.5 of Internal 4 ISR needs an up-to date fraud control
2000–01 strategy, including a performance

assessment framework and fraud
control guidelines.

ATO No.16 of Internal 4 4 4 4 4 The ATO has recognised the
2000-01 importance of creating an ethical

environment. The ATO would benefit
from a more holistic approach to risk
management and planning.  Risks to
IT systems could be managed better.
The performance assessment
framework could be refined.

Defence No.22  of Internal 4 4 4 Fraud intelligence and corporate
2000–01 governance arrangements could be

improved.  Development of the fraud
control plan had not been timely, while
there were also concerns about the
fraud risk assessment process.

4 denotes key issues addressed in the audit.



62 Management of Fraud Control

Minimum Family 
Allowance

Family Allowance

Family Tax 
Payment Part A

Basic Parenting 
Payment

Guardian 
Allowance

Family Tax 
Payment Part B

Childcare 
Assistance

Childcare Rebate
(Previously through 
Medicare)

Child Care
Benefit  

Family Tax 
Benefit Part A  

Family Tax 
Benefit Part B  

Family Tax 
Assistance Part A

Dependent Spouse 
Rebate

Sole Parent 
Rebate

Family Tax Assistance 
Part B

Previously through Centrelink             Previously through tax system

Appendix 2

Family Payment Arrangements
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22, 24, 26, 51-54
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Series Titles

Titles published during the financial year 2000–01
Audit Report No.43 Performance Audit
Performance Information for Commonwealth Financial Assistance under the Natural
Heritage Trust
Department of Agriculture, Fisheries and Forestry, Department of the Environment
and Heritage

Audit Report No.42 Performance Audit
Bank Prudential Supervision
Australian Prudential Regulation Authority

Audit Report No.41 Performance Audit
Causes and Consequences of Personnel Postings in the Australian Defence Force
Department of Defence

Audit Report No.40 Performance Audit
Management of the Adult Migrant English Program Contracts
Department of Immigrationand Multicultural Affairs

Audit Report No.39 Performance Audit
Information and Technology in Centrelink
Centrelink

Audit Report No.38 Performance Audit
The Use of Confidentiality Provisions in Commonwealth  Contracts

Audit Report No.37 Performance Audit
The Use of Audit in Compliance Management of Individual Taxpayers
Australian Taxation Office

Audit Report No.36 Performance Audit
Municipal Services for Indigenous Communities
The Aboriginal and Torres Strait Islander Commission

Audit Report No.35 Performance Audit
Family and Community Services’ Oversight of Centrelink’s Assessment of New
Claims for the Age Pension
Department of Family and Community Services

Audit Report No.34 Performance Audit
Assessment of New Claims for the Age Pension by Centrelink
Centrelink

Audit Report No.33 Performance Audit
Australian Defence Force Reserves
Department of Defence
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Series Titles

Audit Report No.32 Performance Audit
Defence Cooperation Program
Department of Defence

Audit Report No.31 Performance Audit
Administration of Consular Services
Department of Foreign Affairs and Trade

Audit Report No.30 Performance Audit
Management of the Work for the Dole Programme
Department of Employment, Workplace Relations and Small Business

Audit Report No.29 Performance Audit
Review of Veterans’ Appeals Against Disability Compensation Entitlement Decisions
Department of Veterans’ Affairs
Veterans’ Review Board

Audit Report No.28 Audit Activity Report
Audit Activity Report: July to December 2000
Summary of Outcomes

Audit Report No.27 Performance Audit
Program Administration Training and Youth Division—Business Reengineering
Department of Education, Training and Youth Affairs (DETYA)

Audit Report No.26 Performance Audit
Defence Estate Facilities Operations
Department of Defence

Audit Report No.25 Benchmarking Study
Benchmarking the Finance Function

Audit Report No.24 Performance Audit
Family Relationships Services Program (FRSP)
Department of Family and Community Services (FaCS)

Audit Report No.23 Financial Statement Audit
Audits of the Financial Statements of Commonwealth Entities for the Period Ended
30 June 2000

Audit Report No.22 Performance Audit
Fraud Control in Defence
Department of Defence

Audit Report No.21 Performance Audit
Management of the National Highways System Program
Department of Transport and Regional Services

Audit Report No.20 Performance Audit
Second Tranche Sale of Telstra Shares

Audit Report No.19 Financial Control and Administration Audit
Management of Public Sector Travel Arrangements—Follow-up audit
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Audit Report No.18 Performance Audit
Reform of Service Delivery of Business Assistance Programs
Department of Industry, Science and Resources

Audit Report No.17 Performance Audit
Administration of the Waterfront Redundancy Scheme
Department of Transport and Regional Services
Maritime Industry Finance Company Limited

Audit Report No.16 Performance Audit
Australian Taxation Office Internal Fraud Control Arrangements
Australian Taxation Office

Audit Report No.15 Performance Audit
Agencies’ Performance Monitoring of Commonwealth Government
Business Enterprises

Audit Report No.14 Information Support Services Report
Benchmarking the Internal Audit Function

Audit Report No.13 Performance Audit
Certified Agreements in the Australian Public Service

Audit Report No.12 Performance Audit
Passenger Movement Charge—Follow-up Audit
Australian Customs Service

Audit Report No.11 Performance Audit
Knowledge System Equipment Acquisition Projects in Defence
Department of Defence

Audit Report No.10 Performance Audit
AQIS Cost-Recovery Systems
Australian Quarantine and Inspection Service

Audit Report No.9 Performance Audit
Implementation of Whole-of-Government Information Technology Infrastructure
Consolidation and Outsourcing Initiative

Audit Report No.8 Performance Audit
Amphibious Transport Ship Project
Department of Defence

Audit Report No.7 Performance Audit
The Australian Taxation Offices’ Use of AUSTRAC Data
Australian Taxation Office

Audit Report No.6 Performance Audit
Fraud Control Arrangements in the Department of Health & Aged Care
Department of Health & Aged Care

Audit Report No.5 Performance Audit
Fraud Control Arrangements in the Department of Industry, Science & Resources
Department of Industry, Science & Resources
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Series Titles

Audit Report No.4 Activity Report
Audit Activity Report: January to June 2000—Summary of Outcomes

Audit Report No.3 Performance Audit
Environmental Management of Commonwealth Land—Follow-up audit
Department of Defence

Audit Report No.2 Performance Audit
Drug Evaluation by the Therapeutic Goods Administration—Follow-up audit
Department of Health and Aged Care
Therapeutic Goods Administration

Audit Report No.1 Performance Audit
Commonwealth Assistance to the Agrifood Industry
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Better Practice Guides

Internet Delivery Decisions Apr 2001
Planning for the Workforce of the Future Mar 2001
Contract Management Feb 2001
AMODEL Illustrative Financial Statements 2000 Apr 2000
Business Continuity Management Jan 2000
Building a Better Financial Management Framework Nov 1999
Building Better Financial Management Support Nov 1999
Managing APS Staff Reductions
(in Audit Report No.47 1998–99) Jun 1999
Commonwealth Agency Energy Management Jun 1999
Corporate Governance in Commonwealth Authorities and Jun 1999
Companies–Principles and Better Practices
Managing Parliamentary Workflow Jun 1999
Cash Management Mar 1999
Management of Occupational Stress in
Commonwealth Agencies Dec 1998
Security and Control for SAP R/3 Oct 1998
Selecting Suppliers: Managing the Risk Oct 1998
New Directions in Internal Audit Jul 1998
Life-cycle Costing May 1998
(in Audit Report No.43 1997–98)
Controlling Performance and Outcomes Dec 1997
Management of Accounts Receivable Dec 1997
Protective Security Principles Dec 1997
(in Audit Report No.21 1997–98)
Public Sector Travel Dec 1997
Audit Committees Jul 1997
Core Public Sector Corporate Governance
(includes Applying Principles and Practice of Corporate
Governance in Budget Funded Agencies) Jun 1997
Administration of Grants May 1997
Management of Corporate Sponsorship Apr 1997
Return to Work: Workers Compensation Case Management Dec 1996
Telephone Call Centres Dec 1996
Telephone Call Centres Handbook Dec 1996
Paying Accounts Nov 1996
Performance Information Principles Nov 1996
Asset Management Jun 1996
Asset Management Handbook Jun 1996
Managing APS Staff Reductions Jun 1996


