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## Abbreviations/Glossary

<table>
<thead>
<tr>
<th>Abbreviation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>ABN</td>
<td>Australian Business Number</td>
</tr>
<tr>
<td>AFP</td>
<td>Australian Federal Police</td>
</tr>
<tr>
<td>AGD</td>
<td>Attorney-General’s Department</td>
</tr>
<tr>
<td>ANAO</td>
<td>Australian National Audit Office</td>
</tr>
<tr>
<td>ATO</td>
<td>Australian Taxation Office</td>
</tr>
<tr>
<td>AWA</td>
<td>Automated Work Allocation System</td>
</tr>
<tr>
<td>BAS</td>
<td>Business Activity Statement</td>
</tr>
<tr>
<td>CCRA</td>
<td>Canadian Customs and Revenue Agency</td>
</tr>
<tr>
<td>CDPP</td>
<td>Commonwealth Director of Public Prosecutions</td>
</tr>
<tr>
<td>CDR</td>
<td>Case Decision Record</td>
</tr>
<tr>
<td>CEO</td>
<td>Chief Executive Officer</td>
</tr>
<tr>
<td>FMA Act</td>
<td><em>Financial Management and Accountability Act 1997</em></td>
</tr>
<tr>
<td>FIRM</td>
<td>Fraud Investigation Reporting and Management system</td>
</tr>
<tr>
<td>FP&amp;C</td>
<td>Fraud Prevention and Control Section</td>
</tr>
<tr>
<td>GST</td>
<td>Goods and Service Tax</td>
</tr>
<tr>
<td>HMC&amp;E</td>
<td>Her Majesty’s Customs and Excise (United Kingdom)</td>
</tr>
<tr>
<td>IPS</td>
<td>Instalment Processing System</td>
</tr>
<tr>
<td>PRISM</td>
<td>Portable Reference and Interactive System</td>
</tr>
<tr>
<td>RIMS</td>
<td>Registration Information Matching System</td>
</tr>
<tr>
<td>RQP</td>
<td>Risk Quantification Project</td>
</tr>
<tr>
<td>RRE</td>
<td>Risk Rating Engine</td>
</tr>
<tr>
<td>SNCC</td>
<td>Serious Non-Compliance Capability</td>
</tr>
<tr>
<td>SRM</td>
<td>Strategic Risk Management Unit</td>
</tr>
<tr>
<td>TCMP</td>
<td>Taxpayer Compliance Measurement Program</td>
</tr>
<tr>
<td>VAT</td>
<td>Value Added Tax</td>
</tr>
</tbody>
</table>
Summary and Recommendations
Summary

Background

1. Fraud against the Commonwealth is a major concern to the Government. Agencies must ensure that fraud is minimised and that, where fraud does occur, it is rapidly detected, effectively investigated, appropriately prosecuted and that losses are minimised.\(^1\) The Commonwealth Government has outlined its fraud control policy in the *Commonwealth Fraud Control Guidelines* (Fraud Control Guidelines) issued in May 2002.

2. The Fraud Control Guidelines require Commonwealth agencies to put in place a comprehensive fraud control program that includes prevention, detection, investigation and reporting strategies. The Guidelines, which define fraud as *dishonestly obtaining a benefit by deception or other means*—include both tangible and intangible benefits\(^2\) and apply to the Australian Taxation Office (ATO).

3. The ATO is the Federal Government’s principal revenue collection agency. It aims to manage and shape the revenue systems that give effect to social and economic policy, and fund services for Australians. Total cash collections by the ATO in 2001–02 were $168.7 billion. Of this, $26.9 billion was collected for the Goods and Services Tax (GST).\(^3\)

4. The GST, which is part of the Government’s new tax system, was introduced from 1 July 2000. It is a broad-based indirect tax, imposed on goods and services at each point in the distribution chain, including at importation. The GST replaced the existing wholesale sales tax and a number of indirect State taxes. The GST rate is 10 per cent.

Audit objective and scope

5. The audit objective was to assess whether the ATO has implemented administratively effective GST fraud control arrangements, consistent with the Commonwealth Fraud Control Guidelines.

---

\(^1\) Attorney-General’s Department, *Commonwealth Fraud Control Guidelines*, May 2002, p. iii.

\(^2\) This definition includes: theft; obtaining property, a financial advantage or any other benefit by deception; causing a loss, or avoiding or creating a liability by deception; providing false or misleading information to the Commonwealth, or failing to provide information where there is an obligation to do so; making, using or possessing forged or falsified documents; bribery, corruption or abuse of office; unlawful use of Commonwealth computers, vehicles, telephones and other property or services; relevant bankruptcy offences; and any offences of a like nature to those listed above.

6. The audit addressed the following key elements of fraud control:
   • fraud control arrangements integrated within the ATO’s corporate governance framework;
   • strategies, systems and processes used to prevent and detect GST fraud, including the crucial role that the ATO’s Risk Rating Engine (RRE)\(^4\) plays in detecting fraudulent and non-compliant behaviour;
   • management of GST fraud investigations; and
   • reporting of GST fraud.

Audit findings and overall conclusion

ATO fraud control framework

7. The ATO has adopted a ‘rolling plan’ approach to producing its fraud control plans. Under this approach, the ATO produces a number of plans to address its fraud risks over a two-year period. Prior to December 2001, the ATO considered that focusing on internal fraud\(^5\) satisfied the then Fraud Control Policy of the Commonwealth. The ATO considered its internal fraud control plans, supported by its extensive compliance programs, would provide an effective response to fraud. In 2002, the ATO revised its approach to fraud control and began to look at both internal and external fraud risks when preparing fraud control plans.

8. The ATO applies the definition of fraud outlined in the Fraud Control Guidelines. This definition is implemented within the context of the ATO’s Compliance Model. For example, the ATO’s response to a mistake by a taxpayer is different to that where a taxpayer has sought to deliberately deceive the ATO for his or her own advantage. The ATO describes this latter category as serious non-compliance. Although the ATO does not generally use the term fraud\(^6\) when describing this category of compliance activity, fraud perpetrated by external parties fits within the category of serious non-compliance.

9. The Commissioner endorsed the ATO’s Fraud Policy Statement in May 2003.\(^7\) To date, this statement has not been publicised to ATO staff. The ANAO considers that, when advising staff of its fraud policy, the ATO should provide

---

\(^4\) The RRE profiles, risk, in a ‘real-time environment’, for GST registrations at the time of lodgement of the registration application and incoming activity statements of clients registered for the GST. This is prior to the issue of any refund.

\(^5\) For the ATO, internal fraud is fraud perpetrated on the Commonwealth by ATO staff. External fraud is fraud perpetrated on the Commonwealth through the tax system by external parties.

\(^6\) The ATO does refer to ‘serious fraud and evasion’ on occasions. This relates to certain specialist activities within its Serious Non-Compliance Capability.

\(^7\) Attorney-General’s Department, *Commonwealth Fraud Control Guidelines 2002*, p. 8.
direction and guidance on how the Commonwealth’s definition of fraud is to be interpreted and implemented consistently across the ATO. This would help to ensure a shared understanding of how fraud is to be managed within the ATO’s compliance framework, the development of fraud control plans, and the reporting of fraud activities.

10. In reviewing its approach to include external fraud within its overall fraud control arrangements, the ATO should consider how fraud control planning and reporting are integrated into business practices. The ANAO considers it is important that the assessment of fraud risks and the development of fraud control plans are undertaken in a way, which recognises that external fraud is a separate component of the ATO’s compliance continuum. Planning will also need to integrate compliance activities, as these are an integral part of the ATO’s fraud mitigation strategies.

GST fraud control planning

11. The ATO is currently revising its GST fraud control plan. The ATO’s GST Business Activity Statement Processing End to End (January 2003) fraud control plan addressed internal GST fraud risks and a limited number of external fraud risks. The ATO advised that, as GST fraud risks were still evolving and the plan would be rapidly out of date, a second review covering internal and external fraud risks was planned. The ATO plans to complete this risk assessment and fraud control plan by 30 June 2003.

Assessment of GST fraud risks

12. There are a number of different areas within the ATO that play a role in assessing the risks relating to GST fraud. The ANAO considers that the work undertaken by these areas should form part of a comprehensive assessment for external GST fraud risks. However, this work is not coordinated or integrated as part of a comprehensive GST fraud risk assessment, sufficient to meet the requirements of the Fraud Control Guidelines. The ATO advised that this would be integrated as part of its revised GST fraud control plan.

External fraud reporting

13. The annual report to the Attorney-General’s Department (AGD) required under the Fraud Control Guidelines is to include suspected fraud, matters under investigation, and completed matters. The ATO’s annual report to AGD

---

8 This includes whether the fraud was proven or not, and whether the matter was dealt with by a criminal, civil or administrative remedy. Commonwealth Fraud Control Guidelines 2002, May 2002, pp. 29–33.
indicated that, ATO-wide, there were 884 cases in 2001-02 and that the ‘estimated value of loss arising from fraud cases’ in that year was $6,389,593.9 However, the ATO subsequently advised the ANAO and AGD that the number of cases and the estimated value of losses were incorrectly reported. The estimated value of loss reported only covered closed GST fraud cases for the period. The ATO advised that total ATO-wide actual losses arising from closed fraud cases in 2001–02 was $10,659,008.10 This includes GST revenue of $515,700. Revised 2001–02 data is to be submitted to AGD.

14. The ANAO found that, currently, the ATO has difficulty in providing an accurate estimate of its external fraud losses because the data being recorded in the Fraud Investigation Reporting and Management (FIRM) system is not being appropriately updated. For example, the potential value of the fraud loss is estimated at the time the case is initially assessed and may change (increase/decrease) during the course of an investigation as more information becomes available. However, this value is not always being updated in the system to reflect the most current assessment of the fraud loss.

15. The ATO advised that this shortcoming has resulted in both the under, and over, reporting of fraud at a case level. The ATO further advised that it has instigated a system of manual checks to ensure that the losses to be reported for 2002–03 are correct. It is currently in discussions with AGD to clarify the fraud data to be collected and reporting requirements.

16. The annual report to AGD is also to include monies recovered by ‘criminal prosecution, civil remedy, administrative remedy, and other’. The ATO’s report to AGD noted that the ‘overall total recovered’ for the ATO was $138,600. The ATO advised that this figure did not include all recoveries for external fraud cases. Currently, it is difficult for the ATO to capture this information, as the FIRM system does not record the fines and/or costs imposed by the courts, losses recovered or adjustments raised. The ATO has advised that it is reviewing the FIRM system business rules, the data captured and reports produced to ensure that data collection and reporting obligations under the Fraud Control Guidelines are met. The ATO considers that its new case management system, which is to be implemented later this year, will address this issue in subsequent years.

---

9 This value should have included all ATO fraud data.
10 Revised statistics to AGD include actual losses for successful and unsuccessful prosecutions completed during the year and matters closed as a result of the Commonwealth Director of Public Prosecutions deciding not to prosecute.
Summary

GST fraud prevention strategies

17. The ANAO found that the GST Business Line, supported by the Fraud Prevention and Control Section and Fraud Investigations, has developed an effective training program that includes internal and external fraud awareness training. This provides officers with the necessary skills to detect fraudulent activity.

18. The ATO has also invested significant resources to make its client population aware of its legislative requirements and responsibilities through a range of communication strategies. This ongoing education supports the ATO’s compliance activities and the philosophy underpinning its Compliance Model. Although these activities were not specifically related to fraud, the ANAO considers they play an important role in preventing fraudulent activity and assist in improving levels of compliance.

19. Based on a high-level review of GST General Compliance, the ANAO considers that the ATO has well-structured compliance programs that, although not specifically directed at GST fraud, incorporate fraud prevention strategies, detection capabilities and enforcement policies. The emphasis on improving compliance is supported by the ongoing assessment of risks, early intervention strategies, targeted compliance activity, education programs and, where necessary, enforcement action. Publicly stating its proposed compliance activity and providing details of cases where fraud has been detected and successfully prosecuted, also engenders community confidence in Australia’s taxation system and demonstrates the ATO’s commitment to ensuring compliance.

20. As part of the tax reform initiatives, the ATO developed a suite of applications to process and monitor activity statements. These applications contain embedded controls to identify potentially fraudulent activities during processing of the Business Activity Statement.

GST fraud detection strategies

21. The ATO has developed the Risk Rating Engine (RRE) to assist in detecting potential fraud and non-compliance in a ‘real-time environment’. The RRE risk profiles GST registrations at lodgement of the registration application and incoming activity statements of clients registered for the GST. This is prior to the issue of any refund. In addition to the RRE capability, Fraud Intelligence is responsible for detecting potential GST fraud. The compliance activities, refund assurance programs and risk identification projects undertaken by GST General Compliance may also detect potential GST fraud.
Risk Rating Engine

22. The implementation of the RRE presented considerable challenges for the ATO. A critical policy decision was made by the GST Executive in May 2000 to reduce the potentially unmanageable number of RRE stopper work items (cases) created.\(^{11}\) It was also intended to reduce any adverse impact on the Instalment Processing System processes and the timeliness of activity statement refund processing. The change in policy was translated into new specifications, which essentially created a ‘stopper work item’ for activity statements with a refund over a particular dollar value.

23. The GST Compliance Executive also supported recommendations to suspend a number of compliance risk characteristic tests and exception tests because of invalid and/or insufficient data. These decisions were implemented with effect from October 2000.\(^{12}\) Changes were also made to fraud risk area threshold values.\(^{13}\) These changes were designed to reduce the number of work items being generated and to avoid causing significant delays in the time taken to process work items and related refunds.\(^{14}\)

Release management process

24. The ATO controls all changes to its key production business applications, such as the RRE, through project management committees, which oversee the selection and testing of the changes through a scheduled release program. There have been several updates to the RRE controlled through the ATO’s Tax Release management projects. The ANAO concluded that there were appropriate controls over the approval, testing and subsequent release into production of the RRE changes implemented as part of those releases.

Online changes by system administrators

25. Online changes to the RRE risk characteristics and thresholds can be made outside the ATO’s formal release management process. These changes are implemented by the Business Function Area Administrator through a change request approved by GST Business Systems and Technology. The ANAO notes that, in some instances, details relating to these changes were not recorded in

---

\(^{11}\) A stopper is placed on a work item when there is a direct risk to revenue, for example, the payment of a GST refund.

\(^{12}\) Of the 22 compliance risk characteristic tests, 10 have been suspended. Of the 10 exception tests, seven tests have been suspended; three tests relating to refunds are active. Five fraud exception tests and one fraud characteristic test have been suspended.

\(^{13}\) A threshold value is set in the risk areas for each fraud risk characteristic. Where the threshold is exceeded, a work item is generated.

the change register. In July 2002, a management oversight committee was established. The RRE Change Management Committee now approves all changes to the RRE. These are to be recorded in the change register.

**Reviews of the RRE by GST Business Systems and Technology**

26. The ATO has undertaken a number of reviews of the RRE. The reviews noted that the majority of suspended tests have never been operational, potentially restricting the risk profiling process. The main reason that the tests have remained suspended for so long has been the lack of analytical support to overcome the reasons for their initial suspension. This has also prevented the refinement of existing tests and the advancement of new tests to ensure that the risk profiling process is relevant to the existing ATO environment.\(^\text{15}\) Modifications to the system to improve the identification of non-compliance and targeting of verification and compliance activity were also recommended. The GST Strategic Risk Management Unit is currently undertaking a holistic review of the RRE compliance business rules.

**Evaluation of RRE fraud tests**

27. Fraud Intelligence, as the business owner of the RRE fraud tests, has evaluated these tests to determine if they are consistent with the original business requirements. The ANAO found the evaluation of the tests to be generally comprehensive. However, there was limited documentation to support the testing process. As well, no evaluation report was prepared for ATO management.

28. Two national operations also focused on evaluating the work items generated by the RRE fraud tests: Operation Kaiser and Operation Berry. Operation Kaiser recommended modifications to the RRE fraud tests, because the tests examined were not focused enough and frequently triggered bona-fide businesses. Operation Berry recommended a more targeted case selection process because of the low level of fraud referrals being generated. The ATO advised that, to date, no changes have been made to the RRE fraud tests as a result of these national operations. However, they are being considered as part of the current review of the RRE.

**Fraud intelligence detection capabilities**

29. Fraud Intelligence has implemented the Registration Information Matching System (RIMS), which is designed to detect and prevent fraud through

---

identifying potentially suspect Australian Business Number (ABN) and GST registrations.

30. The number of outstanding RIMS matches awaiting assessment suggests that the RIMS capability may not have been fully utilised, inhibiting the ATO’s ability to respond to potential fraud in a timely manner. The ATO advised, during the audit, that additional analysts have been employed to work with the RIMS project officer. The ANAO considers that processes need to be put in place to ensure that all potential fraud cases are matched against RIMS data and reference list. Also, where appropriate, details of completed fraud cases should be added to the RIMS reference list for ongoing monitoring.

31. Fraud Intelligence’s strategic assessment area was formed in 2001 to establish a fraud strategic intelligence and risk capability. The area is responsible for undertaking strategic assessments of identified risks. Such assessments may result in and/or support the conduct of national fraud operations. The ANAO found that only one strategic assessment has been completed. This related to a non-GST matter. The ATO advised that, because of the prioritisation of resources within Fraud Intelligence, this area has not always been fully functional. As a consequence, the ATO currently does not have a strategic fraud intelligence capability to support the effective targeting of fraud detection strategies and/or the development of fraud risk treatments. However, the ATO advised that this would be addressed following the recruitment of additional intelligence analysts and reallocation of resources within Fraud Intelligence.

32. National operations may be initiated to identify fraudulent behaviour and transactions, prevent revenue loss and develop treatment strategies that address system and/or control weaknesses. Fifteen operations have been commissioned16 but, in general, they are in the early stages of project initiation. The ANAO considers that, in order to address GST fraud risks in a more systematic manner and successfully achieve the outcomes of national operations, the Serious Non-Compliance Capability Executive should take a more active oversight role and improve the management, resourcing, monitoring and reporting of these operations. The ATO advised in May 2003 that it intends reviewing all matters nominated as national operations.

Investigating GST Fraud

33. Fraud Intelligence assesses all potential GST fraud referrals received from internal and external sources. The ANAO considers that the case referral process

---

16 Operations that have been assigned a name as reported in the SNCC November 2002, *Report to the GST Business Forum*. These Operations involve GST and other taxes, including Income Tax and Capital Gains Tax.
would be improved if assessment decisions were documented and intelligence assessments were completed for all fraud cases registered on the FIRM system (referred to earlier). Fraud Intelligence has access to all ATO systems and a range of external databases. Research undertaken using these systems will add value to any fraud investigation and improve the quality of referrals to Fraud Investigations.

Management of GST fraud investigations

34. The ANAO considers that the ATO has established a sound framework and implemented appropriate procedures for assessing GST fraud case referrals and conducting fraud investigations. However, these procedures were not always consistently implemented across regions.

35. The ANAO found it difficult to determine the time taken to complete investigations because of incomplete data in the reports provided from the FIRM system. For those cases (97 cases) where the information was available, on average, it took 164 days to complete an investigation, with ten cases taking fewer than seven days and two cases taking over 500 days. Complete information was available for only six of the 43 cases reviewed by the ANAO. For these cases it took, on average, 355 days to complete the investigation.

36. The ANAO considers that this lack of data makes it difficult for the ATO to accurately determine the age of cases and readily assess the viability of continuing an investigation. The ATO advised that its new case management system, which is to be implemented later this year, is designed to include a broad range of investigation milestones. The monitoring of these milestones by case officers and team leaders should improve case management.

37. The ANAO found that the FIRM system reports provided as part of the audit were generally incomplete, as information had not been entered into a number of the data fields. As a result, it was difficult to cross-reference data from one report to another. The ATO advised that reports were not designed to reconcile with one another. This is due to the nature of the business rules for data entry, the manner in which the reports have been setup and report parameters. The ANAO considers that, given these data quality issues, the accuracy and completeness of reports produced for the SNCC Executive and ATO Management are questionable. The data integrity of the FIRM system also impacts on the ATO's ability to meet its external reporting requirements under the Fraud Control Guidelines.

38. The ATO’s fraud investigation guidelines require completed investigations to be reviewed to identify risk, as well as systems and control issues requiring attention by management. The ANAO found no evidence of the systematic
analysis of GST fraud trends, referral patterns, or case outcomes being undertaken on a regular basis, particularly at a national level. There was also no evidence that any formal evaluation had been undertaken of the sample cases reviewed by the ANAO. Such analysis should be documented and control weaknesses or emerging issues formally advised to the relevant business line(s). This would allow the ATO to identify and react to emerging GST fraud trends, risks and system weaknesses.

**Overall Conclusion**

39. The ATO has systems and processes in place to prevent, detect, investigate and report GST fraud. These activities are undertaken and implemented across business lines. However, the ANAO considers that these activities need to be better integrated and coordinated if they are to underpin an effective GST fraud control framework and fully meet the requirements of the Commonwealth Fraud Control Guidelines.

40. The ATO is currently revising its GST fraud control plan. This will allow the ATO to undertake a comprehensive assessment of all GST fraud risks. The plan should also integrate GST fraud prevention, detection and mitigation strategies across the ATO. The ANAO has identified a number of areas where improvements could be made to strengthen the ATO’s fraud control framework. These include:

- articulating to staff the ATO’s overall fraud control strategy and how the Commonwealth’s definition of fraud is to be interpreted and implemented;
- recognising that external fraud should be treated as a separate component of the ATO’s compliance continuum;
- reviewing data collection requirements and the integrity of data to be included in fraud reports; and
- enhancing the effectiveness of the RRE as a fraud detection tool.

**Recommendations**

41. The ANAO has made eight recommendations aimed at improving the ATO’s systems and processes for preventing, detecting, investigating and reporting GST fraud. The ATO has agreed with all recommendations.
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Recommendations

The ANAO has made eight recommendations aimed at improving the ATO’s fraud control arrangements. During the audit, the ATO introduced several initiatives to strengthen its GST fraud control framework. These recommendations are designed to complement the ATO’s recent initiatives.

**Recommendation No.1**  
Para 2.12  
To underpin fraud control activities and provide a clear and consistent understanding of fraud within the ATO, the ANAO recommends that the ATO, in publicising its fraud policy statement to staff, articulate how the Commonwealth’s definition of fraud is to be interpreted and implemented across the ATO.

*ATO response:* Agreed

**Recommendation No.2**  
Para. 2.33  
To ensure a comprehensive assessment of GST fraud risks supports the development of the revised GST fraud control plan and subsequent fraud prevention and detection strategies, the ANAO recommends that the:

(a) GST Business Line and Fraud Intelligence undertake specific assessments of GST fraud risks; and

(b) Fraud Prevention and Control Section coordinate all assessments of GST fraud risks undertaken by all relevant business lines.

*ATO response:* Agreed

**Recommendation No.3**  
Para. 2.45  
To ensure the data collection and reporting obligations required by the Commonwealth Fraud Control Guidelines are met, the ANAO recommends that the ATO review:

(a) its data collection requirements; and

(b) the integrity of the data to be included in its annual fraud report to the Attorney-General’s Department.

*ATO response:* Agreed
Recommendation No.4
Para. 4.30
To improve the effectiveness of the Risk Rating Engine fraud tests and business rules, the ANAO recommends that Fraud Intelligence continue to evaluate the tests and include the analysis of historical data, supported by the evaluation of fraud investigations and intelligence assessments.

ATO response: Agreed

Recommendation No.5
Para. 4.42
To ensure that the Registration Information Matching System (RIMS) is being used to its maximum potential to prevent and detect GST fraud, the ANAO recommends that:

(a) all potential and existing fraud cases are matched against RIMS data and reference list; and

(b) details from appropriate completed fraud cases are added to the RIMS reference list for ongoing monitoring and review.

ATO response: Agreed

Recommendation No.6
Para. 5.14
To improve the quality of referrals and add value to fraud investigations, the ANAO recommends that:

(a) all fraud matters registered on the Fraud Investigation Reporting and Management (FIRM) system as potential fraud cases be assessed by Fraud Intelligence; and

(b) the intelligence assessment process be properly documented by analysts.

ATO response: Agreed

Recommendation No.7
Para. 5.38
To support the referral of high quality briefs of evidence to the Commonwealth Director of Public Prosecutions (CDPP), the ANAO recommends that the ATO include in investigation guidelines a mandatory requirement for regional managers or team leaders to review briefs of evidence prior to referral to the CDPP.

ATO response: Agreed
Recommendation No.8
Para. 5.49

To support fraud control planning and the development of fraud prevention and detection strategies, the ANAO recommends that the ATO routinely evaluate and analyse fraud referrals, investigations, case outcomes and trends nationally and disseminate this information within the ATO.

ATO response: Agreed
Audit Findings and Conclusions
1. Background and Context

This chapter outlines the Commonwealth’s fraud control requirements and the Australian Taxation Office’s role and responsibilities. It provides context for the introduction of A New Tax System, of which the Goods and Services Tax is an integral part, and sets out the objective and scope of the audit.

Fraud control within the Commonwealth Public Sector

1.1 Fraud against the Commonwealth is a major concern to the Government. Agencies must ensure that fraud is minimised and that, where fraud does occur, it is rapidly detected, effectively investigated, appropriately prosecuted and that losses are minimised. Fraud control requires the commitment and involvement of all Commonwealth agencies, employees and external service providers. The importance of agencies establishing effective fraud control arrangements has been recognised in the Financial Management and Accountability Act 1997 (FMA Act). Under Section 45 of the FMA Act, Chief Executive Officers (CEOs) must implement a fraud control plan and report to their Minister on fraud control initiatives undertaken by the agency.

Commonwealth Fraud Control Guidelines

1.2 The Commonwealth Government has outlined its fraud control policy in the Commonwealth Fraud Control Guidelines (Fraud Control Guidelines) issued in May 2002. The Fraud Control Guidelines require Commonwealth agencies to put in place a comprehensive fraud control program that includes prevention, detection, investigation and reporting strategies.

1.3 The Guidelines, which define fraud as dishonestly obtaining a benefit by deception or other means—include both tangible and intangible benefits—and applies to:

- all agencies covered by the FMA Act; and
The bodies covered by the Commonwealth Authorities and Companies Act 1997 that receive at least 50 per cent of funding for their operating costs from the Commonwealth or a Commonwealth agency.20

1.4 The Attorney-General’s Department (AGD), the Australian Federal Police (AFP) and the Commonwealth Director of Public Prosecutions (CDPP) are the Commonwealth agencies with cross-government responsibilities in relation to fraud control.

Attorney-General’s Department

1.5 The AGD advises the Minister on fraud control, including the implementation of the Fraud Control Guidelines, and is specifically responsible for:

• advising agencies on implementing the Fraud Control Guidelines;
• reviewing Commonwealth fraud control arrangements as directed by the Minister;
• collecting, analysing and disseminating information on the nature and extent of fraud against the Commonwealth; and
• establishing and maintaining a Fraud Trend Information Network, in conjunction with the AFP.21

1.6 Agencies are required to collect information relating to fraud and provide a report to the AGD annually. The information includes details of investigations undertaken, case outcomes, losses, monies recovered, fraud resources and fraud awareness training provided. A summary report combining fraud statistics from all Commonwealth agencies is then provided to the Minister for Justice and Customs.22

Australian Federal Police

1.7 The AFP investigates serious or complex crime against Commonwealth interests. The AFP helps Commonwealth agencies in their investigations by

20 Section 28 of the Commonwealth Authorities and Companies Act 1997 provides that the responsible Minister may, after consultation, notify the directors of a Commonwealth authority in writing of general policies of the Commonwealth that are to apply to the agency.

21 The Commonwealth Fraud Trend Information Network is currently under development and yet to be approved by the Minister. The aim of the network is to establish a low-cost open forum fraud trend information source that will be available to all Commonwealth agencies. Information available through the network will be drawn from various sources including the Commonwealth Fraud Liaison Forums, agencies reporting to the Attorney-General’s Department and the Australian Crime Commission.

22 Attorney-General’s Department, Commonwealth Fraud Control Guidelines, May 2002, p. 29.
providing forensic and technical assistance and executing search warrants. Under the Fraud Control Guidelines, the AFP is also responsible for:

- providing case management reports on investigations it undertakes;
- conducting quality assurance reviews of agencies’ investigations;
- maintaining and reviewing Commonwealth investigation standards; and
- providing a fraud control liaison and dissemination function.

**Commonwealth Director of Public Prosecutions**

1.8 The CDPP prosecutes offences against Commonwealth law and conducts related criminal assets recovery. All prosecution and related decisions are based on the Prosecution Policy of the Commonwealth.

**Joint Committee of Public Accounts and Audit reviews**

1.9 Fraud control continues to be an area of interest for the Joint Committee of Public Accounts and Audit (JCPAA). In its report, *Review of Auditor-General’s Reports 2000–2001 Second and Third Quarters*, the JCPAA suggests that agencies develop sub-categories of fraud to provide a better understanding of the nature and significance of various types of fraudulent activity. The JCPAA requested the Australian National Audit Office (ANAO) to develop fraud sub-categories that may be used when reporting fraud. The ANAO is developing a Better Practice Guide on Fraud Control in 2003–04 following the completion of a series of fraud audits and a second survey of fraud control arrangements in the Australian Public Service. It will incorporate consideration of the JCPAA’s suggestions.

**The Australian Taxation Office**

1.10 The Australian Taxation Office (ATO) is the Federal Government’s principal revenue collection agency. It aims to manage and shape the revenue systems that give effect to social and economic policy, and fund services for Australians. The ATO employs more than 21 000 officers located in 46 offices.

---

23 Joint Committee of Public Accounts and Audit Report No.385, August 2002, *Review of Auditor-General’s Reports 2000–2001 Second and Third Quarters*, p. 8. The following fraud-related audit reports were reviewed by the Committee: *Australian Taxation Office Internal Fraud Control Arrangements*; and *Fraud Control Arrangements in the Department of Defence*.


25 The four outputs that support this outcome are: to contribute to policy advice and legislation; provide revenue; provide transfers; and support other agencies. Commissioner of Taxation, *Annual Report 2001–02*, pp. 8 and 21.
throughout Australia. The ATO is structured into business and service lines,26 which are organised around market segments, revenue products and services. Total cash collections by the ATO in 2001–02 were $168.7 billion. Of this, $26.9 billion was collected for the Goods and Services Tax (GST). The GST, which is part of the Government’s new tax system, was introduced from 1 July 2000.

Implementation of the GST by the Australian Taxation Office

1.11 The GST is a broad-based indirect tax, imposed on goods and services at each point in the distribution chain, including at importation. The GST replaced the existing wholesale sales tax and a number of indirect State taxes. The GST rate is 10 per cent.

1.12 Businesses with an annual turnover of $50 000 or more are required to be registered for GST purposes.27 Non-profit organisations have a threshold of $100 000. Generally, registration for the GST enables a business to claim input tax credits for any GST it has paid for goods and services used during the course of its business. To remit or claim a refund for GST, businesses must have an Australian Business Number (ABN) and have registered for the GST. The ABN, a unique 11-digit number, became the identifier for businesses and a key element of the Government’s new tax system. If businesses do not have an ABN, tax must be withheld (at the top marginal rate) from payments owing to them under the Pay As You Go system. At September 2002, there were 4.3 million active ABNs in the Australian Business Register.28

1.13 Entities are required to complete and return to the ATO a Business Activity Statement (BAS) at the end of each tax reporting period29 to report their GST obligations and entitlements. Any amount owing will be refunded only after it has been offset against any other outstanding tax debts.

The ATO Compliance Program

1.14 In December 2002, the ATO released its Compliance Program 2002–03. The program outlines the ATO’s overall approach to GST compliance. It also indicated that there would be an increase in active compliance. The Program identified risks to Australia’s revenue system and the strategies underway to manage them. The main focus of the program for GST is fraudulent or incorrect claims for

---

26 Business Lines have an external client focus and are organised around either market segments or revenue products (eg. Small Business, GST). Service Lines have an internal client focus and produce products and services for internal ATO use (eg. information technology, payroll management).

27 Businesses with an annual turnover of less than $50 000 may choose not to register.

28 ANAO performance audit of the ATO’s Administration of Australian Business Number Registrations, report to be tabled in June 2003.

29 The reporting period can be either monthly, quarterly or annually.
refunds, the cash economy, businesses not understanding their obligations and sales of business assets. The Compliance Program is built around two core policy approaches—the ATO Compliance Model and the Taxpayers’ Charter.

**Compliance Model**

1.15 The Compliance Model, illustrated in Figure 1, recognises that ‘one size does not fit all’ and promotes a tailored, proportional response to non-compliance. The methods outlined range from education to targeted enforcement. The model shows a continuum of taxpayer attitudes towards compliance, from ‘willing to do the right thing’ to ‘choosing to evade or opt out of the tax system’. It also provides a summary of the support and intervention that may assist in the collection of revenue and suggests that taxpayer compliance can be influenced through the response of and interaction with the ATO.  

---

**Taxpayers’ Charter**

1.16 The Taxpayers’ Charter was introduced in July 1997 to address a perceived imbalance of power between the ATO and ordinary taxpayers. It details the relationship that the ATO wants to maintain with the community—that is, to be a professional, responsive tax office that is fair, open and accountable. The way the ATO is viewed by the community is important because the ATO considers there is a direct correlation between the level of trust and respect from the community and the level of voluntary compliance. The Charter also provides information on the rights and obligations of taxpayers and incorporates input

---

30 Australian Taxation Office Compliance Program 2002–03, (inside cover).

from the community and other stakeholders.\textsuperscript{32} The Charter is currently under review and it is anticipated that a revised Charter and implementation plan will be released in mid-2003.

**The ATO’s administrative arrangements for GST fraud**

1.17 The areas responsible for preventing, detecting, investigating and reporting GST fraud are:

- the GST Business Line;
- the Serious Non-Compliance Capability (SNCC) in the Small Business Line; and
- the Fraud Prevention and Control (FP&C) Section in the Internal Assurance Branch.

**The GST Business Line**

1.18 The GST Business Line employs 3300 officers and has primary responsibility for managing GST, luxury car tax and the remaining components of the wholesale sales tax. It is also responsible for maintaining the integrity of the tax system in relation to these taxes.\textsuperscript{33} The Business Line delivers education, advice, interpretation and field activity services.

1.19 The GST Business Line is divided into GST General Compliance,\textsuperscript{34} GST Large Enterprise Compliance\textsuperscript{35} and GST Government and Community Sector. GST administration costs for 2001–02 were $521.5 million.\textsuperscript{36} These costs are attributed to eleven key activities, including fraud risk and investigation, GST strategic direction, registration of GST clients and processing of BAS. During 2001–02, the ATO:

- received and processed over 14 million activity statements, including 9.5 million BAS;
- issued 2.3 million BAS refunds; and
- had 2.19 million clients registered with an active GST role.\textsuperscript{37}

\textsuperscript{32} ATO website <http://www.ato.gov.au/content.asp?doc=/content/corporate/charter.htm&page=1#H1> ‘Reviewing the Charter’.


\textsuperscript{34} For clients with an annual turnover of less than $100 million.

\textsuperscript{35} For clients with an annual turnover greater than $100 million.

\textsuperscript{36} *GST Administration Final Performance Report 2001–2002*, p. 59.

\textsuperscript{37} *GST Administration Final Performance Report 2001–2002*, pp. 11, 17 and 19.
The Serious Non-Compliance Capability

1.20 The SNCC, which includes Fraud Intelligence and Fraud Investigations, is part of the Small Business Line. Fraud Intelligence is responsible for identifying potential fraud cases for investigation, providing fraud detection and intelligence analysis and identifying fraud control issues to management. Fraud Investigations’ primary role is to investigate GST and other taxation fraud. Investigations may be conducted jointly with the AFP, other law enforcement and Commonwealth agencies.

Fraud Prevention and Control Section

1.21 The FP&C Section is part of the Internal Assurance Branch. The Section is responsible for developing the ATO’s fraud control plans; conducting internal fraud awareness training; investigating matters of potential internal fraud; and fraud reporting.

GST/VAT fraud and the overseas experience

1.22 As part of its approach to developing a compliance program, the ATO surveyed international experience in the implementation and administration of GST and Value Added Tax (VAT) systems. The ATO found that high quality general awareness and targeted education campaigns were important to validate and provide useful advice on a new system. These programs needed to be complemented by a highly visible, high volume audit program. Refunds were identified as a severe risk because of inexperience with the system, and through false claims.

1.23 The ANAO also sought to gain an understanding of how similar overseas countries were dealing with GST/VAT fraud. Research included Canada, the United Kingdom and the European Union.

Canada

1.24 In 2001–02, the Canadian Customs and Revenue Agency (CCRA) reported that over $C62 billion in GST and Harmonised Sales Tax was collected. Rather than attempting to estimate overall levels of non-compliance, such as the ‘tax

38 In particular, New Zealand—as the best policy model; Canada—as having the best demographic fit with Australia; Singapore—for its use of modern technology; and the United Kingdom—as having a mature system.

The tax gap, the CCRA relies on information derived from compliance programs, and other indirect measures, to make a qualitative assessment. In the Agency’s assessment, it found that, while non-compliance is material, it remains at ‘relatively low levels, in line with prior years and compared to other countries’.

The United Kingdom

1.25 VAT is Her Majesty’s Customs and Excise (HMC&E) largest tax stream, representing 57 per cent of total receipts. Although it is inherently difficult to quantify with any degree of precision the tax not paid through error, evasion or avoidance, HMC&E estimated that, for 2001–02, VAT losses were between £7.1 billion and £10.2 billion.

1.26 For HMC&E, a clear evidence-based understanding of the problem faced was the key to developing effective strategies to deal with this type of fraud. In November 2002, HMC&E announced a new strategy for tackling fraud across all parts of the VAT system. This strategy will incorporate the use of additional resources, expertise and legislation to support its anti-avoidance effort. Persistent non-compliance will be addressed through:

- more effective use of intelligence to identify patterns of non-compliance;
- the establishment of specialist teams, whose visits will target high risk sectors and businesses;
- an increase in follow-up activity; and
- the use of the range of penalties and sanctions available to punish revenue evasion.

The European Union

1.27 The European Union has been attempting to combat VAT fraud for many years. In December 2002, the European Parliament and the Council adopted the Fiscalis 2003–2007 program to combat tax and customs fraud. The program
Background and Context

aims to help member states work together to fight tax and customs fraud by encouraging closer co-operation between the authorities in the member states; providing training on the different kinds of fraud; and developing prevention, detection and investigation methods based on risk analysis.46

Audit objective, scope and methodology

Objective and scope

1.28 The audit objective was to assess whether the ATO has implemented administratively effective GST fraud control arrangements, consistent with the Commonwealth Fraud Control Guidelines.

1.29 The audit addressed the following key elements of fraud control:

• fraud control arrangements integrated within the ATO’s corporate governance framework;
• strategies, systems and processes used to prevent and detect GST fraud;
• management of GST fraud investigations; and
• reporting of GST fraud.

1.30 Given the crucial role the Risk Rating Engine (RRE)47 plays in detecting fraudulent and non-compliant behaviour in the processing of activity statements, the ANAO reviewed a number of the RRE’s key controls.

1.31 The review of corporate governance arrangements included all GST business areas, as they are included in the ATO’s Compliance Sub-Plan. Fraud prevention and detection focussed on GST General Compliance only. This is the business area identified as presenting the highest risk and where GST fraudulent activity has been identified. Within the SNCC, fraud detection strategies employed by Fraud Intelligence and the management of fraud investigations were assessed.

Audit methodology

1.32 The audit methodology adopted included quantitative and qualitative analysis, file and document reviews and interviews with agency officers.48 A sample of 43 completed fraud investigations and 25 fraud referrals received by

---


47 The RRE profiles, risk, in a ‘real time environment’, for GST registrations at the time of lodgement of the registration application and incoming activity statements of clients registered for the GST prior to the issue of refunds.

48 The offices visited during the audit were Canberra, Sydney, Melbourne, Brisbane and Adelaide.
Fraud Intelligence was also reviewed. The ANAO did not review cases relating to GST internal fraud as all cases were still under investigation. The ANAO consulted the AGD, AFP and the CDPP and held discussions with selected industry partner representatives.

**Report structure**

1.33 Figure 2 illustrates the framework the ANAO used to analyse the ATO’s fraud control arrangements. This framework formed the basis for the structure of the report.

---

49 The sample included cases from all regions.
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2. GST Fraud Control Framework

This chapter outlines the ATO’s fraud control framework and its arrangements for GST fraud. Fraud control planning, assessment of GST fraud risks and fraud reporting are discussed.

Introduction

2.1 Effective fraud control needs to be integrated into an agency’s business planning processes. This includes developing and maintaining a formal risk management strategy that incorporates fraud risks. Strategies to minimise fraud should be developed to create a framework for fraud control at operational and technical levels.

2.2 Key elements of the Fraud Control Guidelines require:

- CEOs to develop an overall fraud control strategy for the agency, including operational arrangements for dealing with fraud;
- agencies to prepare fraud risk assessments and fraud control plans;
- CEOs to report on fraud control activities; and
- agencies to advise the AFP annually of their current identified major fraud risks and serious or complex fraud cases.

2.3 To determine how the ATO had addressed these requirements for GST fraud, the ANAO reviewed the context in which GST fraud is managed within the ATO. Fraud control planning, including assessment of GST fraud risks, and fraud reporting were also examined.

ATO’s approach to fraud control

2.4 Section 45 of the FMA Act places a responsibility on the CEO to ensure the agency has a current and effective fraud control plan in place that includes external fraud. The ATO’s Chief Executive Instruction (CEI) setting out the arrangements for developing fraud control plans is currently being reviewed and will be finalised in June 2003. The responsibility for developing fraud control plans has been delegated to the FP&C Section.

2.5 The ATO adopts a ‘rolling plan’ approach to producing its fraud control plans. Under this approach, the ATO produces a number of plans to address its fraud risks over a two-year period. The fraud control plans for the current cycle are a combination of plans focusing on fraud risks within major processes and
fraud risks being considered under structural criteria. The ATO does not regard fraud control planning as restricted to any one of these plans.

2.6 Prior to December 2001, the ATO considered that focusing on internal fraud satisfied the then Fraud Control Policy of the Commonwealth. The ATO considered its internal fraud control plans, supported by its extensive compliance programs, would provide an effective response to fraud.

2.7 In 2002, the ATO revised its approach to fraud control. Between January and April 2002, the ATO began to look at both internal and external fraud risks when preparing fraud control plans. Initially, not all external risks were assessed. The ATO advised that 16 of the 20 fraud control plans since April 2002 to the end of the current rolling cycle in December 2003 will address internal and external fraud risks. The remaining four plans were commenced before April 2002. Of these, two had no external fraud risks. The scope of the third plan was extended to include external fraud risks and the plan will be amended to reflect this. As these plans did not relate to GST fraud, they have not been reviewed by the ANAO. The fourth plan, which involved GST fraud, is discussed later in this chapter.

How the ATO defines fraud

2.8 The Fraud Control Guidelines cover both internal and external fraud. For the ATO, internal fraud is fraud perpetrated on the Commonwealth by ATO staff. External fraud is fraud perpetrated on the Commonwealth through the tax system by external parties.

2.9 The ATO applies the definition of fraud outlined in the Fraud Control Guidelines. This definition is implemented within the context of the ATO’s Compliance Model. The Model promotes a tailored, proportional response to non-compliance. For example, the ATO’s response to a mistake by a taxpayer is different to that where a taxpayer has sought to deliberately deceive the ATO for his or her own advantage. The ATO describes this latter category as serious non-compliance. Although the ATO does not generally use the term fraud when describing this category of compliance activity, fraud perpetrated by external parties fits within the category of serious non-compliance. The ATO’s approach to serious non-compliance, evasion and fraud involves:

50 The major processes approach is followed where the risks inherent in the activity straddle many business lines. A structural-based approach is used for risks relevant in only one or two business lines.

51 As at April 2003, six plans were completed, nine were in progress and five had yet to commence.

52 The ATO does refer to ‘serious fraud and evasion’ on occasions. This relates to certain specialist activities within its Serious Non-Compliance Capability.
• undertaking compliance audits that may identify potential fraud activity;
• analysing intelligence from income tax returns, activity statements and other taxpayer returns, as well as analysing significant cash transactions and international movements of funds;
• working with other law enforcement agencies to share intelligence and target illegal activity;
• undertaking risk assessments;
• investigating cases where there is evidence of fraud; and
• referring cases to the CDPP.\textsuperscript{53}

2.10 External fraud is an integral part of the ATO’s compliance arrangements. Accordingly, this audit has included an examination of GST external fraud control arrangements in the context that they are part of the overall compliance arrangements for GST.\textsuperscript{54}

2.11 The Commissioner endorsed the ATO’s Fraud Policy Statement in May 2003.\textsuperscript{55} To date, this statement has not been publicised to ATO staff. The ANAO considers that, when advising staff of its fraud policy, the ATO should provide direction and guidance on how the Commonwealth’s definition of fraud is to be interpreted and implemented consistently across the ATO. This would help to ensure a shared understanding of how fraud is to be managed within the ATO’s compliance framework, the development of fraud control plans, and the reporting of fraud activities.

Recommendation No.1

2.12 To underpin fraud control activities and provide a clear and consistent understanding of fraud within the ATO, the ANAO recommends that the ATO, in publicising its fraud policy statement to staff, articulate how the Commonwealth’s definition of fraud is to be interpreted and implemented across the ATO.

Agency response

2.13 Agreed.

\textsuperscript{53} Australian Taxation Office, Compliance Program 2002–03, p. 21.

\textsuperscript{54} The ANAO has already undertaken a performance audit of the ATO’s internal fraud control arrangements (ANAO Report No.16 2000–01 Australian Taxation Office Internal Fraud Control Arrangements). This audit does not address in detail matters related to internal fraud.

\textsuperscript{55} Attorney-General’s Department, Commonwealth Fraud Control Guidelines 2002, p. 8.
Deputy Commissioner’s Serious Non-Compliance Sub-Committee

2.14 A Deputy Commissioner’s Serious Non-Compliance Sub-Committee, established in mid-2002, is the forum that brings together all parts of the ATO that have responsibility for fraud matters, be they internal or external. The Committee is intended to provide strategic guidance and support to those areas of the ATO dealing with taxpayers who demonstrate extremely poor compliance behaviour. These areas include the FP&C Section, Excise Investigations and the SNCC.\(^{56}\) Although the management of the staff and resources dedicated to this issue remains within the respective business lines, it is envisaged that the Committee will seek to:

- facilitate a whole of ATO approach to issues such as serious non-compliance;
- encourage the utilisation of a full range of strategies to deal with the issue;
- provide strategic oversight and assistance with prioritisation of risks and treatment strategies;
- promote an integrated and consistent best practice approach across the ATO; and
- monitor and promote conformance with the Compliance Model and the Taxpayers’ Charter.

2.15 The ANAO considers that this Committee plays an important role in bringing together the different areas of the ATO that are responsible for fraud related activities. The Committee is well placed to promote a consistent and integrated approach to:

- fraud control planning;
- assessment of fraud risks;
- implementation of fraud control plan recommendations; and
- data collection and reporting of fraud control activities and outcomes.

2.16 The ANAO suggests the Committee undertake an oversight role in relation to fraud control. The Committee is in a position to provide added assurance to the Commissioner and the Audit Committee that fraud control arrangements in the ATO have been properly implemented and to monitor the ongoing effectiveness of these arrangements.

---

\(^{56}\) The Serious Non-Compliance Capability includes Fraud Intelligence, Fraud Investigations, Special Audit and Australian Transaction Reports and Analysis Centre liaison.
GST fraud control planning

2.17 In 2001, the ATO introduced new corporate planning arrangements. There is now an ATO Strategic Statement and Plan, Compliance Sub-Plan, Operations Sub-Plan, IT Sub-Plan and the People and Place Sub-Plan. Included in the Compliance Sub-Plan is the Commissioner’s Corporate Priorities for 2002–03. One of these priorities was continuing the work on ATO control and fraud protection systems. The Compliance Sub-Plan Risk Statement indicates that serious non-compliance, which in many cases constitutes fraud, remains a focus area and has additional resources allocated, particularly in relation to GST credits.

2.18 In reviewing its approach to include external fraud within its overall fraud control arrangements, the ATO should consider how fraud control planning and reporting relating to GST are integrated into business practices. It is important that the assessment of fraud risks and the development of any fraud control plan are undertaken in a way, which recognises that external fraud is a separate component of the ATO’s compliance continuum. Planning will also need to integrate compliance activities, as these are an integral part of the ATO’s fraud mitigation strategies.

GST fraud control plan

2.19 The ATO provided the ANAO with a Goods and Services Tax Draft Fraud Control Plan (February 2002). This draft plan did not address external GST fraud risks. The ATO advised that this plan became part of the GST Business Activity Statement Processing End to End, (January 2003) fraud control plan. Risk assessment workshops were conducted between May and August 2001, with follow-up work occurring through to February 2002.

2.20 The ATO advised that the plan addressed internal fraud risks and a limited number of external fraud risks, principally relating to identity fraud and the integrity of the Tax File Number (TFN) and ABN registration systems. However, the accompanying minute to the Audit Committee57 noted that risk assessment workshops targeted internal fraud. Further, in reviewing the plan, the ANAO found potential risks focused on internal fraud controls and did not assess external fraud risks. The ATO advised that, as GST fraud risks were still evolving and the plan would be rapidly out of date, a second review covering internal and external fraud risks was planned. The ATO plans to complete this risk assessment and fraud control plan by 30 June 2003. The ANAO recognises that GST fraud risks have also been assessed by Fraud Intelligence and included in the assessment of GST compliance risks. Mitigation strategies have been implemented through the GST Compliance Program.

57 Minute was dated 13 January 2003.
Assessment of GST fraud risks

2.21 Under the Fraud Control Guidelines, agencies are to conduct fraud risk assessments at least every two years and, where appropriate, may introduce a rolling program of updating risk assessments. Agencies are to determine the risk assessment approach that is most appropriate for their circumstances and are encouraged to assess their fraud risks as part of their business risk management process. The risk assessment process is to be fully documented and must:

- reflect the risks across the range of functions performed by the agency;
- be able to measure risks in a comparable way;
- be capable of providing a supportable rating of the risks of fraud;
- be amenable to fine-tuning as appropriate; and
- be able to be replicated.

2.22 There are a number of different areas within the ATO that play a role in assessing the risks relating to GST fraud. These include the FP&C Section, the GST Business Line and the SNCC.

Risk assessment approach used by FP&C Section

2.23 The FP&C Section is responsible for coordinating fraud control planning arrangements and developing fraud control plans. The risk assessment methodology that the Section uses is consistent with the requirements of the Fraud Control Guidelines and the Australian and New Zealand Risk Management Standard 4360. The methodology includes a series of interactive workshops with key staff to identify and assess different fraud risks. Reliance is placed on the openness of key staff and the fraud experience of FP&C facilitators. The FP&C Section advised that the business lines are the ‘owners’ of fraud risks and have an ongoing responsibility to assess and mitigate these risks.

2.24 The ANAO considers a comprehensive assessment of fraud risks should include system controls being properly identified and tested. Risk mitigation strategies can then be developed to address system weaknesses. The FP&C Section currently does not have the capacity to undertake control testing but hopes to develop this during the next financial year.

Risk analysis undertaken within business lines

2.25 The ATO’s Risk Management Process Guidelines outline three levels of perspective that need to be taken into account when assessing and managing risk. The three levels, illustrated in Figure 3, are:
• strategic—are events or actions which harm or enhance the ATO’s future progress and ability to achieve required ATO outcomes/outputs;

• program/aggregated—are case, transaction or project risks/issues that are grouped together to achieve an ATO-wide assessment; and

• case, transaction or project—are transactions, cases, events or actions, which could harm or enhance the operational/project’s future progress and required outcomes/outputs.

Figure 3
ATO’s Risk Management Approach

ATO Executive and Sub Plan Executive Group

Strategic
Sets scope of risk dimension
ATO’s sensitivity to risk
Overall approach to risk and issue management
Management of strategic risks and issues

Program/Aggregated
Develops risk and issue management methods and tools consistent with strategic intent
Identifies and manages ATO program level risks and issues
Identifies and aggregates common risks and issues across ATO programs, escalating and integrating where required
Ensures business line and project risk assessments adopt methods and tools endorsed by ATO Executive

Business Line/Risk Managers

Case/Transactional/Project
Identifies and manages case and transactional level risks and issues
Escalates risks where required

Operational/Project Risk Managers

Source: ATO Risk Management Process Guidelines

ATO Risk Register

2.26 The national ATO Risk Register is an ATO database of compliance risks across all business lines maintained by the Knowledge Development Network (KDNet).58 The GST Strategic Risk Management (SRM) Unit’s Risk Analysis Team (RAT) is responsible for ensuring that GST risks are reflected accurately in the Register, and that the Register is up-to-date. As at February 2003, 142 GST related risks were recorded in the ATO Risk Register. This includes both GST compliance

58 The KDNet objective is to provide an intelligence, risk and knowledge management capability to support Small Business Line, Market Segment, Product Owner and Capability Executives.
and fraud risks. There is no distinction made between GST fraud and compliance risks in the Register.

**GST Business Line**

2.27 The SRM Unit identifies, analyses, prioritises and monitors new and existing risks and recommends risk treatment strategies. This work involves undertaking risk assessments, risk quantification projects (RQPs) and overseeing the operation of the GST National Risk Network. The GST National Risk Network is responsible for identifying current and emerging risks to the GST system and providing advice to the GST National Compliance Executive on appropriate treatment strategies. The SRM Unit RAT and a regional network of GST Risk Coordinators and Market Segment Representatives support this network. The Team:

- collates and reviews intelligence received;
- rates new risks based on the ATO’s consequence and likelihood model;\(^{59}\)
- updates existing risks;
- registers the risks on the ATO Risk Register; and
- recommends treatment strategies.

2.28 Through RQPs, the ATO is able to identify the likely extent of non-compliance. Analysis of the outcomes of the RQPs allows the SRM Unit to develop methodologies and treatment strategies to target both the risk and the taxpayer population displaying non-compliant behaviour. This information is mainly at the operational level and generally relates to compliance risks. However, it is difficult to separate external fraud risks from the general compliance risks.

**Fraud Intelligence**

2.29 Fraud Intelligence is responsible for assessing external GST fraud risks. Fraud Intelligence receives considerable information regarding individual cases and projects that relate to GST fraud. Fraud referrals and potential cases are analysed and, where appropriate, data mining\(^{60}\) activities undertaken. These risks are rated. The ATO advised that, as at December 2002, 48 risks had been identified and rated,\(^{61}\) with 30 relating to GST fraud. National operations may also be initiated to identify fraudulent behaviour and transactions, prevent

\(^{59}\) Assessment rating is based on the consequence of the risk if left untreated and the likelihood of the risk occurring.

\(^{60}\) Data mining is the analysis of large quantities of data in order to identify meaningful patterns, trends and/or rules.

\(^{61}\) Risks are categorised as severe, high, major, significant, moderate, low or trivial.
revenue loss and develop treatment strategies that address system and/or control weaknesses. Fifteen operations have been commissioned but, in general, they are in the early stages of project initiation. The ANAO considers that these activities are risk assessments at the case or aggregated level. The ATO advised that, because of the prioritisation of resources within Fraud Intelligence, no strategic risk assessments of GST fraud risks have been completed.

Risk assessment inputs to the Compliance Sub-Plan

2.30 In 2002, the GST Business Line provided input to the Compliance Sub-Plan. In relation to the assessment of GST risks, there was reference to increasing incidents of fraudulent activity and, in particular, tax avoidance and serious evasion associated with high-risk industries and practices. In relation to the cash economy, the loss of GST revenue through non-disclosure of income, failure to register and lodge a BAS, and the use of false invoices to fraudulently alter GST liabilities or refunds were identified. A range of treatment strategies addressing GST compliance risks, including serious fraud and evasion, are set out in the Sub-Plan’s supporting documentation.

2.31 The ANAO found that the work undertaken by a number of different areas of the ATO should form part of a comprehensive assessment for external GST fraud risks. However, this work is not coordinated nor integrated as part of a comprehensive GST fraud risk assessment, sufficient to meet the requirements of the Fraud Control Guidelines. The ATO advised that this would be integrated as part of the second review of the GST Business Activity Statement Processing End to End fraud control plan to be completed in June 2003.

2.32 The ANAO considers the assessment of specific GST fraud risks should be undertaken as part of the ongoing business planning process by the relevant business line, owner or operational area. The assessments would then incorporate the technical expertise of the particular area and leverage off the work already being done for compliance risks. For example, the RQPs undertaken by the SRM Unit. The FP&C Section could then coordinate these assessments as part of the process of developing a fraud control plan.

\[\text{Operations that have been assigned a name as reported in the SNCC November 2002, Report to the GST Business Forum. These Operations involve GST and other taxes, including Income Tax and Capital Gains Tax.}\]
Recommendation No.2

2.33 To ensure a comprehensive assessment of GST fraud risks supports the development of the revised GST fraud control plan and subsequent fraud prevention and detection strategies, the ANAO recommends that the:

(a) GST Business Line and Fraud Intelligence undertake specific assessments of GST fraud risks; and

(b) Fraud Prevention and Control Section coordinate all assessments of GST fraud risks undertaken by all relevant business lines.

Agency response

2.34 Agreed. This approach will enhance our current GST fraud risk assessment processes.

Fraud reporting

2.35 The ATO produces a broad range of internal reports related to its GST compliance activities, and some reports that relate specifically to internal and external GST fraud matters. The areas that generate internal reports relating to GST fraud matters are the SNCC, the GST SRM Unit, the FP&C Section and the Strategic Directions and Programs area.

2.36 SNCC provides regular reports to the GST Executive. Generally, these reports focus on external fraud matters. In broad terms, the reports describe the activities that are taking place, including data on the number of cases, information about individual projects or cases and the age of cases. The SNCC advised that the reports are constantly being reviewed to make more meaningful use of the available data.

2.37 The SRM Unit provides reports to the GST Compliance Executive that contain information relating to the compliance projects and RQPs that the Unit is overseeing. The resources to undertake these projects are provided by the GST Business Line. The reports do not have a particular focus on fraud matters, but relate more generally to GST compliance issues.

2.38 The FP&C Section produces quarterly reports that are provided to the Commissioner, Second Commissioners and the ATO Integrity Advisor. These reports relate to all suspected fraud that is committed by ATO staff. The reports cover significant matters that have occurred in the quarter, as well as information on the cases finalised and the types of investigations undertaken.

63 The GST Executive includes the GST Board, the GST Compliance Executive and the GST Business Forum.
2.39 The Strategic Directions and Programs area is responsible for compiling the reports related to progress against the Compliance Sub-Plan, which are provided to the Compliance Executive Group (CEG) and the ATO Executive. Reporting against the Compliance Sub-Plan includes aggregated information relating to ATO-wide fraud and GST compliance.

**Report to Attorney-General’s Department**

2.40 The annual report to the AGD required under the Fraud Control Guidelines is to include:

...suspected fraud, matters under investigation, and completed matters, whether the fraud was proven or not, and whether the matter was dealt with by a criminal, civil or administrative remedy.\(^{64}\)

2.41 This report is prepared by the FP&C Section and follows the format required by the Department. The FP&C Section and other areas within the ATO, including Fraud Investigations, provide the data for this report. The report to AGD indicated that, ATO-wide, there were 884 cases in 2001–02 and that the ‘estimated value of loss arising from fraud cases’ in that year was $6 389 593.\(^{65}\) However, the ATO subsequently advised the ANAO and AGD that the number of cases and the estimated value of losses were incorrectly reported. The estimated value of loss reported only covered closed GST fraud cases for the period. The ATO advised that total ATO-wide actual losses arising from closed fraud cases in 2001–02 was $10 659 008.\(^{66}\) This includes GST revenue of $515 700. Revised 2001–02 data is to be submitted to AGD.

2.42 The ANAO found that, currently, the ATO has difficulty in providing an accurate estimate of its external fraud losses because the data being recorded in the FIRM system is not being appropriately updated. For example, the potential value of the fraud loss is estimated at the time the case is initially assessed and may change (increase/decrease) during the course of an investigation as more information becomes available. However, this value is not always being updated in the system to reflect the most current assessment of the fraud loss.\(^{67}\) The ATO advised that this shortcoming has resulted in both the under, and over, reporting of fraud at a case level. The ATO further advised that it has instigated a system of manual checks to ensure that the losses to be reported for 2002–03 are correct.

---

\(^{64}\) Attorney-General’s Department, *Commonwealth Fraud Control Guidelines 2002*, May 2002, pp. 29–33.

\(^{65}\) This value should have included all ATO fraud data.

\(^{66}\) Revised statistics to AGD include actual losses for successful and unsuccessful prosecutions completed during the year and matters closed as a result of the CDPP deciding not to prosecute.

\(^{67}\) Based on data extracted from the FIRM system, the ANAO found that the estimated potential value of losses relating to GST fraud cases accepted for investigation in 2001–02 was $63 957 321. ATO Report No. MTH008 dated 18 December 2002.
It is currently in discussions with AGD to clarify the fraud data to be collected and reporting requirements.

2.43 The annual report to AGD is also to include monies recovered by ‘criminal prosecution, civil remedy, administrative remedy, and other’. The ATO’s report to AGD noted that the ‘overall total recovered’ for the ATO was $138 600. The ATO advised that this figure did not include all recoveries for external fraud cases. Currently, it is difficult for the ATO to capture this information, as the FIRM system does not record the fines and/or costs imposed by the courts, losses recovered or adjustments raised. For example, of the 43 cases reviewed by the ANAO during the audit, the ATO advised that $6.4 million has been raised in adjustments and penalties. Of these, $3.8 million has been collected to date.

2.44 The ATO has advised that it is reviewing the FIRM system business rules, the data captured, and reports produced to ensure that data collection and reporting obligations under the Fraud Control Guidelines are met. The ANAO considers that this review needs to be guided by the ATO’s overall approach to fraud to ensure that the data used to compile this report is accurate and complete, and reflects an ATO-wide perspective as well as the AGD’s requirements. The ATO considers that its new case management system, which is to be implemented later this year, will address this issue in subsequent years.

**Recommendation No.3**

2.45 To ensure the data collection and reporting obligations required by the Commonwealth Fraud Control Guidelines are met, the ANAO recommends that the ATO review:

(a) its data collection requirements; and

(b) the integrity of the data to be included in its annual fraud report to the Attorney-General’s Department.

**Agency response**

2.46 Agreed. A new case management system scheduled for introduction in October 2003 is designed to improve our data collection and reporting capability. We are also engaged in discussions with the AGD to clarify reporting requirements.

---

68 For example, one prosecution recovered $515 000 alone.

69 The ASISCaseManager system is to replace the FIRM system in late-2003. This system will be used by all ATO investigation areas.
Report to the Australian Federal Police

2.47 Agencies are also required under the Fraud Control Guidelines to advise the AFP annually of their current identified major fraud risks to assist the AFP in the provision of appropriate investigative services to agencies. Agencies can do this by providing the AFP either copies of their fraud risk assessments and fraud control plans or by entering into bilateral arrangements with the AFP for access to relevant information. In circumstances where agencies can investigate cases of serious or complex fraud without referral to the AFP, agencies are to advise the AFP of the details of the matters under investigation.

2.48 The ATO advised that there is regular liaison between the AFP and a number of areas of the ATO. Individual cases and emerging issues are discussed. The ATO advised the AFP of its major internal fraud risks in 2001, but no details of external risks or cases under investigation were provided. The FP&C Section advised, in April 2003, that it is coordinating an agency-wide report to the AFP outlining its major identified fraud risks and details of its serious or complex fraud cases.

Report to the States and Territories

2.49 Following the announcement of *A New Tax System* package in 1999, the Intergovernmental Agreement on the Reform of Commonwealth-State Financial Relations was revised. The States and Territories agreed to compensate the Commonwealth for the costs incurred by the ATO in administering the GST. The Agreement states that accountability and performance arrangements would be established between the ATO and the State and Territory Governments, consistent with Appendix F to the Agreement.\(^\text{70}\)

2.50 The agreement provides for a performance measure of compliance, but does not include any specific reference to fraud.\(^\text{71}\) The only Key Outcome that would have any direct impact on fraud matters is ‘Compliance Maintained’. The ATO has undertaken the Taxpayer Compliance Measurement Program (TCMP) to meet its commitment, as part of the Performance Agreement, to examine a random sample of taxpayers to determine the level of compliance (and non-compliance) with GST obligations.

---

\(^\text{70}\) GST Administration Performance Agreement—*Guiding Principles*.

\(^\text{71}\) Schedule A of the *Interim GST Administration Performance Agreement* contains the Key Outcome Performance Measures.
2.51 As part of the TCMP, two projects have been undertaken to measure administrative capability\(^\text{72}\) and technical compliance\(^\text{73}\). The ATO advised that no attempt has been made to measure the tax gap\(^\text{74}\) because only the GST registered population was examined. In the most recent report to the States and Territories, the TCMP was not reported on as the data was still being analysed. At the time of preparing this report, the ATO advised that a report on the results of the TCMP was being prepared for the Commissioner.

2.52 The bi-annual report to the States and Territories included details of the number of GST fraud cases under investigation, referred to the CDPP for prosecution and finalised. As part of good governance, the ANAO suggests that it would be beneficial to advise the States and Territories of the fraud control arrangements in place for the GST.

---

72 This activity was to examine the administrative compliance obligations (lodgement, payment of liability, record keeping, internal controls, classification of supplies and included limited ‘end-to-end’ transaction testing). Random sample of 1158 entities selected—proportional to spread of population.

73 This activity looked at whether legislative requirements necessary to correctly report GST liability were applied. Random sample of 261 entities selected across all States and Territories.

74 The tax gap is defined as the difference between what is believed to be owed and what actually is collected.
3. GST Fraud Prevention Strategies

This chapter reviews the ATO’s GST fraud prevention strategies. The ATO’s fraud awareness, education and compliance programs are discussed.

Introduction

3.1 The ATO’s fraud prevention strategies should seek to minimise potential revenue loss to the Commonwealth and to maintain the community’s confidence in its administration of Australia’s taxation system. In assessing the effectiveness of the ATO’s GST fraud prevention strategies, the ANAO examined whether the ATO had:

- communicated to its staff the standards of conduct and ethics expected and provided fraud awareness and technical training to GST Business Line staff;
- communicated to business and the community their legislative requirements under the new tax system, their responsibilities in meeting those requirements and the consequences of acting fraudulently; and
- established intervention strategies and compliance programs.

Integrity and fraud awareness training within the ATO

3.2 The Fraud Control Guidelines make CEOs accountable for fraud control within their agency. They are also responsible, under the provisions of the FMA Act, for promoting efficient, effective and ethical use of Commonwealth resources. This includes fostering and maintaining the highest standards of ethical behavior and compliance with the Guidelines on Official Conduct for Commonwealth Public Servants and the Public Service Act 1999—APS Values and APS Code of Conduct.75

3.3 The Fraud Control Guidelines suggest that fraud awareness training should be provided to ensure staff have an understanding of fraud control issues. Training should be ongoing, address both internal and external fraud and encompass organisational and APS values, officer conduct and ethics.

Fraud awareness and ethics training for ATO staff

3.4 The FP&C Section is responsible for conducting internal fraud awareness training, promoting ethical conduct and undertaking internal fraud

---

75 Attorney-General’s Department, Commonwealth Fraud Control Guidelines, May 2002, pp. 5–6.
investigations. The FP&C Section has developed two interactive fraud and ethics training programs, *Judge for Yourself* and *Play It Again Sam* and an on-line self-paced learning package covering security, fraud, ethics, privacy and information security. These are competency-based and all staff must complete the learning package within four weeks of commencing with the ATO. The training programs are regularly reviewed to ensure they remain current. The use of log-on screen messages also reinforces officers’ responsibilities in relation to fraud.

3.5 The ANAO found that the training programs are comprehensive. They outline legislative requirements, expectations of behaviour, give examples and exercises and provide details on where information relating to integrity and fraud may be located.

**External fraud awareness training for GST staff**

3.6 Fraud Investigations is responsible for providing GST external fraud awareness training. A standardised fraud awareness package was developed and implemented nationally from early 2000. The course is interactive, includes practical exercises and aims to increase officers’ awareness of taxpayer fraud and their responsibilities if potential fraud is detected. The ATO advised that, although the course has not been formally evaluated, its content has been reviewed to ensure that it remains up to date.

3.7 The ANAO found that the course has been delivered across the GST Business Line. However, the number of presentations and ATO officers participating in these presentations is not known because Fraud Investigations does not record this information. The ANAO considers that maintaining a training register to record courses presented in each region, staff participation rates and the business lines involved, would provide essential information when evaluating training activities. The ATO advised that the need to maintain this information, and what data is to be collected, are being considered.

**Targeted fraud awareness project**

3.8 Fraud Investigations also undertook a national GST fraud awareness project to address identified process weaknesses in the GST control environment. The project resulted in a customised fraud awareness program for the

---

76 Where cases of internal fraud are substantiated, these are referred to the AFP for investigation.

77 The FP&C Section has developed 15 log-on screen messages that are rotated on a regular basis. These screen messages are displayed on boot-up and/or log-on to the ATO network.

78 The training package includes some regional variations, for example, contact details.
Compliance Verification Centres (CVCs). The ATO advised that this program was delivered to CVC officers from the South Australian/Northern Territory and Western Australian regions in early 2003. The intention is for the program to be delivered to all GST staff. The out-posting of Fraud Investigations’ staff to the CVCs has also supported the program and established closer working relationships between the two areas.

**Technical training for GST compliance staff**

3.9 All GST Business Line staff participate in an intensive skilling program that focuses on training staff to undertake compliance related activities and assist businesses transitioning to the new tax system. To support the GST Business Line staff in their advisory and compliance roles, the ATO established the Portable Reference and Interactive System (PRISM). PRISM is the central repository for all policies, procedural documentation, templates and other GST-related information and can be accessed by all GST staff. The ANAO found that the information on PRISM is corporately maintained to ensure GST staff are using the latest tools, consistent verification and advisory products and methods and are aware of any changes to policy and procedures. The ANAO considers that, although the training for GST staff relates to their compliance activities, it underlies their capacity to prevent and detect GST fraud.

3.10 The ANAO found that the GST Business Line, supported by the FP&C Section and Fraud Investigations, has developed an effective training program that includes internal and external fraud awareness training. This provides officers with the necessary skills to detect fraudulent activity.

**Community and business education and awareness**

3.11 The introduction of the new tax system, including the GST, was supported by comprehensive communication and information campaigns facilitated and coordinated by ATO Relations. The aim of the campaigns was to provide well-targeted information to businesses and the community, so that taxpayers are aware of legislative requirements and can meet their new compliance obligations. These campaigns commenced in 1999 with information provided via multiple media channels. The ANAO found that the activities undertaken by the ATO have covered a broad spectrum, with seminars and field visits, direct mail outs to businesses and consumers, and information call centre services.

---

79 The GST Compliance Verification Centres have primary responsibility for office-based initiatives focusing on the review and verification of information provided to the ATO (generally on the BAS) primarily through the use of telephone, fax and electronic media.
3.12 The ANAO considers the scope of the communication and education task undertaken by the ATO has been significant. For example, in 2000–01, the ATO responded to over 16 million telephone inquiries; it established a widely dispersed help and education field force to assist and educate clients; and conducted around 400,000 advisory visits. Activities also included pre-testing of advertising campaigns and ‘flagship’ products, such as the GST Guide and Business Activity Instructions. Between July and December 2001, it distributed 2.3 million GST-related publications.

3.13 Through market research, the ATO seeks to develop an understanding of taxpayers needs. This information is then used to refine and develop communication programs. The ANAO found that the focus of more recent information and communication programs has been on emerging issues. For example, empirical data analysis has identified common errors that people make in completing their activity statements and issues regarding lodgement by due dates. To address these concerns, the ATO has implemented a revised Activity Statements Communications Strategy.\(^{80}\)

3.14 The ANAO found that the ongoing evaluation of the effectiveness of the ATO’s communication and information programs has supported their further development. This research has been used to tailor programs to the specific needs of the ATO’s clients. ATO Relations continues to provide support to the GST Business Line. However, following the completion of the first two years of GST, related marketing and education activities have been scaled down with the increased focus on active compliance.

3.15 The ANAO considers that the ATO has invested significant resources to make its client population aware of its legislative requirements and responsibilities through a range of communication strategies. This ongoing education supports the ATO’s compliance activities and the philosophy underpinning its Compliance Model. Although these activities were not specifically related to fraud, the ANAO considers they play an important role in preventing fraudulent activity and assist in improving levels of compliance.

**Working with industry and clients to improve compliance**

3.16 The ATO views fraud as being an element of serious non-compliance and its efforts to prevent fraud are undertaken as part of its compliance strategies. Compliance activities provide the opportunity for the ATO to give ‘one-on-one’

---

\(^{80}\) As part of this strategy, the ATO forwarded with activity statements for the September 2002 quarter, an Activity Statement Update that provides businesses with information about completing their activity statements, common errors to avoid, changes to taxation arrangements and where to get more information on issues that might affect their business.
support and training to clients when non-compliant practices are identified. Compliance activities may also highlight particular areas of concern or information gaps across industry sectors. Education strategies can then be developed to address these deficiencies.

**New Business Service**

3.17 The ATO has identified, from its own and overseas experience, that new businesses and/or GST registrants new-to-business are at risk of adopting non-compliant practices and fraudulent behaviour. To address this, the ATO established the New Business Service. The concept behind the New Business Service is ‘compliance through education and assistance’. The Service is responsible for delivering a whole of ATO compliance strategy for the new business sector. Between June 2001 and April 2002, approximately 19,000 advisory visits were completed to clients across Australia. These visits can be either client requested or ATO initiated.

3.18 To obtain early quantitative data on the impact of these advisory visits on taxpayer compliance, an evaluation of ATO initiated visits on BAS lodgements and associated work items was completed in August 2002. The analysis identified that, for clients visited, BAS lodgements by the due dates were higher and that the number of verification/compliance work items generated was lower, than for the control group. The control group was a sample of new business clients that had not participated in the New Business Service project.

**Industry partnerships**

3.19 The ATO has established on-going relations with a wide range of industry sectors through the creation of 20 industry partnerships. Through these partnerships, the ATO aims to inform industry about business tax reform and ensure that its strategies are meeting their education and information needs. The partnerships are a consultative forum where issues affecting industry are discussed.

---

81 The Service focuses on providing assistance to ensure new businesses understand their taxation obligation and have established the systems and processes to comply with these requirements.
82 For client requested visits the Commissioner’s Guarantee applies. The Commissioner’s Guarantee is an undertaking, provided in writing to ATO clients, that client requested advisory visits from the ATO are an educational initiative and any information gained will not be used for any other purpose. The Guarantee also states that the ATO will not take any action as a result of an advisory visit unless specifically requested by the client. The aim of the Guarantee is to encourage use of the ATO’s Advisory Service by clients in order to help them understand and meet their obligations under A New Tax System.
83 For ATO initiated visits, any information obtained during the visit can be disseminated to other areas of the ATO or used for other purposes.
discussed and resolved. The ANAO found that the aims of the individual partnerships varied, depending upon the knowledge, experience and specific tax reform issues affecting the industry. However, the partnerships have several common goals, including to:

- encourage, support and assist industry to understand and meet its GST obligations;
- be proactive in developing and maintaining communication networks;
- provide an efficient and effective procedure for industry seeking ATO determinations on the GST status of their products and services; and
- establish a successful industry alliance in a focussed and coordinated way.

The ANAO considers that the partnerships provide an opportunity for the ATO to assist the business community in resolving industry specific issues and to engage them in wider discussions. During the audit, the ANAO met with representatives from a number of industry partnerships. All expressed positive views about the effectiveness of the partnerships and the professionalism of the ATO in managing the process.

**GST compliance program**

A well-developed and structured GST compliance program that targets risks to compliance and revenue is important in maintaining the community’s confidence in the new tax system. The ATO has implemented a highly visible GST compliance program with broad coverage across businesses that aims to:

- identify incorrectly calculated and/or avoided tax;
- provide assurance that the GST system is working as intended; and
- assess the effectiveness and targeting of education programs.

The Compliance Program 2002-03 identified a number of high-risk areas of focus for the GST Business Line including fraudulent or incorrect claims for refunds and the cash economy. These areas will be addressed through a range of compliance strategies. As part of its overall approach to GST Compliance in 2002-03, the ATO plans to undertake 20,000 field visits relating specifically to the cash economy, and to conduct 50,000 advisory visits, mainly to new businesses.

---

85 Examples of such issues include: the sale of a going concern, such as a taxi/licence where the seller or purchaser is not registered for GST; GST status of medical and related services; and GST implications of exports with regard to the mining and energy industries.


87 Australian Taxation Office Compliance Program 2002–03, p. 22.
3.23 During 2001–02, the ATO reviewed more than 67,000 GST refunds resulting in 3,000 adjustments, saving $101 million in extra revenue; and verified 72 per cent of the value of all refunds being issued ($17 billion). During the same period, the ATO audit program targeted nine per cent of GST-registered businesses resulting in adjustments of a net additional $363 million in GST.88

Structure of GST General Compliance

3.24 The ANAO found that the GST General Compliance program is based on the ongoing assessment of the GST compliance risks facing the ATO and forms part of an overarching compliance plan.89 The GST General Compliance field officers implementing this program are a mobile workforce that interacts face-to-face with ATO clients or their agents. It is divided into three teams: General Compliance, Complex, and Serious Evasion. The work undertaken by each team is dependent on the level of complexity of the compliance activity. These officers use a number of compliance products when assessing clients including health of the system checks,90 record keeping reviews,91 specific checks,92 and BAS reviews.93

3.25 Complex matters, or cases with a higher probability of fraud, are referred to the Serious Evasion Teams for further investigation. Depending on the circumstances and available evidence, such matters may be referred for investigation as potential fraud cases. The Fraud Investigation Section Referral Procedures state that all instances of serious fraud need to be referred to the Serious Non-Compliance Capability—Fraud Investigations.94 The procedures identify several categories of cases that must be referred, including those:

- that are particularly serious, blatant or involve persistent offenders;
- for which there is no effective means of ensuring compliance or no other appropriate sanctions; and

---

89 Details of how compliance risks are assessed and the planning that underpins the Compliance Program are discussed in detail in Chapter Four GST Fraud Detection Strategies.
90 The Health of the System (HOTS) check incorporates testing for record retention, internal controls, GST classification and transaction testing of a GST registrant. The purpose of the test is to provide some assurance that the client's record keeping and accounting systems will result in the correct figures being placed on the report document.
91 This procedure reviews the record keeping practices of a business to determine whether these practices are likely to lead a client to be able to complete an accurate BAS.
92 The specific check is applied to cases where one or two risks have been identified. It will assess the likely existence of other risks and is intended to be a real time review.
93 BAS review incorporates tests to ensure all supplies and acquisitions are accurately recorded in the client’s records.
94 Serious Non Compliance Capability, Fraud Investigation Unit Referral Procedures, Section 6.
• involving significant/prevalent non-compliance practices, the use of false documents and/or multiple suspects.

**Serious Evasion Teams**

3.26 The Serious Evasion Teams are a relatively new initiative, with the first team being formally established in NSW in March 2001. There are now six teams in NSW with a staff complement of ten officers per team. Similar teams are currently being formed in the other regions. Cases investigated by the teams often involve:

• multiple entities (possibly with inter-entity transactions);
• multiple identities (maybe false or non-existent identities or false property holdings);
• aggressive tax planning practices; and
• non-compliant behaviour such as serial bankruptcies or abuse of legacy taxes.

3.27 Working jointly with other areas of the ATO and external agencies, such as Centrelink and the NSW Department of Fair Trading, the teams have been able to identify non-compliant behaviour, undertake compliance activity and raise corresponding adjustments. The ANAO found, for the period July to November 2002, the NSW teams made net GST adjustments of approximately $69 million. The teams also referred 32 potential fraud cases to Fraud Investigations in 2001–02. These cases had a total quantifiable risk to revenue of $8.6 million.

3.28 The ANAO found that the Serious Evasion Teams and Fraud Investigations have developed close working relationships to support the referral of suspected fraud matters. In NSW, the two areas meet fortnightly to discuss the status of cases referred and cases that may be referred. This helps both areas to get the best outcome for the ATO. Similar arrangements are being established in the other regions.

**Compliance Verification Centres**

3.29 The ATO has to balance the need to maintain the integrity and revenue of the GST system against minimising impacts on genuine and compliant taxpayers. The ATO instituted the telephone based Compliance Verification Centres (CVCs) as a means of quickly verifying large numbers of refund claims. Officers verify information provided by the taxpayer verbally or by requesting supporting documentary evidence of the claim. If further verification is required, the case will be referred to GST field staff. Where potential fraud is detected, it will be referred in accordance with the ATO’s Fraud Referral Guidelines.
ATO business processes and system controls

3.30 The ATO included in the GST system a number of controls to prevent potential fraud. Key features of the system include:

- issuing the BAS to taxpayers based on their GST registered status and reporting period (monthly, quarterly or annually). These documents are coded with a unique Document Identification Number (DIN). The DIN is linked to the BAS, providing a high level of confidence that the BAS lodged relates to the GST registered business. Clients do not have the ability to access a blank generic BAS and submit a refund claim; and
- requiring businesses with an annual turnover of $20 million or more to lodge their BAS electronically through the use of Public Key Infrastructure. This technology guarantees the privacy, security and authentication of the entity and transaction.

3.31 Also, as part of the tax reform initiatives, the ATO developed a suite of applications to process and monitor activity statements. These applications contain embedded controls to identify potentially fraudulent activities during the processing of the BAS.

Appropriate use of GST adjustments and penalties

3.32 The ANAO was advised that the ATO does not generally impose a penalty on taxpayers who, inadvertently, have incorrectly calculated their GST resulting in an underpayment, or where the error is due to a genuine mistake or misunderstanding. Where a taxpayer has blatantly avoided the remittance of GST and/or collected or over-claimed input-tax credits, the ATO has the ability to impose both a penalty and general interest charge. These processes can be an effective deterrent in preventing non-compliant and fraudulent behaviour. In 2001–02, the ATO made adjustments of a net additional $363 million in GST.

Media coverage of compliance activities

3.33 Publicising the efforts of the ATO in preventing fraud and non-compliance is an important part of the ATO’s fraud prevention strategy. In its Compliance Program 2002–03 published in December 2002 the ATO noted that, during 2001–02, there were five prosecutions for GST fraud and a further 38 cases referred to the CDPP. The ATO also publicised the successful prosecution of two high profile GST fraud cases involving in excess of $500,000 each, where custodial sentences were imposed for both defendants.

95 These applications include the Instalment Processing System, Pay-As-You-Go, Fringe Benefits Tax, Risk Rating Engine and Refunder.
Conclusion

3.34 Based on a high-level review of GST General Compliance, the ANAO considers that the ATO has well-structured compliance programs that, although not specifically directed at GST fraud, incorporate fraud prevention strategies, detection capabilities and enforcement policies. The emphasis on improving compliance is supported by the ongoing assessment of risks, early intervention strategies, targeted compliance activity, education programs and, where necessary, enforcement action.

3.35 Publicly stating its proposed compliance activity and providing details of cases where fraud has been detected and successfully prosecuted, engenders community confidence in Australia’s taxation system and demonstrates the ATO’s commitment to ensuring compliance. The ANAO considers that the compliance activities undertaken by GST General Compliance would be an integral part of the fraud prevention and detection strategies developed to support a GST Fraud Control Plan.

Integrity of Australian Business Number data

3.36 The ATO has identified that serious non-compliance and fraud relating to ABN/GST registration and integrity is increasing. This risk was reported to the GST Executive in August 2002 as the third highest risk category. This is based on the number of incidents identified and reported by GST General Compliance staff through its National Risk Network. To address this risk, the ATO has established quality assurance processes targeting both the ABN registration process and existing data holdings. This risk is also being addressed through the Registration Information Matching System (RIMS).

Registration Information Matching System

3.37 Following the introduction of the GST, the ATO implemented RIMS. The system has both a fraud prevention and detection capability. However, it is primarily targeted towards the prevention of fraud. RIMS uses data matching techniques to identify potentially fraudulent ABN registrations and amendments with an active GST role. RIMS checks new ABN/GST registrations against a reference list and other criteria. The system highlights high-risk applications that can then be referred to intelligence analysts for further analysis. A refund stopper\(^\text{96}\) may also be placed on the ABN and related accounts, restricting any refund payments being made against this ABN. RIMS is discussed in more detail in Chapter 4.

\(^{96}\) A refund stopper is placed on the taxpayer’s file to stop the processing of any refund.
4. GST Fraud Detection Strategies

This chapter reviews the ATO’s fraud control environment and fraud detection strategies.

Introduction

4.1 Effective fraud detection strategies protect an agency’s integrity, assets and revenue. They also assist in identifying and prosecuting perpetrators of fraud. Robust system controls, supported by intelligence and targeted compliance activities, underpin effective fraud detection.

4.2 As part of its fraud detection capability, the ATO has developed the Risk Rating Engine (RRE) to assist in detecting potential fraud and non-compliance in a ‘real-time environment’. The RRE risk profiles GST registrations at lodgement of the registration application and incoming activity statements of clients registered for the GST. This is prior to the issue of any refund. In addition to the RRE capability, Fraud Intelligence is responsible for detecting potential GST fraud. The compliance activities, refund assurance programs and risk identification projects undertaken by GST General Compliance may also detect potential GST fraud.

4.3 The ANAO sought to determine whether the ATO had established a control framework that would detect GST fraud. This review included:

- assessing key controls within the RRE system;
- reviewing the effectiveness of the RRE fraud and compliance tests;
- examining Fraud Intelligence’s systems and processes for detecting GST fraud and identifying fraud risks; and
- reviewing GST General Compliance’s strategies and processes for detecting serious non-compliance, which may include fraud. The ANAO did not audit the GST compliance programs.

Risk Rating Engine

4.4 Within the RRE, the risk profile of a taxpayer consists of the results of calculated risk characteristic scores and exception tests. A calculated risk score is the comparative level of risk that a taxpayer represents in a specific risk area. Each risk area is made up of a number of risk characteristics. These characteristics are multiplied by their associated magnitude rating to determine a risk score. Exception tests measure the risk of fraud or non-compliance based on either a

---

97 Currently there are five compliance risk areas and three fraud risk areas.
single criterion or multiple criteria, with the fraud tests being given higher
priority.

4.5 The RRE process identifies potential risks and assesses the risk
characteristics and exception tests against a threshold value. A threshold value
has been set in the risk areas for each risk characteristic. Where the threshold is
exceeded, a workflow item (or case) is generated in the Automated Work
Allocation (AWA) System for the business area to review. A stopper may also be
placed on the taxpayer’s file to ensure a refund is not issued until the work item
has been assessed. Fraud work items are actioned by Fraud Intelligence and
compliance-related works items are referred to the CVCs. During 2001–02, the
RRE generated 67 000 compliance and fraud work items resulting in 3000
adjustments, saving $101 million in extra revenue. Appendix 1 provides an
overview of how the RRE system operates.

Original intent of the RRE

4.6 The RRE was originally designed as the main mechanism for risk rating
and selecting cases for the GST compliance program. Risk cases were to be
automatically generated by the RRE and reviewed by GST compliance operatives.
Prior to the implementation of the GST, the GST Business Line conducted analysis
to:

- assess the estimated number of work items that would be generated by
  the RRE;
- determine if available resources could action the work items within a
  reasonable period of time; and
- establish any negative impacts the RRE might have on the Instalment
  Processing System (IPS) processes, particularly the timely processing of
  activity statement refunds.

4.7 The GST Executive agreed to make a number of changes to the RRE in
May 2000. A critical policy decision was made to reduce the potentially
unmanageable number of RRE stopper work items created. It was also intended
to reduce any adverse impact on IPS processes and the timeliness of activity
statement refund processing. The change in policy was translated into new

98 The system will generate a workflow item for the highest risk identified. Results of the other tests that
have also created a work item are attached to this work item.

99 A stopper is placed on a work item when there is a direct risk to revenue, for example, the payment of
a GST refund. Non-stopper work items relate to either GST registrations or clients who have a debit
situation with the ATO. That is, the client is required to remit to the ATO GST charged and collected on
the provision of goods or services. Non-stopper work items are generally created as a result of risk
profiling in the RRE as opposed to the activity statement failing one or more of the RRE fraud exception
tests.
specifications, which essentially created a ‘stopper work item’ for activity statements with a refund over a particular dollar value. Following a number of incorrect refunds being issued, further changes were implemented in September 2000 to ensure a larger proportion of the refund population was reviewed and to impose additional controls in IPS.

**Suspension of RRE compliance tests and characteristics**

4.8 During the initial implementation period of the RRE, the original RRE risk tests and characteristics were evaluated. As a result, the GST Compliance Executive supported recommendations to suspend a number of compliance risk characteristic tests and exception tests because of invalid and/or insufficient data. These decisions were implemented with effect from October 2000. Of the 22 risk characteristic tests, 10 have been suspended. Of the 10 exception tests, seven tests have been suspended; three tests relating to refunds are active.

**Impact of suspension of RRE compliance tests and characteristics**

4.9 Due to the restricted nature of the RRE tests, a project was undertaken by the GST Strategic Risk Management (SRM) Unit to:

- replicate some RRE risk tests in a data warehouse environment; and
- provide an alternative means of selecting cases for the GST compliance program.

4.10 A complementary risk rating capability, that operates in a post-issue environment, has been developed and supports what the ATO considers to be a more flexible basis of assessing, rating and selecting compliance risk cases. The post-issue work undertaken by the SRM Unit is discussed later in this chapter.

**Impact on fraud risk profiling**

4.11 There are 17 exception tests that have the potential to generate a fraud related work item. Of these, five tests have been suspended because of known deficiencies in the values used. Of the 14 risk characteristic tests, one has been suspended.

4.12 Although the fraud risk areas and characteristics are active, each of the risk area thresholds is currently set at 99 per cent. This means that only those

---


102 There are three fraud risk areas.
taxpayers with a risk score of 99 per cent or above will be flagged for review. The rationale for increasing these thresholds is that the system was generating an unmanageable number of work items because of known deficiencies in the make-up of some characteristics. The ATO advised that lowering the threshold could potentially result in three times the current number of work items being generated, causing significant delays in the time taken to process work items and related refunds.\(^\text{103}\)

**Release management process**

4.13 The ATO controls all changes to its key production business applications, such as the RRE, through project management committees, which oversee the selection and testing of the changes through a scheduled release program. There have been several updates to the RRE controlled through the ATO’s Tax Release management projects.\(^\text{104}\)

4.14 The ANAO reviews the management controls that underpin the release management process as part of the annual financial statement audit process. Specific update testing was undertaken for the RRE related changes in the TR 3.1 (November 2001) and TR 4.0 (July 2002) releases. The ANAO concluded that there were appropriate controls over the approval, testing and subsequent release into production of the RRE changes implemented as part of those releases.

**Online changes by system administrators**

4.15 Online changes to the RRE risk characteristics and thresholds can be made outside the ATO’s formal release management process. These changes are implemented by the Business Function Area Administrator\(^\text{105}\) through a change request approved by GST Business Systems and Technology. The ANAO notes that, in some instances, details relating to these changes were not recorded in the change register.\(^\text{106}\) In July 2002, a management oversight committee was established. The RRE Change Management Committee \(^\text{107}\) now approves all changes to the RRE and these are recorded in the change register.


\(^\text{104}\) Key implementation dates for the RRE since July 2000 are: TR 2.0 (July 2000); TR 2.1 (Nov 2000); TR 3.0 (July 2001); TR 3.1 (Nov 2001); and TR 4.0 (July 2002).

\(^\text{105}\) The Administrator can only adjust thresholds relevant to their own business tests.

\(^\text{106}\) An Excel spreadsheet is used to record online system changes.

\(^\text{107}\) The RRE Change Management Committee was established in July 2002 and is made up of the three Deputy Commissioners from the Small Business Line, GST Business Line, and ATO Operations.
Review of RRE by GST Business Systems and Technology

4.16 The ATO has undertaken a number of reviews of the RRE. The reviews noted that the majority of suspended tests have never been operational, potentially restricting the risk profiling process. The main reason that the tests have remained suspended for so long has been the lack of analytical support to overcome the reasons for their initial suspension. This has also prevented the refinement of existing tests and the advancement of new tests to ensure that the risk profiling process is relevant to the existing ATO environment.\textsuperscript{108} Modifications to the system to improve the identification of non-compliance and targeting of verification and compliance activity were also recommended.

4.17 In response to these reviews, the GST Executive has directed the SRM Unit to undertake a holistic and ongoing review of the RRE GST compliance business rules.\textsuperscript{109} The RRE project involves a comprehensive analysis and testing of the business rules and magnitudes on activity statement processing and refund integrity using historical data.

System testing of RRE by ANAO

4.18 The ANAO undertook a review of the RRE data model and identified key data fields, which could be tested through analysis. Data queries were developed in consultation with the ATO and run in the ATO’s data warehouse environment. The analysis identified the following outcomes:

- Although 15 exception tests in the RRE are active, outputs from the RRE are heavily focused towards two tests: one compliance test and one fraud test. For the months of June and July 2002, 86 per cent and 87 per cent respectively of work items created during the period resulted from a BAS failing either one of the two tests.

- For the period June to July 2002, 21,029 work items were generated. By 11 March 2003, 56 per cent of these work items had been finalised, 43.5 per cent were still open and 0.5 per cent had been deleted from the system. The ATO advised in May 2003 that the majority of these are non-stopper cases (i.e. low priority cases) and the remainder have been referred to GST field for further assessment. Of the 56 per cent finalised, 92 per cent were completed within 30 days.\textsuperscript{110}


\textsuperscript{110} The test was to provide an indication of the work item clearance rate. The work items are a combination of fraud and compliance.
• There have been 12,419 instances (all relating to the period May—July 2000)\textsuperscript{111} where the RRE flagged a BAS for review and no work item was created in the AWA system. The ATO advised that work items were created from ABN registrations with a view to undertaking advisory visits to clients registering for the GST. However, when it was decided not to undertake these visits unless requested by the client, the work items were bulk deleted in the AWA system.

4.19 The ANAO considers that the level of thresholds set within the RRE risk areas, in combination with the number of suspended risk characteristics and exception tests, could negate the effectiveness of the RRE. The thresholds being set for the exception tests and in the risk areas for each risk characteristic test could minimise the number of work items created. The ATO advised that thresholds are set to provide the right balance of work items, given the need to protect the integrity of the system, provide legitimate refunds in a timely manner and deal with high-risk refunds.

Conclusion

4.20 Fraudulent or incorrect claims for refunds are a major risk for the GST system. The ANAO recognises that the RRE is not the only tool used by the ATO to detect fraudulent activity and that there has been a move away from the original intent of the RRE. However, it remains the only system capable of risk profiling activity statements at the time of processing and prior to the issue of any refund. The ATO has identified a number of areas within the RRE that need to be further developed and refined if it is to be a fully effective tool for detecting non-compliant and fraudulent behaviour and filtering out potentially correct and genuine refunds. These areas are subject to continual review.

Evaluation of RRE fraud tests

4.21 Fraud Intelligence, as the business owner of the RRE fraud tests, has evaluated these tests to determine if they are consistent with the original business requirements. The ANAO found the evaluation of the tests to be generally comprehensive. However, there was limited documentation to support the testing process. As well, no evaluation report was prepared for ATO management.

4.22 Two national operations have also focused on evaluating the work items generated by the RRE fraud tests: Operation Kaiser and Operation Berry. The ATO advised that, to date, no changes have been made to the RRE fraud tests as

\textsuperscript{111} The RRE was used from May 2000 to assess ABN and GST registrations.
a result of these national operations. However, they are being considered as part of the current review of the RRE.

**Operation Kaiser**

4.23 In February 2002, the GST Compliance Executive was concerned that RRE fraud work items, which did not become fraud cases, were being overlooked as potential compliance risk cases. As a consequence, in April 2002, the SRM Unit initiated, in conjunction with Fraud Intelligence, a national project to refer the fraud ‘no further action’ work items to the SRM Unit for review. The project also sought to determine the usefulness of the RRE fraud tests from a GST compliance perspective.\(^{112}\)

4.24 The operation focused on assessing clients who had failed RRE fraud refund tests but who had not been previously subject to compliance activity. Between April and September 2002, a sample of 932 cases was reviewed and profiled by the SRM Unit. Of these cases, 175 were referred to the CVCs or GST field for further verification. Of the 73 cases finalised, adjustments have been made to 23 refunds to the value of $857,509 with $851,344 being in the ATO’s favour. Most adjustments resulted from inadvertent error. One case of potential fraud with a value of $198,705 was identified.\(^{113}\)

4.25 The project recommended modifications to the RRE fraud tests, because the tests examined were not focused enough and frequently triggered bona-fide businesses. This project formed the basis for the ongoing referral of fraud work items to the GST Business Line as part of its Refund Assurance Program, discussed later in the chapter.

**GST Registrations (Operation Berry)**

4.26 As at 31 December 2002, the ATO had on hand 74,344 non-stopper fraud work items.\(^{114}\) The majority related to ABN/GST registrations.\(^{115}\) These work items are considered to be low risk but records are maintained for possible future verification. Fraud Intelligence advised that sample testing of this population had been undertaken. It was found that the fraud test triggers for ABN registration are not identifying potential fraud.

---


\(^{114}\) Non-stopper work items are generally created as a result of risk profiling in the RRE as opposed to the activity statement failing one or more of the RRE fraud exception tests.

\(^{115}\) For example, in the November 2002 Report to the GST Business Forum noted there were 72,737 non stopper work items with 68,905 relating to ABN registrations.
4.27 Fraud Intelligence, in conjunction with the New Business Service, initiated Operation Berry to evaluate fraud exception tests relating to GST registrations. Its purpose was to review clients who previously held an income tax registration, but had a status of no further income tax returns necessary and had recently registered for an ABN. GST field staff reviewed and finalised 405 cases. The sample largely consisted of cases that did not require further assessment as potential fraud cases.\(^{116}\) The project recommended a more targeted case selection process because of the low level of fraud referrals generated. Although the cases were selected on the basis that they had triggered an RRE fraud exception registration test, only six cases (1.5 per cent) were referred to Fraud Intelligence for further assessment as potential fraud cases.\(^{117}\)

RRE as a fraud referral source

4.28 To assess the RRE fraud tests as an indicator of potential fraud, the ANAO analysed the referral sources of GST fraud cases between July 2000 and November 2002. Of the 412 potential GST fraud cases registered on the FIRM system, only 1.9 per cent of registrations identified the RRE as the referral source. Referrals from GST field staff and the CVCs accounted for 39 and 14 per cent of cases respectively. The ANAO recognises that the referrals from the CVCs and GST field staff would, in all probability, have originated from work items generated by the RRE. In the sample cases examined by the ANAO, the RRE was not identified as the referral source for any cases.

Conclusion

4.29 The systematic and comprehensive analysis of historical data, supported by the evaluation of fraud investigations and intelligence assessments, would allow Fraud Intelligence to determine whether the RRE fraud risk characteristics and exception tests are effective in detecting GST fraud. The SRM Unit is undertaking this type of analysis for the RRE compliance tests. The ANAO suggests that Fraud Intelligence draw on this expertise to evaluate the effectiveness and relevance of the fraud business rules and tests. This would also ensure alignment between current business requirements and the functionality of the RRE.

---

Recommendation No.4

4.30 To improve the effectiveness of the Risk Rating Engine fraud tests and business rules, the ANAO recommends that Fraud Intelligence continue to evaluate the tests and include the analysis of historical data, supported by the evaluation of fraud investigations and intelligence assessments.

Agency response

4.31 Agreed.

Fraud Intelligence detection capabilities

4.32 The ANAO examined Fraud Intelligence’s systems and processes for detecting GST fraud and identifying fraud risks. Fraud Intelligence is responsible for:

- assessing operational referrals relating to suspect fraud matters received from internal and external sources;
- data-matching ABN/GST registrations using the Registration Information Matching System (RIMS); and
- completing fraud intelligence assessments and strategic risk assessments.

Assessment of fraud work items

4.33 Fraud Intelligence is responsible for reviewing fraud work items generated by the RRE. Work items are based on the nature of the tests triggered and the size of the risk score, not the potential monetary value of the refund. A senior project officer is responsible for undertaking a preliminary review of all RRE fraud work items. This review involves assessing the work items and other ATO systems from a whole of client perspective.

4.34 Cases may be considered to warrant no further action from a fraud perspective or, if fraud is suspected, the case is referred to a fraud intelligence analyst for further review. Following a more detailed review by the analyst, the work item may be registered as a potential fraud case and referred to Fraud Investigations, referred to the CVCs for further verification or completed as no further action. The refund stopper is maintained until the case is finalised. Table 1 outlines the work items received and actioned for the period July 2000 to December 2002.
Table 1

Number of fraud related work items for period July 2000 to December 2002

<table>
<thead>
<tr>
<th>Period</th>
<th>Fraud Stopper Work Items</th>
<th>Fraud Non-Stopper Work Items</th>
</tr>
</thead>
<tbody>
<tr>
<td>2000–01</td>
<td>9 147</td>
<td>9 144</td>
</tr>
<tr>
<td>2001–02</td>
<td>12 480</td>
<td>12 472</td>
</tr>
<tr>
<td>Jul–Dec 2002</td>
<td>8 227</td>
<td>8 217</td>
</tr>
<tr>
<td>Total</td>
<td>29 854</td>
<td>29 833</td>
</tr>
</tbody>
</table>

Source: Australian Taxation Office

4.35 The ATO advised that the significant reduction in the number of work items referred to intelligence analysts in 2002–03 is due to the ongoing refund assurance work of Operation Kaiser. From December 2002, fraud work items that involve refunds over a particular threshold and refunds relating to new businesses with no previous tax history are forwarded to the CVCs for verification. The refund stopper is maintained pending advice from the CVCs.

4.36 The ANAO found that, given the number of work items and that only one officer undertook the initial assessment of these work items, the quality of initial assessments could have been compromised. During the audit, the ATO advised that, following the recruitment of additional intelligence analysts; the resources to deal with RRE work items have been increased.

Operational Referrals

4.37 Fraud Intelligence is the central repository for fraud referrals from internal and external sources. Referrals are analysed to identify potential fraud and to determine if further investigation is warranted by Fraud Investigations. If the information is not fraud-related, but rather a compliance issue, the information is passed to the relevant business line. The processes involved in assessing fraud referrals are discussed in more detail in Chapter 5.

Registration Information Matching System

4.38 Since July 2000, 7.9 million new ABN registrations and amendments have been processed through RIMS. The system flagged 21 397 (0.27 per cent) of these for further review. Following a cursory assessment and prioritisation by the RIMS project officer, the matches may be considered to either warrant no further action, be referred to an intelligence analyst for further examination or retained for further assessment. Table 2 outlines the RIMS matches and action taken for the period July 2000 to December 2002.
### Table 2

**Number of RIMS matches for period July 2000 to December 2002**

<table>
<thead>
<tr>
<th>Period</th>
<th>Registration downloads</th>
<th>RIMS matches</th>
<th>Matches cleared&lt;sup&gt;(1)&lt;/sup&gt;</th>
<th>Referred to intelligence analyst&lt;sup&gt;(2)&lt;/sup&gt;</th>
<th>Matches on hand pending further assessment&lt;sup&gt;(3)&lt;/sup&gt;</th>
</tr>
</thead>
<tbody>
<tr>
<td>2000–2001</td>
<td>2 827 248</td>
<td>1 906</td>
<td>540</td>
<td>566</td>
<td>800</td>
</tr>
<tr>
<td>2001–2002</td>
<td>2 188 417</td>
<td>12 931</td>
<td>8 303</td>
<td>2 754</td>
<td>1 874</td>
</tr>
<tr>
<td>June 2002 to December 2002</td>
<td>2 885 830</td>
<td>6 560</td>
<td>5 133</td>
<td>512</td>
<td>915</td>
</tr>
<tr>
<td>Total</td>
<td>7 901 495</td>
<td>21 397</td>
<td>13 976</td>
<td>3 832</td>
<td>3 589</td>
</tr>
</tbody>
</table>

Source: Australian Taxation Office

Note 1: These are matches identified but examination has not identified any suspect behaviour.

Note 2: These matches generally relate to entities already under analysis or investigation.

Note 3: This is a cumulative work bank on hand for the year.

4.39 The RIMS project officer also data matches requests for information and operational referrals against the RIMS data and reference list. The ATO advised that the number of operational referrals and/or requests for information processed through RIMS ranges from approximately 120 to 180 per month.

4.40 Given the volume of work and that only one officer has been responsible for assessing all RIMS matches, requests for information and operational referrals, the ANAO considers the level of completeness and quality of the assessments undertaken could have been compromised. The number of outstanding matches awaiting assessment also suggests that the RIMS capability may not have been fully utilised, inhibiting the ATO’s ability to respond to potential fraud in a timely manner. The ATO advised during the audit that additional analysts have been employed to work with the RIMS project officer.

**Unrealised potential of RIMS**

4.41 Data matching fraud investigations with RIMS data allows related entities and additional links to other data sources to be identified. Historically, not all fraud cases under investigation have been data matched against RIMS. These cases were generally those that have been referred directly to Fraud Investigations. Details from completed fraud cases can also be added to the reference list to monitor the future activities of the individuals/entities concerned. However, the ANAO found no evidence that this information is being provided by Fraud Investigations or any processes developed by Fraud Intelligence to monitor and evaluate these cases on a regular basis. The ANAO recognises that not all fraud cases will need to be monitored and that the focus should be on the more serious or complex cases.
Recommendation No.5

4.42 To ensure that the Registration Information Matching System (RIMS) is being used to its maximum potential to prevent and detect GST fraud, the ANAO recommends that:

(a) all potential and existing fraud cases are matched against RIMS data and reference list; and

(b) details from appropriate completed fraud cases are added to the RIMS reference list for ongoing monitoring and review.

Agency response

4.43 Agreed. This already occurs in most cases, but it is acknowledged that a universal application would strengthen the overall risk management approach.

Identifying GST fraud risks

4.44 Risks are intuitively identified by intelligence analysts through the assessment of operational referrals and requests for information. If a matter relates to a potential system weakness or appears to warrant further review, the analysts can undertake a more detailed review or data mining exercise of ATO and external systems, to identify whether the modus operandi for the potential fraud is being duplicated.

4.45 Significant potential risks and/or issues are escalated through the team leaders to the Manager, Fraud Intelligence and SNCC Executive. These matters are also reported to the other business lines through the distribution of a weekly Fraud Intelligence Significant Issues Report. This information is passed to the Strategic Assessment area, which is responsible for recording the risk and assigning a risk rating. The ATO advised that by year-end 2002, 48 risks had been identified and rated in accordance with the ATO Risk Management Process Guidelines.118 Thirty risks related to GST fraud.

4.46 The Strategic Assessment area was formed in 2001 to establish a fraud strategic intelligence and risk capability. This area is responsible for undertaking strategic assessments119 of identified risks. Such assessments may result in, and/or support, the conduct of national fraud operations. The ANAO noted that only one strategic assessment has been completed. This related to a non-GST matter. The ATO advised that, because of the prioritisation of resources within Fraud Intelligence, this area has not always been fully functional. As a

---

118 Risks are categorised as severe, high, major, significant, moderate, low or trivial.
119 Strategic assessments involve researching the scope of possible risks, methods of operation and recommending treatment strategies.
consequence, the ATO currently does not have a strategic fraud intelligence capability to support the effective targeting of fraud detection strategies and/or the development of fraud risk treatments. However, the ATO advised that this would be addressed following the recruitment of additional intelligence analysts and reallocation of resources within Fraud Intelligence.

**Fraud risk operations**

4.47 To initiate a national operation a brief is prepared for the SNCC Executive. If approved, a project manager is assigned, generally from Fraud Investigations. The project manager has overall responsibility for the operation, including developing an operation plan, negotiating resources, and monitoring and reporting on its status. One successful operation resulted in 26 referrals to Fraud Intelligence, with 15 cases under investigation, and approximately $20.7 million in BAS adjustments.

4.48 Although the ATO advised that the SNCC Executive approves and monitors the status of these operations, the ANAO found no documentation to support consideration of proposals by the SNCC Executive and only limited progress reporting on some operations. The operations may involve staff from Fraud Intelligence, Fraud Investigations and other business lines, in particular GST field staff. Access to staff has to be negotiated on an operation-by-operation basis. The ATO advised that the lack of resources has hindered the progress of some operations.

4.49 The ANAO considers that, in order to address GST fraud risks in a more systematic manner and successfully achieve the outcomes of national operations, the SNCC Executive should take a more active oversight role and improve the management, resourcing, monitoring and reporting of these operations. The ATO advised in May 2003 that it intends reviewing all matters nominated as national operations.

**GST General Compliance detection capabilities**

4.50 Whilst the ANAO did not audit GST General Compliance’s strategies and processes, the ANAO undertook a high-level review of its compliance programs, as they can be instrumental in detecting potential GST fraud.

4.51 The ANAO found that a well-developed operational risk management process, overseen by the SRM Unit, underpins the GST compliance program. The elements of this program that may detect serious non-compliance, including potential fraud are:

---

• GST compliance work items generated by the RRE;
• project-based compliance activity; and
• the refund assurance program.

**Compliance work items generated by the RRE**

4.52 Compliance work items generated by the RRE are forwarded to the CVCs for initial verification and, if further investigation is warranted, cases are referred to the GST field staff. If potential fraud is detected, cases are referred to Fraud Intelligence and/or Fraud Investigations. Following an internal review of activity statement processing, discussed later in this chapter, it was recommended that CVC procedures be reviewed and a quality assurance review of CVC refund/credit activities be undertaken. The ATO advised that these recommendations have been implemented.

**Project-based compliance activity**

4.53 The ANAO found that the SRM Unit oversees the end-to-end processes for identifying, quantifying and mitigating GST compliance risks. This work is generally undertaken through project-based compliance activity such as RQPs and national compliance projects. Projects are managed by a national project manager, with cases selected by the SRM Unit. The CVCs and field staff undertake the associated verification and/or compliance work. Compliance results are analysed to aid in developing treatment strategies and the targeting of future compliance activities.

**Refund assurance program**

4.54 The SRM Unit, in conjunction with Fraud Intelligence, has put in place a refund assurance program to assess at-risk refunds. A major area of concern is that refunds triggering a RRE fraud test may be released to the client without verification. The ANAO found that, since April 2002, Fraud Intelligence has been forwarding to the SRM Unit, on a weekly basis, a list of cases involving refunds between specific thresholds that require no further action from a fraud perspective. These cases are profiled by the GST Serious Evasion Teams post-issue of any refund.

4.55 Since December 2002, a list of fraud work items involving refunds over a particular threshold and refunds relating to new business compliance test cases is also forwarded, on a weekly basis, to the CVCs for verification. As at February
2003, of the 168 cases referred, 115 had been finalised, with four cases adjusted for a total ATO gain\textsuperscript{121} of $703\textsuperscript{122} 123.122

4.56 To evaluate the extent of the ATO’s refund risk, the SRM Unit, CVCs and field staff are also analysing all refunds issued from July 2000. The ATO advised that the Refund Assurance Program is strengthening current systems through a combination of pre-issue assessment and post-issue evaluation.

Refund Integrity Project

4.57 Following a major overpayment in June 2002, an internal review of refund processing was undertaken and identified a number of weaknesses in the processing of activity statement refunds. The Refund Integrity Project was established in October 2002 to implement the recommendations of this review. The ATO also appointed a Refund Custodian. Specific areas involved in this review such as the RRE and its associated work items fell within the scope of this audit. Four recommendations from the Refund Integrity Review related to the RRE.

4.58 The ATO advised that three recommendations were implemented in July, August and September 2002 respectively. The remaining recommendation (review of RRE tests and operation) is to be implemented by 30 June 2003. An additional control pending full implementation of the project’s recommendations is the work being undertaken by the SRM Unit and Fraud Intelligence as part of the ongoing Refund Assurance Program.

\textsuperscript{121} The reasons for the ATO Gain Adjustments were inadvertent error (three cases) and misunderstanding (one case).

\textsuperscript{122} GST Strategic Risk Management, Operation Kaiser Update, 7 February 2002, p. 5.
5. Investigating GST Fraud

This chapter discusses the ATO’s systems and processes for investigating external GST fraud.

Introduction

5.1 Perpetrators of fraud have used false documentation and bogus business registrations in their attempts to defraud the GST system. Incorrect claims for refunds can also be a deliberate attempt to evade GST. Under the Fraud Control Guidelines, the ATO has the authority to investigate criminal matters; gather evidence; and prepare briefs of evidence for the CDPP.

5.2 The ANAO reviewed the ATO’s case management framework for investigating external GST fraud. As part of this review, a sample of 43 investigations commenced between 2000–02 and 25 fraud referrals received by Fraud Intelligence during 2001–02 were assessed. The ANAO did not review cases relating to GST internal fraud because all cases were still under investigation. The review placed particular emphasis on the following:

• case referral assessment by Fraud Intelligence;
• investigation process and preparation of prosecution briefs;
• quality review mechanisms;
• case evaluation and analysis; and
• debt management and recovery processes.

Role of Fraud Intelligence and Fraud Investigations

5.3 Fraud Intelligence and Fraud Investigations are part of the SNCC. Fraud Intelligence is responsible for assessing potential fraud referrals, providing fraud detection and intelligence analysis, and identifying fraud control issues to SNCC management.

5.4 Fraud Investigations, located in each of the major regions, investigate GST and other taxation fraud. Investigations may be conducted jointly with the AFP, other law enforcement and/or other Commonwealth agencies. Figure 4 provides an overview of the investigation process, from the initial referral of a matter to Fraud Intelligence through to prosecution by the CDPP and case review.

---

123 Of these 43 cases, 33 were completed and 10 have been referred to the CDPP for prosecution. Five involved the AFP. Of these five cases, one was completed, one has been prosecuted and is pending an appeal and three have been referred to the CDPP for prosecution.

124 NSW/ACT and QLD are part of the North East region and SA/NT, WA, and VIC/TAS are part of the South West region.
Figure 4
GST fraud investigation process

Source: ANAO analysis of ATO data
Fraud referral assessment process

5.5 Fraud Intelligence assesses all potential GST fraud referrals received from internal and external sources.\textsuperscript{125} Referrals are registered on an electronic document system (iBase) and a preliminary assessment is undertaken. If fraud is suspected, a more detailed intelligence assessment is completed prior to the referral being registered on the FIRM system and being forwarded to the relevant region for investigation.\textsuperscript{126}

5.6 Table 3 provides an overview of GST fraud referrals received for the period 1 March 2001 to 31 October 2002 and referrals registered on the FIRM system from July 2000. Prior to March 2001, fraud referrals were registered manually and statistical data relating to these referrals could not be provided by the ATO. Fraud Intelligence advised that it does not categorise fraud referrals received into GST and non-GST categories. Information relating to potential fraud referrals passed to Fraud Investigations has been recorded in the FIRM system (or its predecessor) since July 2000.\textsuperscript{127}

Table 3

Summary of GST referrals received and registered for the period July 2000 to October 2002

<table>
<thead>
<tr>
<th>Referrals received and registered</th>
<th>2000–01</th>
<th>2001–02</th>
<th>July–Oct 2002</th>
</tr>
</thead>
<tbody>
<tr>
<td>Total referrals received between 1 March 2001 and 31 October 2002</td>
<td>168</td>
<td>843</td>
<td>542</td>
</tr>
<tr>
<td>Total referrals registered on FIRM</td>
<td>98</td>
<td>230</td>
<td>64</td>
</tr>
<tr>
<td>Completed cases</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Total number of cases</td>
<td>35</td>
<td>92</td>
<td>37</td>
</tr>
<tr>
<td>Actual losses of cases\textsuperscript{(1)}</td>
<td>Nil\textsuperscript{(2)}</td>
<td>$1 402 030</td>
<td>$2 680 651</td>
</tr>
<tr>
<td>Fraud prevented for cases\textsuperscript{(1)}</td>
<td>Nil\textsuperscript{(2)}</td>
<td>$895 769</td>
<td>$582 850</td>
</tr>
<tr>
<td>Annual exposure of cases\textsuperscript{(1)}</td>
<td>Nil\textsuperscript{(2)}</td>
<td>$11 574 994</td>
<td>$1 811 908</td>
</tr>
</tbody>
</table>


Note 1: The estimated value of the actual losses, fraud prevented and annual exposure was not recorded for a number of cases, resulting in an understatement of the estimates for the period.

Note 2: For 2000–2001, zero dollar values were recorded in the FIRM system.

5.7 The estimated value of the potential fraud involved in the referrals ranged from $150 to $6.5 million, with 13 referrals valued at over $1 million. The estimated value of the potential fraud was not recorded on the system for a

\textsuperscript{125} Internal sources include the Community Information, Storage, Communication and Observation database, ATO Business Lines, and Fraud Investigations. External sources include law enforcement agencies, other government agencies and financial institutions.

\textsuperscript{126} Referring areas may refer fraud matters directly to Fraud Investigations, who are then required to forward these matters to Fraud Intelligence for registration and assessment.

\textsuperscript{127} The FIRM system replaced the GST Fraud Case management system (GSTFC) in December 2002.
number of the cases, making it difficult to provide an accurate estimate for the period. The ANAO recognises that it is not always possible to quantify the value of the fraud involved as some cases may not necessarily involve a monetary value or have a value that is readily determined. However, in order to meet its data collection and reporting requirements under the Fraud Control Guidelines and assist in case prioritisation and selection, the ANAO considers that the ATO should, where possible, quantify the value of potential fraud cases on referral. The potential loss (value of the fraud) could be recorded and updated during the investigation.

**Fraud referral guidelines**

5.8 The referral guidelines for CVC staff (*CVC Referral Procedures*) require all fraud matters to be referred to Fraud Intelligence for initial assessment. The *SNCC Fraud Investigation Referral Guidelines and Procedures*, which are available to all ATO staff (including GST field staff), require all fraud matters to be referred to Fraud Investigations by completing the ATO Fraud Referral Form. This form is then automatically e-mailed to Fraud Intelligence. If this form is not completed, Fraud Investigations are to provide an information report to Fraud Intelligence for the case to be assessed and registered on the FIRM system.

**Intelligence assessments**

5.9 In assessing fraud referrals, Fraud Intelligence uses a range of internal and external systems and data sources. The ANAO found that there were no documented guidelines or procedures outlining the intelligence assessment process. During the audit, the ATO advised that these are being developed.

5.10 For the 43 sample cases reviewed, the ANAO examined the investigation case files and their corresponding Fraud Intelligence files to assess the level of involvement of Fraud Intelligence in the initial assessment of the fraud referral. Only 17 intelligence assessments were found in the case files reviewed. The ANAO observed that, for 12 cases where it was not evident that an intelligence assessment had been completed, the nature of the potential fraud and persons suspected of perpetrating the fraud warranted, in the ANAO’s view, the early and/or ongoing involvement of Fraud Intelligence.

5.11 The ANAO also reviewed an additional 25 fraud matters referred to Fraud Intelligence in 2001–02. The ANAO found that the information and documentation relating to these assessments were minimal. Evidence of the work undertaken by intelligence analysts, such as system checks, analysis of data, and/or the outcome of the assessment process, was not always recorded. Further, the decision on whether to progress the referrals was not always clear. Referrals were not always signed off by either the analyst or team leader.
Assigning a priority rating

5.12 As part of the referral assessment process, Fraud Intelligence assigns a priority rating to each case registered on FIRM. A priority rating describes the nature and seriousness of a fraud matter, using a set of criteria, which measures potential impacts against the ATO. The ANAO found that only 12 of the case files reviewed (less than 30 per cent) contained documentation for the priority rating applied.

5.13 The ANAO considers that the case referral process would be improved if assessment decisions were documented and intelligence assessments were completed for all fraud cases registered on the FIRM system. Fraud Intelligence has access to all ATO systems and a range of external databases. Research undertaken using these systems will add value to any fraud investigation and improve the quality of referrals to Fraud Investigations.

Recommendation No.6

5.14 To improve the quality of referrals and add value to fraud investigations, the ANAO recommends that:

(a) all fraud matters registered on the Fraud Investigation Reporting and Management (FIRM) system as potential fraud cases be assessed by Fraud Intelligence; and

(b) the intelligence assessment process be properly documented by analysts.

Agency response

5.15 Agreed. While current procedures require intelligence assessments for particular fraud cases, this requirement will now be extended to all registered fraud matters.

Management of GST fraud investigations

5.16 Investigations must comply with the Commonwealth’s Fraud Investigation Standards Package (CFISP). The ATO has developed a case management process for investigating GST fraud perpetrated against the Commonwealth. A Statement of Investigation Standards and Procedural Guidelines were implemented in March 2001. The FIRM system records all investigation details. The Fraud Control Guidelines introduced mandatory training qualifications for fraud

---

128 Priority ratings can be graded with a ‘1’ rating (High Priority), a ‘2’ rating (Medium Priority) or a ‘3’ rating (Low Priority). A ‘1’ rating requires an immediate Fraud Intelligence response, the commencement of an Intelligence Assessment and immediate referral to Fraud Investigations.
investigators.\textsuperscript{129} The ATO's investigators have either acquired or are in the process of studying for these qualifications.\textsuperscript{130}

**Assessment of case referrals**

5.17 Fraud Investigations does not automatically investigate all referrals registered on the FIRM system. In deciding to accept or reject a referral, regional case assessment teams consider the nature and seriousness of the alleged offence, the threat posed to ATO systems, resource availability and their capacity to undertake an investigation. If a case is particularly serious or forensically complex, it may be referred to the AFP for investigation.\textsuperscript{131} A set of working guidelines between the ATO and AFP outline the conduct of joint investigations and arrangements for out-posting of AFP officers.

5.18 Fraud Investigations assign a complexity rating to all cases registered on the FIRM system. The complexity model used considers the offences involved, jurisdiction, resource implications and the expertise of investigators.\textsuperscript{132} A case is then allocated to an individual case officer or an investigating team to undertake the investigation. The referring area, officer or agency is to be advised when a case referral has been received, is allocated to a case officer, or when an investigation will not be conducted.

5.19 The ANAO found that 31 of the 43 sample cases reviewed contained some form of investigation assessment. Of these:

- 12 were assessed as no further action;
- 18 clearly documented the person(s) making the decision to accept or reject a case using a case decision record or other documentation; and
- 13 contained evidence of Fraud Investigations advising the outcome of investigation assessments to the referral source.

\textsuperscript{129} Guideline 6 of the Fraud Control Guidelines requires that relevant employees are to gain the Certificate IV in Government (Fraud Control Investigation) qualification by 30 June 2003. Relevant employees are required to gain the Diploma of Government (Fraud Control Investigation) qualification by 30 June 2004.

\textsuperscript{130} As of 25 November 2002, 37 investigators had obtained the Diploma of Government (Fraud Control Investigation), 45 investigators had obtained the standard Certificate IV in Government (Fraud Control Investigation) and eight investigators were in the process of finishing the Certificate IV in Government (Fraud Control Investigation) qualification.

\textsuperscript{131} From July 2000 to November 2002, 19 GST cases were referred to the AFP for investigation. Cases referred to the AFP resulted in either joint investigations being conducted by the ATO and AFP, or the AFP conducting investigations, with assistance from the ATO.

\textsuperscript{132} There are three types of complexity rating: ‘A’ (High Complexity Resource), ‘B’ (Medium Complexity Resource) and ‘C’ (Low Complexity Resource).
Investigation process

5.20 When a case is accepted for investigation, case officers and case managers are required to follow the case management process outlined in the ATO’s Procedural Guidelines.

Case planning

5.21 An investigation plan outlines what tasks need to be undertaken, who should do them and when they are to be completed. The ANAO found that 15 of the 22 sample cases accepted for investigation included an investigation plan. Fraud Investigations’ management advised that the use of investigation case plans is viewed as an area for improvement.

5.22 Effective case management requires important decisions taken during the course of an investigation be recorded. The ANAO found that case running sheets were evident in 90 per cent of case files reviewed; whereas case decision records (CDRs) and case referral forms were evident in only 56 per cent and 63 per cent of the cases respectively. The ANAO considers there should be greater use of CDRs as they outline the details of, and reasons for major decisions during an investigation. CDRs also provide a basis for reviewing cases and support the transfer of files between case officers.

Evidence gathering

5.23 An evidence matrix determines the evidence required to prove an offence, where the evidence may be located and the process for collecting this evidence. The CFISP recommend the use of evidence matrices, although the ATO’s investigation standards do not explicitly require their use in case planning. The ANAO found that nine of the 15 sample cases with an investigation plan contained evidence matrices. The ANAO encourages the use of these matrices and considers the ATO’s guidelines should be revised to make them mandatory in all serious or complex cases.

Review of investigations

5.24 The ANAO found that the framework for monitoring and reviewing cases was effective, with monthly and weekly meetings to review the status of active cases occurring across regions. Informal, ongoing reviews are also held within teams and these are recorded using CDRs, minutes or e-mails. Nineteen of the 22 sample cases accepted for investigation contained some form of ongoing review. The ANAO also found that regional managers report monthly to the

---

133 In two cases referred to the AFP, the joint investigation agreement incorporated an investigation plan.

134 An evidence matrix is an investigation tool used to document the offenders involved and evidence required to prove the offence.
national managers on the progress and status of all fraud cases. As well, national managers provide monthly reports to SNCC management.

5.25 The ANAO considers that the ATO has established a sound framework and implemented appropriate procedures for assessing GST fraud case referrals and conducting fraud investigations. However, these procedures were not always consistently implemented across regions.

Timeliness of investigations

5.26 The ANAO recognises that some investigations will take longer to complete than others, depending on their seriousness or complexity. However, the ANAO found it difficult to determine the time taken to complete investigations because of incomplete data in the reports provided by the ATO.\(^\text{135}\) In its reports to the GST Business Forum, the SNCC notes the age of all open cases. However, this data is based on when a case is created (by Fraud Intelligence) and does not account for the various milestones of an investigation.

5.27 The ANAO considers that this lack of data makes it difficult for the ATO to accurately determine the age of cases and readily assess the viability of continuing an investigation. The ATO advised that its new case management system, which is to be implemented later this year, is designed to include a broad range of investigation milestones. The monitoring of these milestones by case officers and team leaders should improve case management.

5.28 For those cases (97 cases) where the information was available, on average, it took 164 days to complete an investigation, with ten cases taking fewer than seven days and two cases taking over 500 days. Complete information was available for only six of the 43 cases reviewed by the ANAO. For these cases it took, on average, 355 days to complete the investigation. The ANAO considers that in addition to steps to improve data quality, the ATO should also review the timeliness of its investigations.

Data quality and integrity

5.29 The ANAO found that the FIRM system reports provided as part of the audit were generally incomplete, as information had not been entered into a number of the data fields. As a result, it was difficult to cross-reference data from one report to another. The ATO advised that reports were not designed to reconcile with one another. This is due to the nature of the business rules for

---

\(^\text{135}\) For example, of the 164 cases outlined in FIRM Report Number NAT009, 72 cases had no data entered for the Regional Allocation Date and/or Investigation Start Date, 67 cases had zero days registered between the start and completion of the investigation and two cases were recorded as having negative days for the time between allocating the cases to a region and starting an investigation.
data entry, the manner in which the reports have been setup and report parameters. The ANAO considers that, given these data quality issues, the accuracy and completeness of reports produced for the SNCC Executive and ATO Management are questionable. The data integrity of the FIRM system also impacts on the ATO’s ability to meet its external reporting requirements under the Fraud Control Guidelines.

5.30 A quality review of the data integrity of the FIRM system was completed in December 2002. The review concluded that the more recent cases showed a greater use of the FIRM system and that staff now have a better understanding of the system’s capability since the completion of staff training in November 2002. The ATO advised the quality of data had improved since this training. Strategies are also being adopted to continually improve the quality and completeness of the data captured by the system.

**ASISCaseManager System**

5.31 The ASISCaseManager system, which is to be used by all ATO investigation areas, is to replace the FIRM system in late-2003. The design of the new case management system incorporates greater functionality. The system will include case milestones, allowing case officers and team leaders to monitor actions required within set timeframes. Enhancements to the level and type of information recorded will improve reporting capabilities, with standard reports created at the case level and management reports across all cases.

5.32 The ATO advised that, prior to the implementation of ASISCaseManager, system documentation and training would be provided to all staff that will use the system. The ATO considers that this training will give greater assurance that the data being input into the system is accurate; increasing the confidence level that the reports produced will be accurate and meaningful.

**Preparation of prosecution briefs**

5.33 Following completion of an investigation, a brief of evidence is prepared and referred to the CDPP for possible prosecution under the *Crimes Act 1914*. A brief of evidence not accepted for prosecution is returned to the ATO, where either no further action occurs, or the brief is reviewed and subsequently returned to the CDPP.

5.34 Table 4 provides an overview of cases referred to the CDPP, the number of cases not accepted for prosecution, the number of successful prosecutions and the number of cases in progress for the period July 2000 to October 2002.

136 Although the FIRM system, and its predecessor, has been in use for a number of years, Fraud Investigations and Fraud Intelligence staff were only provided with formal training in November 2002.
Table 4
Overview of GST cases referred to the CDPP for the period July 2000 to October 2002

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Number of cases referred</td>
<td>4</td>
<td>25</td>
<td>15</td>
<td>44</td>
</tr>
<tr>
<td>Number of cases not accepted by CDPP for prosecution</td>
<td>1</td>
<td>3</td>
<td>Nil</td>
<td>4</td>
</tr>
<tr>
<td>Number of successful prosecutions</td>
<td>2</td>
<td>5</td>
<td>6</td>
<td>13</td>
</tr>
<tr>
<td>Number of cases in progress</td>
<td>1</td>
<td>11</td>
<td>15</td>
<td>27</td>
</tr>
</tbody>
</table>

Source: Australian Taxation Office

5.35  Due to the timing of cases being referred to the CDPP and prosecution action, a case can be carried across financial years. Seventeen cases from the ANAO’s representative sample were referred to the CDPP. Eight cases were successfully prosecuted, three were not accepted for prosecution, and six are still in progress. The reasons cases were not accepted for prosecution included:

- insufficient evidence to substantiate fraud claims;
- inability to prove intent; and
- a prosecution not being in the public’s interest.

Quality of prosecution briefs

5.36  The ANAO consulted with the CDPP on the quality of prosecution briefs prepared by Fraud Investigations. The CDPP advised that most briefs were considered to be of a quality standard. However, others had been returned to the ATO for further work. The early involvement of the CDPP in an advisory capacity has assisted the ATO in scoping and undertaking investigations.

5.37  The ATO advised that case officers and/or team leaders prepare prosecution briefs. The ANAO found that only five of the 17 briefs of evidence referred to the CDPP had been reviewed. For several briefs where a review was not evident, the CDPP had requested Fraud Investigations to conduct further inquiries before accepting the brief for prosecution. The ATO’s investigation guidelines do not explicitly require briefs of evidence to be reviewed before referral to the CDPP. The ANAO considers a mandatory review of briefs of evidence by either a team leader or regional manager would assist in ensuring high quality briefs are referred to the CDPP and would provide the opportunity to identify areas for improvement.
Recommendation No.7

5.38 To support the referral of high quality briefs of evidence to the Commonwealth Director of Public Prosecutions (CDPP), the ANAO recommends that the ATO include in investigation guidelines a mandatory requirement for regional managers or team leaders to review briefs of evidence prior to referral to the CDPP.

Agency response

5.39 Agreed. This will involve better documentation of current operating procedures.

Quality assurance surveys

5.40 The ATO advised that the CDPP provides feedback to cases officers on a case-by-case basis. The ANAO was advised that Fraud Investigations in Western Australia have developed a quality assurance survey for the CDPP to complete when briefs of evidence are referred.137 The survey contains three questions relating to the quality of the contents and structure of the brief of evidence. The survey provides the regional manager with a mechanism to measure the quality of briefs referred and identify areas for improvement. The ANAO suggests consideration be given to implementing the quality assurance survey in other regions.

Liaison arrangements between the ATO and CDPP

5.41 The ANAO found that the ATO and CDPP have established guidelines for referring taxation-related matters for prosecution. Fraud Investigations advised that it has good relationships with the CDPP across the regions, and they meet regularly with the CDPP and AFP to review the progress of cases and discuss potential cases for referral. The CDPP has also conducted educational seminars to ensure investigators are aware of any issues relating to the preparation of briefs of evidence and other emerging legal issues.

Quality review mechanisms

5.42 The ATO has established a quality assurance review (QAR) program to identify and support the development of best practice and promote consistent standards across regions. All regions are subject to the bi-annual internal QAR program. The Quality Assurance and Training Manager and a peer officer from another region undertake the reviews. A summary of the review’s findings and

137 The relevant CDPP case officer completes these surveys.
recommendations is presented in a report to each region and in a consolidated national report to the SNCC Executive. National and regional managers are responsible for implementing any recommendations.

5.43 The ANAO found that two QAR programs have been completed since the reviews were implemented in June 2001, with the most recent in December 2002. This review found that the majority of the files satisfied the Commonwealth guidelines. The ATO advised that the current QAR process is being reviewed.

Quality assurance reviews by the AFP

5.44 The AFP has conducted one QAR on an ATO fraud case since 2000. This review confirmed that the standard of the file was high and that the investigation was well planned and managed. The ATO advised that it intends to liaise with the AFP to arrange for further external QARs to be carried out.

Case evaluation and analysis

5.45 The ATO’s fraud investigation guidelines require every completed investigation to be reviewed to identify risk, as well as systems and control issues requiring attention by management. The ANAO found no evidence of the systematic analysis of GST fraud trends, referral patterns, or case outcomes being undertaken on a regular basis, particularly at a national level. There was also no evidence that any formal evaluation had been undertaken of the sample cases reviewed by the ANAO.

5.46 Fraud Investigations advised that it does not undertake trend analysis relating to the types of cases or fraud perpetrated. In some regions, systems and control issues identified by case officers, team leaders or regional managers were addressed during the course of investigations and on an individual case basis. However, it was not always evident that the broader implications of these issues were considered nor that the information was disseminated to other regions or business lines to be included in any assessment of GST fraud risks.

5.47 There were no formal feedback processes to advise Fraud Intelligence on the outcome of investigations or to provide details of any specific control issues, system weaknesses or methods of operation. This information is particularly important from an intelligence perspective and builds up the ATO’s understanding of GST fraud. During the audit, the ATO advised that procedures for advising Fraud Intelligence and disseminating this information are being developed.

---

138 The national report is forwarded to the SNCC Executive, which comprises of an Assistant Commissioner, the two National Managers and the Manager, Fraud Intelligence.

139 The case was reviewed in November 2001 and related to PAYE fraud.
5.48 The ANAO considers that the ATO should comply with its own guidelines and regularly evaluate and analyse GST fraud referrals, investigations and case outcomes, particularly from a national perspective. Such analysis should be documented and control weakness or emerging issues formally advised to the relevant business line(s). This would allow the ATO to identify and react to emerging GST fraud trends, risks and system weaknesses.

**Recommendation No.8**

5.49 To support fraud control planning and the development of fraud prevention and detection strategies, the ANAO recommends that the ATO routinely evaluate and analyse fraud referrals, investigations, case outcomes and trends nationally and disseminate this information within the ATO.

**Agency response**

5.50 Agreed. Again, this will involve formalisation and better documentation of current operating procedures.

**Debt management and recovery process**

5.51 Prior to a fraud investigation, the GST Business Line may undertake activity that results in an adjustment to the GST payable or refunded. These adjustments create a tax liability, which is a legally enforceable debt under the provision of the *Tax Administration Act 1953*. The recovery of these debts is the responsibility of Client Account Management (CAM). As the compliance activity that initiated the adjustment is generally completed before the fraud investigation commences, recovery action can be undertaken in parallel with the fraud investigation.

5.52 Within CAM, Advanced Legal Teams have been established to manage the recovery of overpayments, including those involving fraudulently obtained refunds or other credits. Liaison arrangements have been established between the Advanced Legal Teams, the GST Business Line and Fraud Investigations. This is further supported by guidelines covering the referral, coordination and management of cases arising from taxation fraud, particularly GST fraud.

5.53 The ATO has broad powers under the *Tax Administration Act 1953* in regard to the collection of debt that allows it to commence a range of recovery actions. These actions may include the issue of: Garnishee Notices to attach to the bank accounts containing refunds; Summons/Writs in Civil proceedings; and Mavera Injunctions to restrain assets.
fraud involves GST, on conviction, the ATO can apply to the courts for a reparation order to recover the revenue lost. The CDPP is not responsible for the enforcement of any reparation orders made under the Crimes Act. The ATO must take legal action to convert the reparation order to a civil debt and implement appropriate recovery action.

5.54 Of the 43 cases reviewed during the audit, approximately $6.4 million in adjustments and penalties has been raised by the ATO. Of these, about $3.8 million has been collected. The ATO advised that no amounts relating to these debts have been written off.

5.55 Currently, the value of adjustments, court-imposed fines, costs and penalties and recoveries are not recorded in the FIRM system. The ANAO was advised that consideration is being given as to how this data may be captured for reporting purposes. The ATO also advised that fines, costs and penalties would be recorded and reported in the new ASISCasemanager system to be implemented later this year.

Canberra ACT
24 June 2003

Oliver Winder
Acting Auditor-General
Appendix
Appendix 1
Overview of Risk Rating Engine

Client lodges GST registration form
Client changes registration data

RRE Registration Profiling (Registration Extract process)
Calculate the tests required/magnitude
Extract client data (Common Extract)

ATO Databases
Client Database
AIS NTS FBT EFT TRDB

Update client data
IPS prepares pre-printed BAS with DIN
IPS issues BAS to client

Risk Rating Engine (RRE)
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IPS Validation Checks – errors detected?
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Update Risk Profile based on BAS data - Error in update?
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Risk Characteristic Tests

Risk score calculated
Source: ANAO analysis of ATO data.
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Health Group IT Outsourcing Tender Process
Department of Finance and Administration

Audit Report No.15  Performance Audit
The Aboriginal and Torres Strait Islander Health Program Follow-up Audit
Department of Health and Ageing

Audit Report No.16  Business Support Process Audit
The Administration of Grants (Post-Approval) in Small to Medium Organisations

Audit Report No.17  Performance Audit
Age Pension Entitlements
Department of Family and Community Services
Centrelink

Audit Report No.18  Business Support Process Audit
Management of Trust Monies

Audit Report No.19  Performance Audit
The Australian Taxation Office’s Management of its Relationship with Tax Practitioners
Australian Taxation Office

Audit Report No.20  Performance Audit
Employee Entitlements Support Schemes
Department of Employment and Workplace Relations

Audit Report No.21  Performance Audit
Performance Information in the Australian Health Care Agreements
Department of Health and Ageing

Audit Report No.22  Business Support Process Audit
Payment of Accounts and Goods and Services Tax Administration in Small Commonwealth Agencies

Audit Report No.23  Protective Security Audit
Physical Security Arrangements in Commonwealth Agencies

Audit Report No.24  Performance Audit
Energy Efficiency in Commonwealth Operations—Follow-up Audit

Audit Report No.25  Financial Statement Audit
Audits of the Financial Statements of Commonwealth Entities for the Period Ended 30 June 2002
Summary of Results

Audit Report No.26  Performance Audit
Aviation Security in Australia
Department of Transport and Regional Services

Audit Report No.27  Performance Audit
Management of Commonwealth Guarantees, Warranties, Indemnities and Letters of Comfort
Audit Report No.28 Performance Audit
Northern Territory Land Councils and the Aboriginals Benefit Account

Audit Report No.29 Audit Activity Report
Audit Activity Report: July to December 2002
Summary of Outcomes

Audit Report No.30 Performance Audit
Defence Ordnance Safety and Suitability for Service
Department of Defence

Audit Report No.31 Performance Audit
Retention of Military Personnel Follow-up Audit
Department of Defence

Audit Report No.32 Business Support Process Audit
The Senate Order for Departmental and Agency Contracts (Spring 2002 Compliance)

Audit Report No.33 Performance Audit
Management of e-Business in the Department of Education, Science and Training

Audit Report No.34 Performance Audit
Pest and Disease Emergency Management Follow-up Audit
Department of Agriculture, Fisheries and Forestry—Australia

Audit Report No.35 Performance Audit
Fraud Control Arrangements in the Australian Customs Service

Audit Report No.36 Performance Audit
Monitoring of Industry Development Commitments under the IT Outsourcing Initiative
Department of Communications, Information Technology and the Arts

Audit Report No.37 Performance Audit
Passport Services
Department of Foreign Affairs and Trade

Audit Report No.38 Performance Audit
Referrals, Assessments and Approvals under the Environment Protection and Biodiversity Conservation Act 1999

Audit Report No.39 Performance Audit
Navy Operational Readiness
Department of Defence

Audit Report No.40 Performance Audit
R & D Tax Concession
Department of Industry, Tourism and Resources, the Industry Research and Development Board and the Australian Taxation Office

Audit Report No.41 Performance Audit
Annual Reporting on Ecologically Sustainable Development
Audit Report No.42 Performance Audit  
*Managing Residential Aged Care Accreditation*
The Aged Care Standards and Accreditation Agency Ltd

Audit Report No.43 Performance Audit  
*The Sale of Sydney (Kingsford Smith) Airport*

Audit Report No.44 Performance Audit  
*Review of the Parenting Payment Single Program*
Department of Family and Community Services  
Centrelink

Audit Report No.45 Business Support Process Audit  
*Reporting of Financial Statements and Audit Reports in Annual Reports*

Audit Report No.46 Performance Audit  
*Australian Industry Involvement Program*
Department of Defence

Audit Report No.47 Performance Audit  
*Implementation and Management of the Indigenous Employment Policy*
Department of Employment and Workplace Relations

Audit Report No.48 Performance Audit  
*Indigenous Land Corporation—Operations and Performance Follow-up Audit*
Department of Immigration and Multicultural and Indigenous Affairs

Audit Report No.49 Performance Audit  
*Management of the Navigation Aids Network*
Australian Maritime Safety Authority

Audit Report No.50 Information Support Services  
*Managing People for Business Outcomes, Year Two*
Benchmarking Study

Audit Report No.51 Performance Audit  
*Defence Housing and Relocation Services*
Department of Defence

Audit Report No.52 Performance Audit  
*Absence Management in the Australian Public Service*

Audit Report No.53 Performance Audit  
*Business Continuity Management Follow-on Audit*

Audit Report No.54 Business Support Process Audit  
*Capitalisation of Software*
## Better Practice Guides

<table>
<thead>
<tr>
<th>Title</th>
<th>Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>Goods and Services Tax (GST) Administration</td>
<td>May 2003</td>
</tr>
<tr>
<td>AMODEL Illustrative Financial Statements 2003</td>
<td>May 2003</td>
</tr>
<tr>
<td>Managing Parliamentary Workflow</td>
<td>Apr 2003</td>
</tr>
<tr>
<td>Building Capability—A framework for managing learning and development in the APS</td>
<td>Apr 2003</td>
</tr>
<tr>
<td>Internal Budgeting</td>
<td>Feb 2003</td>
</tr>
<tr>
<td>Administration of Grants</td>
<td>May 2002</td>
</tr>
<tr>
<td>Performance Information in Portfolio Budget Statements</td>
<td>May 2002</td>
</tr>
<tr>
<td>Life-Cycle Costing</td>
<td>Dec 2001</td>
</tr>
<tr>
<td>Some Better Practice Principles for Developing Policy Advice</td>
<td>Nov 2001</td>
</tr>
<tr>
<td>Rehabilitation: Managing Return to Work</td>
<td>Jun 2001</td>
</tr>
<tr>
<td>Internet Delivery Decisions</td>
<td>Apr 2001</td>
</tr>
<tr>
<td>Planning for the Workforce of the Future</td>
<td>Mar 2001</td>
</tr>
<tr>
<td>Contract Management</td>
<td>Feb 2001</td>
</tr>
<tr>
<td>Business Continuity Management</td>
<td>Jan 2000</td>
</tr>
<tr>
<td>Building a Better Financial Management Framework</td>
<td>Nov 1999</td>
</tr>
<tr>
<td>Building Better Financial Management Support</td>
<td>Nov 1999</td>
</tr>
<tr>
<td>Managing APS Staff Reductions</td>
<td>Jun 1999</td>
</tr>
<tr>
<td>(in Audit Report No.49 1998–99)</td>
<td></td>
</tr>
<tr>
<td>Commonwealth Agency Energy Management</td>
<td>Jun 1999</td>
</tr>
<tr>
<td>Corporate Governance in Commonwealth Authorities and Companies–Principles and Better Practices</td>
<td>Jun 1999</td>
</tr>
<tr>
<td>Managing Parliamentary Workflow</td>
<td>Jun 1999</td>
</tr>
<tr>
<td>Cash Management</td>
<td>Mar 1999</td>
</tr>
<tr>
<td>Management of Occupational Stress in Commonwealth Agencies</td>
<td>Dec 1998</td>
</tr>
<tr>
<td>Security and Control for SAP R/3</td>
<td>Oct 1998</td>
</tr>
<tr>
<td>Selecting Suppliers: Managing the Risk</td>
<td>Oct 1998</td>
</tr>
<tr>
<td>New Directions in Internal Audit</td>
<td>Jul 1998</td>
</tr>
<tr>
<td>Controlling Performance and Outcomes</td>
<td>Dec 1997</td>
</tr>
<tr>
<td>Management of Accounts Receivable</td>
<td>Dec 1997</td>
</tr>
<tr>
<td>Title</td>
<td>Date</td>
</tr>
<tr>
<td>----------------------------------------------------------------------</td>
<td>---------</td>
</tr>
<tr>
<td>Public Sector Travel</td>
<td>Dec 1997</td>
</tr>
<tr>
<td>Audit Committees</td>
<td>Jul 1997</td>
</tr>
<tr>
<td>Core Public Sector Corporate Governance</td>
<td>Jun 1997</td>
</tr>
<tr>
<td>(includes Applying Principles and Practice of Corporate Governance in Budget Funded Agencies)</td>
<td>Jun 1997</td>
</tr>
<tr>
<td>Management of Corporate Sponsorship</td>
<td>Apr 1997</td>
</tr>
<tr>
<td>Telephone Call Centres</td>
<td>Dec 1996</td>
</tr>
<tr>
<td>Telephone Call Centres Handbook</td>
<td>Dec 1996</td>
</tr>
<tr>
<td>Paying Accounts</td>
<td>Nov 1996</td>
</tr>
<tr>
<td>Asset Management</td>
<td>Jun 1996</td>
</tr>
<tr>
<td>Asset Management Handbook</td>
<td>Jun 1996</td>
</tr>
<tr>
<td>Managing APS Staff Reductions</td>
<td>Jun 1996</td>
</tr>
</tbody>
</table>